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1. Introduction

This contribution illustrates the QoS aspects of an IP based SAE architecture, which is assumed to be built according to the principles outlined in Tdoc S2-063472 and Tdoc S2-063473.
2. IP based SAE QoS Principles
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Figure 1. IP based SAE Transport Service Architecture.
In an IP based SAE only two QoS layers exist:

· QoS for the End-to-End service, represented by a group of IP flows (IP QoS) within SAE.
· QoS for transport links i.e. radio bearers over the LTE radio interface and over the IP transport links between SAE nodes. 
· LTE radio interface radio bearers have their own LTE specific QoS setup, resource reservation and data transport mechanisms.
· The QoS on the IP transport links between the SAE nodes is based on combination of connection admission control techniques and Diff Serv Marking. These techniques are out of the scope of SAE.
The mechanisms to provide transport QoS over a specific interface have no impact beyond that interface, and therefore have no direct impact to the SAE system overall operation, which is based on the IP level QoS policies. 
3. QoS mapping in an IP based SAE
An IP based QoS approach enables a direct mapping from the end-to-end service (IP QoS) to the QoS provided by each specific transport link (transport QoS) towards the next IP aware node.  

Two cases can be distinguished: the radio interface and the other transport links

1. For the radio interface, flow mapping on radio bearers is used. The SAE nodes terminating the LTE air interface (ERAN and UE) are aware of mappings between individual IP flows and radio bearers. This mapping information is generated when the radio bearer is established or modified.

2. For the transport links between SAE nodes, typically each IP datagram, is just marked by an appropriate DSCP and sent over the transport link towards the next IP aware node.

In this approach the radio packet scheduler can take into account all of the IP QoS Policy parameters of the end-to-end services. The granularity and scale of the QoS differentiation is not restricted by any intermediate end-to-end bearers, but the whole QoS scale and granularity enabled by the scheduler can be utilized to maximize the system performance.
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Figure 2. Direct QoS mapping from the End-to-End service to the SAE Radio Bearer Service in IP based SAE
4. QoS Policy Distribution & Transport Service Setup
QoS treatment is based on a policy, or PCC rule, which in SAE is assumed to come from the PCC infrastructure. Since the PCC rules are specified to be “access agnostic” by definition, their direct applicability at IP level is straightforward.
As a starting point, it is assumed that policies are initially distributed from the PCC infrastructure (PCRF) to the EPC SAE GW over the S7 interface. When receiving the IP QoS Policy from PCRF, the SAE GW accepts/ rejects the request based e.g. on SAE load and capabilities.

When an IP QoS Policy is accepted by the SAE GW, such SAE GW proxies the IP QoS Policy with the associated 5-tuples to the current E-NodeB (in the roaming case through the SAE GW in the visited Network). The E-NodeB accepts/rejects the IP QoS Policy e.g. based on load and E-NodeB capabilities. 

Different mechanisms can be envisaged for such distribution; the exact one should be discussed at a later stage (e.g. proxy-ing over the S5 interface, extension of the S7 interface, and so on). 

When the new/modified IP QoS Policy is accepted, each SAE node individually establishes/modifies the transport link it is managing.  Especially, the LTE ENode-B makes necessary adjustments to the Radio Bearer configuration to support the new/modified IP flows.

At or after Radio bearer setup/modification the radio bearer has to be mapped to the correct IP flow. This can be done by transporting the IP flow identification (5-tuple) and the radio bearer identifier together over the LTE interface. 

To enable optimal operation of the application at UE generating the new uplink IP flows it is also beneficial to deliver the full IP QoS Policy over the LTE air interface for the UE. The UE based application may then adapt its operation to the characteristics of the authorized IP flow.
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Figure 3. IP based SAE generic flow.
5. QoS Semantic
QoS treatment is based on a policy or PCC rule, which in SAE is assumed to come from the PCC infrastructure. Since the PCC rules are specified to be “access agnostic” by definition, their direct applicability at IP.
It has been agreed that the SAE QoS approach will be based on the “label” approach, where the “label” identifies a “traffic handling behaviour”. It is still FFS how the “label” should be specified, and to which semantic is should be associated. Such aspects are addressed in S2-063482, where is it proposed that

“Label” = QoS Construct {DSCP, Loss tolerance, Latency tolerance}.

This would take into account the fact that GBR and MBR are currently outside the scope of the label. Of course an alternative approach would be to define

“Label” = QoS Construct {DSCP, Loss tolerance, Latency tolerance, GBR, MBR, ARP}.

In an IP based SAE, all parameters would be intended directly applicable as IP level, e.g. latency tolerance would refer to the IP layer latency tolerance. (As an added value, this would allow the operator to define a QoS handling independent of the employed access).
6. QoS policy enforcement in an IP based SAE
An IP based SAE does NOT mean that all functions are decentralized at the edge of the network. For enforcement of IP QoS Policies, this implies that they are to be distributed to all the SAE nodes, involved in enforcing them. For example

· Filtering (virus, spam, content, bitrate) and control of access (i.e. controlling/monitoring certain types of incoming traffic) as well as overall policing of downlink traffic is best suited for a centralized location. As a result, the associated policy should be made available to the SAE GWs.
· “Active” provision of QoS over the congested link, i.e. usage of the QoS policy for defining the most optimal usage of the air interface is best suited for the node responsible for controlling the congested transport link, which in case of SAE is the E-NodeB.  The E-NodeB should also perform basic policing of uplink traffic. As a result, the associated policy should be made available to the E-NodeB.
· Intermediate routers (i.e. non-3GPP nodes present in an operator’s network)  could rely on the DSCP marking for a “rough” traffic aggregation and treatment. 
From PCRF point of view the Policy Enforcement point is the Local SAE GW. Further distribution of policies within SAE and their enforcement in not visible to PCRF. 

QoS Policy Enforcement mechanism is illustrated in the following picture.
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Figure 4. Usage of QoS semantics in an IP based SAE
7. Conclusions

This paper has introduced basic QoS principles for an IP based SAE.
It is proposed to include the content of this contribution in TR 23.882, either as a new Key Issue: "IP Based SAE QoS Principles", or as part of the Key Issue proposed in S2-063472.
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