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Abstract of the Contribution: 
In December 2005, the North American National Emergency Number Association (NENA) published their Interim VoIP Architecture for Enhanced 911 (E9-1-1) Services (i2). This standard is an interim solution enabling VoIP telecommunications service providers to deliver full E9-1-1 service through the current E9-1-1 infrastructure. It is the first of a two part major E9-1-1 system re-design effort surrounding IP that was started in 2003.

Although similar to its counterpart in 3GPP (TS 23.167), the i2 architecture differs in that it addresses the inherent separation of the positioning and routing functions ;Location measurement and determination as implemented in the Location Information Server (LIS) resides in the access network, while the routing capability is the responsibility of the VoIP Positioning Center (VPC), which  is located in the core network. 
A key element of this arrangement is that, unlike traditional wireline and wireless networks which provide both the access and core network functions, the i2 architecture recognizes the separation of these functions in VoIP implementations and supports the independent selection of an ISP or/and a VSP by the end-user (UE).

This discussion paper provides an overview of this incompatibility situation between the current 3GPP IMS Emergency Services solution and the i2 approach. Subsequently, the contribution presents example scenarios and suggests possible solutions to promote compatibility between the 3GPP approach and the i2 architecture.    
1.  Introduction
The NENA (National Emergency Number Association),, has developed and recommended (published, in December 2005) its Interim VoIP Architecture for Enhanced 9-1-1 Services (also known as “i2” architecture).

The i2 solution:

· Has functionality for validation, in addition to determination, of location information

· Enables routing of emergency calls to the appropriate PSAP or EC with the existing infrastructure, and

· Provides the interconnection of the IP domain with the existing network elements and databases needed to support delivery of location information to the PSAP/EC.
This i2 architecture recognizes the clear separation between access network mechanisms and service providers which has been the cornerstone of standardization efforts by many Standards Developing Organizations (SDO). This same approach, apart from having been generally been adopted by most of the telecommunications community developing next generation wireline and wireless standards, is also evident in the i2 architecture developed for the North American region for support of emergency services.
The 3GPP community is also focussed on developing next generation networking standards based on IP Multimedia Subsystems (IMS). In particular, the 3GPP Systems and Services Aspects (SA2) is defining a Stage 2 document, TS 23.167 IMS Emergency Sessions, for emergency services support. However, in contrast with the i2 approach, the TS 23.167 binds the access providers and service providers together.

Inherent in TS 23.167 is the notion that a UE provides location information in-band with the call (a SIP Invite), but describes little as to how that location was determined.

In order to differentiate between the i2 and TS 23.167 approaches, it is necessary to first describe the i2 architecture.
2.  NENA’s i2 Architecture

Assumptions Underlying the i2 Solution

The i2 migratory solution assumes minimal changes to the existing Emergency Services Provider infrastructure. It further assumes that existing processes utilized by wireless carriers could be used to cause the Selective Routing Databases (SRDB) and ALI (Automatic Location Identification) databases to be populated with appropriate shell records for the Emergency Services Query Keys (ESQK) included in the i2 recommendation. 

The i2 solution supports the receipt of both civic and geodetic location information as input to emergency call routing decisions. This enables the solution to route calls regardless of the format of the location provided by the source. It is expected that the location provided by the originating network and chosen for routing purposes by the VPC will be the location that is provided to the PSAP. The location provided to the PSAP will be in the same form (civic or geo) that was received.

The i2 architecture is designed to support any VoIP protocol including SIP (Session Initiation Protocol) in the IP domain. The only requirement on the VoIP protocol is that location information – either by value or by reference – can be delivered to the call server by the VoIP client device for use in emergency call processing.
A Valid Emergency Services Authority (VESA) registry will certify and authorize entities to query for and view location information for any emergency call where location is retrieved from the LIS by reference.

Figure 1 shows the various functional elements of the i2 network architecture. 

At the highest level, it is demarcated into three parts with respect to emergency services call flow: 1) The ISP access network where the location determination functions also reside; 2) the core network wherein the VSP operates and call routing and location delivery are processed; and 3) the emergency network.

Elements of i2 Architecture

Description of the elements follows:

· Call Server - Provides service in the IP domain to endpoints in the emergency caller’s home domain, and interworks with VPC and other IP domain elements that are used to support emergency services call routing. It may use SIP or some other VoIP signalling protocol.
· Location Information Server (LIS) - In some implementations, a LIS serves as a repository for location information, either in the form of civic address or geo-spatial location attributes correlated with a particular physical location. The LIS is configured with mappings between individual location information and a logical representation of the physical locations with which they are associated. This set of associations may be called a “wiremap” where the access network technology is of a fixed wired type. The wiremap n a LIS is assumed to be configured and maintained by the entity that provides/maintains the physical or logical access facility for endpoint equipment (e.g., ISP or IT 
administrator for a business setup). Alternatively, the LIS may operate in a wireless access network where location can only be realistically determined as a geodetic (latitude and longitude) location. A given endpoint can be associated with a physical location that is mapped to a particular civic address or geo coordinates, and this information is downloaded from the LIS to the endpoint. The LIS may also support assignment of a location query key, as opposed to the actual location. This key forms a reference to a particular URI, or instance of an address, to support subsequent queries for the current value of the location information.
· VoIP Positioning Center (VPC) – The VPC is the element that provides routing information to support the routing of VoIP emergency calls, and cooperates in delivering location information to the PSAP over the existing ALI DB (Automatic Location Identification Database) infrastructure. The VPC supports access to the routing data in the ERDB (Emergency Service Zone Routing Database). The VPC receives location-related information and call-back information, and VSP identification information. If the VPC receives a Location Key, the VPC obtains the location information from the identified LIS and uses it with other locally stored information that enables it to request routing information from the appropriate ERDB associated with the caller’s location. The VPC may also obtain information from the ERDB to assist in contingency routing. Using the routing data received from the ERDB, the VPC temporarily allocates an ESQK to a particular call instance and stores information associated with that call with the ESQK pending a subsequent query from an ALI DB.
· Emergency Services Gateway (ESGW) – The ESGW provides the interface between the IP domain and the conventional emergency network elements (such as Selective Routers), via Multi-Frequency or SS7 signaling. The ESGW uses the routing information provided in the received call setup signaling to select the appropriate trunk (group) and proceeds to signal call setup toward the SR using the ESQK to represent the Calling Party Number/Automatic Number Identification (ANI) information.
· Emergency Service Zone (ESZ) Routing Data Base (ERDB) - The ERDB contains routing information associated with each ESZ in a serving area, including mapping of civic address/geo-spatial coordinate location to the ESZ it belongs. For each ESZ, the ERDB contains one Emergency Services Routing Number (ESRN) associated with the primary Selective Router (SR) that serves the ESZ and one routing Emergency Services Number (ESN) that uniquely identifies the ESZ in the context of that SR. When an emergency call is originated, and location information is received from the VPC, the ERDB will identify the ESZ and routing information associated with the received location information, and will provide the ESRN and the routing ESN to the VPC. The ERDB supports an interface from one or more VESA certified VPCs in the i2 solution, and is expected to be based on the same MSAG (Master Street Address Guide) data used to provide location validation in the VDB (Validation Data Base).

· Validation Data Base (VDB) - The VDB contains information that describes the current, valid civic address space defined by the emergency services network provider’s MSAG.  The VDB should have the capability to receive a validation request containing a civic address and be able to determine if this civic address is a valid address. The VDB will return a response indicating that a given location is a valid address or an error response. This process ensures that the address is a real address (i.e., the address exists) but does not ensure that it is the location of the caller.
· E2+ Interface – The E2 Interface operates on the basis of J-STD-036 defined protocols to facilitate exchange of location information between the core network and emergency network and has fields for lat/long, uncertainty, and confidence-level. The standard has been modified to add an additional field for Wireless Phase 1 address information (cell-ID). In the near-term this interface between PSAP’s ALI serving node and wireless carrier’s MPC/VPC is referred to as E2+.
· Centralized Automatic Message Accounting (CAMA) – This is an old telephony protocol which helps 911 calls routed through the PSTN, differently, based on calling number rather than the called number as normally done.
· PSAP-ALI Messaging (PAM) – An emergency services industry specific protocol for delivering automatic location identification (ALI) information for presentation on PSAP operator console displays.
Overall Emergency Call Flow in i2 Architecture:
Figure 2 shows a typical emergency call-flow through the i2 architectural components.
Step 0: Location validation takes place just prior to provisioning civic location information into the LIS and independently to that location being associated with any particular device. Location validation is performed by a LIS provider or VSP, on behalf of the VoIP caller, with support from appropriate VDB that provides mechanism for validating a civic address. The purpose of location validation is to ensure proper matching of the civic address location in the ERDB at the time of routing the emergency call to the appropriate PSAP as well as correct formatting at the operator display for the purpose of dispatch of the rescue and response party. The LIS provisioner first discovers the proper VDB for the area, and then, sends a validation request including the civic address in it; the VDB returns with a “valid” or “error with diagnostic” response back to the LIS to indicate that the address information is of the correct form and content for use in routing and display. Note that it does not verify that the location information is actually correct for the end point that it will be attributed to – just that it is in a valid form.

Step 1: The UE downloads the location information by value or as a Location Key (LK) from the LIS.

Step 2: UE originates an emergency call, includes the optional call-back information (tel URI) and the location information.

Step 3: The Call Server receives the call initiation request and sends a routing request to the VPC utilizing the information received in the call request or as obtained by subscriber registration (emergency caller ID, tel URI, and the LIE (Location Information Element). 

Step 4 (optional if location provided by reference as LK): If the LK is received, the VPC determines the address of the associated LIS (either from the DNS or from mapping information stored internally), and queries the LIS, including the LK in the query message.
Step 5 (optional if location provided by reference as LK): The LIS returns to the VPC the location it has associated with the Client ID.

Step 6: The VPC makes use of the location information (received from the Call Server and from the LIS) to obtain ESZ-related routing information from the appropriate ERDB. The ERDB identifies pertinent ESRN and ESN to facilitate routing via the appropriate ESGW to the proper SR serving the ESZ in question. The VPC uses the received routing information to allocate an available ESQK from the pool of ESQKs appropriate for the SR/ESN associated with the caller’s location/ESZ and sends a response to the routing request for this call, including the allocated ESQK and ESRN. The VPC also determines the VSP either from the routing request contents or from the originator of the request. The VPC maps the caller’s Callback tel.uri, VSP information, and the contents of the location into the appropriate fields necessary to populate the response to an Emergency Services Positioning Request (ESPOSREQ) and stores this information pending a subsequent query.
Step 7. The Call Server will take the ESRN received in the response and use it as the basis for selecting the appropriate ESGW toward which to route the emergency call. The Call Server will also include in outgoing signaling the ESQK (as the calling number for the call). The Call Server routes the call to the ESGW, including the ESRN routing information provided by the VPC as well as the ESQK.

Step 8. The ESGW uses the received ESRN to select an outgoing route (i.e., trunk group) to the appropriate E9-1-1 SR. If the trunk group is available, the ESGW seizes a trunk and signals an emergency call origination to the E9-1-1 SR, using outgoing (SS7 or MF) signaling that includes the digits “9-1-1” as the called number and the ESQK as the calling number/ANI. 
Step 9. The SR receives the emergency call, uses the ESQK to query the Selective Routing Data Base (SRDB) for the associated Emergency Service Number (ESN), and uses the ESN to identify the appropriate PSAP for the call. The SR then delivers the call to the appropriate PSAP, signaling the ESQK as the Automatic Number Identification (ANI) information.

Step 10. The PSAP ANI/ALI controller receives the call setup signaling, and sends an ALI query to its serving ALI DB, using the ESQK as the query key.

Step 11. The ALI DB sends an ESPOSREQ to the VPC (identified in the shell record for the ESQK in the ALI DB), and includes the ESQK as the query key in the request.

Step 12. The VPC receives the ESPOSREQ from the ALI DB, and uses the ESQK to retrieve the ALI record information it stored previously (in Step 6). The VPC returns an Emergency Services Positioning Request response (esposreq) to the ALI DB to provide the Callback Number, the location information, and the VSP provider information.

Step 13. The ALI DB receives the esposreq from the VPC. It may also extract additional

information from the shell record for the ESQK. The ALI DB returns an ALI response to the PSAP.

Step 14. When the VPC receives an indication that a particular instance of an

emergency call is being cleared, the VPC de-allocates the associated ESQK into the available pool.
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Figure 1:  NENA’s i2 Architecture - North American Solution for VoIP E9-1-1
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Figure 2: Emergency Call-Flow Through i2

3. 3GPP IMS Emergency & i2 Architectures

3GPP community is defining a Stage 2 document in support of Emergency Services using IMS --- TS 23.167. 
The basis for the TS 23.167 approach is the wireless service model as shown in Figure 3.


[image: image3]
Figure 3:  Emergency Service Architecture Model – the Basis for TS 23.167
This model has subsequently evolved into the TS 23.167 reference architecture (Figure 4, below) which introduces a new node, the E-CSCF.  It also introduces the notion of a Location Retrieval Function (LRF) which integrates location determination as well as route determination.
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Figure 4:  Evolved TS 23.167 Model with Suggested Modification
Emergency Call Flow in TS 23.167 Model:

The UE enters a network and registers with the P-CSCF, which, in turn, registers with an S-CSCF in the home network.

· The UE then makes an emergency call

· The P-CSCF detects the call and routes it to the E-CSCF in the visited network

· The E-CSCF requests location and routing information from the LRF

· The LRF determines location and provides routing information to the E-CSCF

· The E-CSCF routes the call to the PSAP, and

· The PSAP requests location from the LRF over an MLP-Light or E2 type of interface.

Issues with TS 23.167 approach:
Although consistent within itself, the TS 23.167 approach does not consider the following issues:

· Location determination is an access specific function

· Route determination, although based on location, is a core network function

· By using a GMLC as an example of the location server function, TS 23.167 inherently assumes a cellular type model where the access and core network functions are under the control of a single entity
· Location cannot be accurately determined where the network is not IMS from starting point to the finish line.

Specifically, by deferring all aspects of the location retrieval procedure until call processing time, the current approach is explicitly linking the voice provider function with the location determination function. This implies some relationship between the voice provider and the access provider as the latter is the only entity placed to determine the UE location. In a pure VoIP environment, the voice service provider function does not know what network the UE is using for access. The i2 architecture ensures that location information, or a location retrieval context, is created by the access at the time of, or prior to, the initiation of the call by the UE. The UE is the only reliably common element between the access and the voice service. Using the UE as the channel for the delivery of this location information is the key to decoupling the access from the voice provider functions.
4. Example Problem Scenarios and Possible Solutions
(a) Non-IMS VSP
For the case of a Non-IMS Voice Service Provider, the separation of access and core network functions illustrates the impact of this separation.  Referring to Figure 5:
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Figure 5:  Non-IMS Voice Service Provide
The UE enters a 3G network seeking access.

· UE then registers with an (IP) VSP of its choosing (Vonage.for example)
· On recognition of an emergency call, the VSP directs the call to an Emergency Services Provider network.
While reasonable on it’s face, this scenario presents some practical questions:

· How is the subscriber’s location determined?

· The VSP does not know the identity of the access network that their subscriber is using. It doesn’t know it’s the 3G operator’s network and does not have any relationship with the 3G operator in any case.

· Given valid location information, how would the proper call routing be determined?

One solution is through the use of the LIS function and Location URIs as depicted in Figure 6.
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Figure 6:  Non-IMS VSP Solution

· The UE enters a 3G network

· The UE discovers the LIS and requests a location URI

· The UE registers with a (VoIP) VSP that is not related to the 3G network operator, (Vonage, for example) and includes its location URI in the registration or in the call initiation request

· In processing the emergency call, the VSP invokes standard i2 call processing. It does not apply a different policy or procedure based on the access being 3G.
· As previously noted the VSP does not know that the subscriber is using a 3G access.

· The VPC is queried for routing information

· The VPC requests the subscriber’s location from the LIS using the location URI, 

· The call is routed correctly per standard i2 procedures.

Figure 7 is a graphical representation of the above call-flow.
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Figure 7:  Non-IMS VSP Solution (call flow)

(b) Non-IMS Access to IMS Core
For the case of non-IMS access to a Voice Service Provider using an IMS core, the separation of access and core network functions also needs to be addressed.  Referring to Figure 8:
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Figure 8:  Emergency Call from Non-IMS Access to IMS Core

· The UE use a non-IMS public node seeking access to network (for example, a Wi-Fi or a WiMAX network).
· It then authenticates to its VSP that uses an IMS core.

· Location determination, being within the access network, is invisible to the core, with the UE being the only node that the core knows about, and the location information must come from the UE.

A possible solution, again using the LIS function and a location URI, is illustrated in Figure 9:
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Figure 9:  Emergency Call from Non-IMS Access to IMS Core (solution)

· The UE enters a non-IMS public access network, discovers the LIS, and requests a location URI.

· The UE authenticates to its VSP that is using an IMS core, and registers the location URI.

· The UE makes an emergency call, the VSP is able to use the LRF to request location from the LIS.

· The LRF provides routing information to the core, and the call is correctly routed to the PSAP.

NOTE – Since the UE is accessing the IMS CSCF function from a “foreign” access network, it is possible that the internal IMS LRF does not have routing information for the location and corresponding jurisdiction as provided by the LIS. In this case, the CSCF may also “break out” from standard 3GPP procedures and adopt the i2 procedure of querying a VPC that is associated with that location and jurisdiction. For example, the IMS subscriber may be roaming in a foreign country. The VPC in that country has both the routing information and the ability to cache call information and deliver it to the emergency call centre located in that country. If this capability does not exist within the confines of the 3GPP/IMS operator network, then i2 may be exercised to provide it.
Figure 10 is a graphical representation of the above call-flow. 
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Figure 10:  Emergency Call from Non-IMS Access to IMS Core (solution call flow)
5. Recommendation
The migratory i2 architectural approach for implementation of IP- or IMS-based emergency services, although targeted primarily for the North American market, is applicable globally. 

Furthermore, the i2 approach disengages access network from the core network, and thus, makes it possible for the end-user to make independent choices for access and VSP/IMS providers while allowing disjoint access and voice provider networks to function in concert for the successful processing and delivery of emergency calls. 
Additionally, the location functionality is kept in the access part of the network where it belongs, and the routing function is facilitated in the core network by the voice provider with whom the responsibility for emergency call processing based on subscriber location lays.

This paper also hints, by laying out a couple of problem scenarios along with possible solutions, that integration of the two approaches—TS 23.167 and NENA’s i2—appears very much a possibility. The benefits of such global harmonization, especially for emergency services, obviously, could not be overstated.
It is our suggestion that SA2 Working Group consider and deliberate upon the feasibility of TS 23.167 and i2 integration by the appropriate framing of the 3GPP specifications or by direct normative reference to the i2 specification or by some other measure.
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