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1   
Introduction
In SA2#54 it is planned that the major part of the One Tunnel study shall be finalized and a decision taken on what direction to use for the enhancements Core Network in Rel-7 timeframe.  

This paper tries to show the merits of basing this Core Network enhancement on the GGSN Proxy proposal. 

2   
Discussion
Within the 3GPP community there is a common belief that the traffic in the 3G PS domain will increase substantially in the near to mid-term perspective that corresponds to the 3GPP Rel-7. The reasons being introduction of HSPA, focus on mobile broadband services, IMS VoIP services, changed end-user behaviours triggered by new terminal applications and new competitive charging models, etc, etc. There is also a common understanding that enhancements to the Rel-7 CN standard shall be done in order to better cope with this increase in 3G traffic and usage. 

The standpoint of this paper is that to handle this increase in 3G usage, it is not sufficient to solve a specific SGSN UP problem, but that it is possible to do additional enhancements that will evolve the CN to meet the demands we will have in this timeframe. It is believed that this can be achieved by very little additional impact on the GTP protocol and GSN nodes compared to a minimized optimization in the SGSN.    
By basing the One Tunnel solution on the GGSN Proxy proposal it is should be possible to achieve the following enhancements:  

· Optimizing UP transport in the CN

· Enabling optimization of CP for 3G

· Simplifying Inter PLMN roaming agreements and configurations
· A possible solution for local breakout for emergency calls

· Enabling Policy control in VPLMN
· A clean LI solution 

· Providing Topology Hiding for enhanced security and simplified configuration
It is believed that these enhancements will be a good complement with the Rel-7 Evolved HSPA enhancements in RAN. Even if SAE is still under development it can also be seen that these enhancements may provide a migration step towards SAE.    

Optimizing UP transport in the CN:
The traffic in the IP backbone is always directly routed between RNC and GGSN (Proxy). This will eliminate the need for capacity upgrade of SGSN because of UP traffic increase. This may also optimize the usage of IP backbone resources, e.g. when RNC and GGSN (Proxy) are closely located and SGSN is remotely located. If traffic is always directly routed regardless of roaming, LI, or any other reason, it should also facilitate other network activities e.g. probing, performance monitoring, and traffic engineering of the IP traffic. A logical step is to also optimize the UP transport of MBMS payload. It may bypass SGSN, e.g. by using IP Multicast transport between GGSN and RNC. 
Enabling optimization of CP for 3G:
It is not only the UP that should need an optimization in the SGSN. Also the CP should need enhancements to meet increased 3G traffic. By having a standard that allows 3G SGSNs to be built without any UP equipment at all (including MBMS UP), the nodes may be optimized to better handle the specific CP demands. This may result in better CP capacity and better price-performance ratios.  Eventually when 3G coverage becomes ubiquitous, or for 3G-only users (e.g. nomadic mobile broadband users), optimized 3G SGSNs should be possible to use without a punishment on extensive 3G/2G Inter System Change signaling
Simplifying Inter PLMN roaming agreements and configurations:
The Topology Hiding and using the GGSN Proxy for forwarding context exchange messages between SGSNs (e.g. SGSN Context Requests, Forward Relocations, Forward SRNS Context) may simplify roaming configurations. Only the addresses to each operator’s GGSN Proxy(s) needs to be part of a roaming agreement and configured into the network, that is, the RA structure need not to be exchanged. This should also avoid the need for DNS configurations with RA information for inter PLMN roaming. As Inter PLMN roaming eventually becomes important in many regions, the realization of them is facilitated by this GGSN Proxy configuration. In very large networks operators may find it desirable to divide the PLMN into smaller sub-networks (possibly limiting the connectivity between RNCs and GGSNs) and apply special roaming and traffic optimization procedures. This is also facilitated by the enhancements made possible by the GGSN Proxy.  
A possible solution for local breakout for emergency calls:

The GGSN Proxy is a natural point to terminate a locally terminated PDP context e.g. for emergency calls or other services. For roaming users connecting via a GGSN Proxy, the network may ensure that the UE is provided with an additional locally terminated PDP context. Users that move between PLMNs or regions with separate network configurations can have their locally terminated PDP context updated when the GGSN Proxy is changed. 

Enabling Policy control in VPLMN:
The GGSN Proxy is a GGSN with extended functionality, and therefore the Gx interface may be applied on roaming traffic in the VPLMN as well. That is, policy control in Visited PLMN is made possible. This should eliminate the need to introduce any Policy control interface in the SGSN, as would have been required for SGSN Controlled Bearer optimization to achieve VPLMN policy control.
A clean LI solution:
No need to maintain UP Lawful Intercept configuration more than in GGSN (with Proxy functionality), compared to SGSN Controlled Bearer optimization where UP intercept is also required in SGSN for the two tunnel case. With One Tunnel there is a problem with keeping lawful intercept in SGSN, as it may be difficult to switch to two tunnels without the intercepted end-user noticing he is being intercepted. There is also a requirement from lawful intercept regulators that the intercepted traffic must not take a specific path in the network, i.e. possible to notice by unauthorized personal that an end-user may be subject to interception.    

Providing Topology Hiding for enhanced security and simplified configuration:
The GGSN and GGSN Proxy will be the only GPRS nodes that connect to external networks and forwards outgoing/incoming UP traffic. This may facilitate specific operator needs on how to configure their Gp interfaces. The GGSN is also from the very beginning designed as an edge node and as such it should be more robust to any incoming malicious traffic. Such traffic should in most cases origin from misconfigurations in other operators’ networks, but may also in rare cases origin from explicit attacks from externally.  
In summary the additional impact (compared to SGSN Controlled Bearer optimization) on the GTP protocol and the GGSN from the described enhancements is limited to:

GTP:

· One message to initiate paging from GGSN Proxy at DL traffic when RAB is released

· Two messages to relocate PDP context at inter PLMN/region mobility
· A new IE with HPLMN GGSN address in Create PDP Context to GGSN Proxy 

GGSN:

· Forwarding of SM messages to/from HPLMN when acting as GGSN Proxy, including upgraded handling of restart counters (minor impact as this implies no new interfaces in GGSN)
· Upgrade to handle null-TEIDs during SM procedures (very minor impact)

· Bi-casting of DL packets at PS Handover (this can be discussed for SGSN Controlled Bearer opt too)

· Forwarding table in GGSN for inter PLMN/region mobility (minor impact)
The estimated impact on SGSN is equal regardless of which solution is used, possibly with slightly smaller impact if direct tunnels are used for all traffic (i.e. GGSN Proxy).

The optimization of MBMS will also have an impact on MBMS Rel-7. However, this optimization can be motivated regardless of what solution is used.   
The impact on GGSN and RNC to handle Error Indications received over the one tunnel, for a clean robust solution according to the original intention of GTP-U, is required regardless of which solution is used. The assumption is that the originally intended robustness level shall be achieved in the network.   

The LI function needs to be placed in GGSN regardless of solution to meet the requirements put by regulation and requirements for lawful interception. 
3   
Proposal

It is proposed to in the TR 23.809 include the text below.
10
Conclusions

It is recommended to introduce the One Tunnel feature including the GGSN Proxy as an enhancement to meet the demands from increased usage of 3G services in the Rel-7 time frame. 

By doing this comparatively minor architectural enhancement of the Core Network, the Rel-7 PS CN standard should together with the Rel-7 Evolved HSPA enhancements in RAN be a good base for progressing the 3GPP based systems in a near-term perspective.

Even if SAE is still under development, these enhancements may also provide a natural migration step towards the long-term SAE architecture.
10.1
Summary of characteristics for the proposed solution 
[Inclusion of text under the discussion part above]
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