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Abstract of the contribution: This contribution discusses how functions of the SAE Anchor are partitioned to between the Home and Visited networks under various roaming scenarios and the reference point functions to support these scenarios.  
1. Functional Partitioning Under Selected Roaming Scenarios
This section discusses how functions of the SAE Anchor are partitioned to between the Home and Visited networks under various roaming scenarios.  Scenarios discussed include: 

· Roaming, home routed traffic, with services provided from the HPLMN and all access anchored in the VPLMN

· Roaming case with local breakout, services provided from the HPLMN

· Roaming, with services provided from the HPLMN and some access anchored in the HPLMN

1.1. Roaming, home routed traffic, with services provided from the HPLMN and all access anchored in the VPLMN
Figure 1 below describes a scenario in which all access is anchored in the VPLM, but all services are provided from the Home network and all user plane traffic is hauled back to the Home network.  
Since all services are provided by the Home network, the Home network provides all policy and charging control.  The PCRF in the Home network distributes policy and charging control via the S9 interface to the Visited PCRF using a protocol such as DIAMETER.  The Visited PCRF, in turn, distributes policy and charging control to the MME/UPE  and the SAE Anchor in the Visited network.  In this scenario, the S8 interface is used for delivering user plane traffic between the Home and Visited networks and possibly for mobility.
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Figure 1: Roaming case, home routed, with access to home services, all access anchored in visited network
The following table discusses the functions allocated to the SAE Anchor and maps them to the Home or Visited SAE Anchor.

	Grouping:

EPC Function:
	Home SAE Anchor
	Visited SAE Anchor
	Comments

	IP address allocation for global mobility
	X
	
	

	Packet routing and forwarding
	X
	X
	

	Gateway functionality to external PDNs
	X
	
	

	PCEF
	X
	X
	Also in MME/UPE  and PDG,AGF for access-specific PCEF functions.

	Collection of Charging Information
	X
	X
	Collection of bearer information in both Home and Visited SAE Anchors.  Collection of service information in the Home SAE anchor

	Anchor for 3GPP and non-3GPP mobility
	
	X
	

	Lawful interception of user plane traffic
	X
	X
	Since all user plane traffic is delivered to the Home network, it would be possible to perform lawful intercept at the Home SAE Anchor


Table 1: Allocation of SAE Anchor to Home and Visited Network for scenario 1
1.2. Roaming case with local breakout, services provided from the HPLMN

Figure 2 below describes a scenario in which local breakout is used, but services are provided from the Home network.  As an example, this could be a case of international roaming in which the user makes a mobile-originated call to a number in the visited network.  The services could be provided in the Home network, instead of the Visited network, because of the language used by the user or due to a client in the handset that accesses a specific application in the home network.  This specific scenario shows a case of IMS in which the P-CSCF function sits in the visited network, but the S-CSCF and Application Servers are located in the Home network.  
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Figure 2: Roaming case with local breakout, services provided from the HPLMN
In this particular scenario, all traffic is routed via local breakout.  In a general case where services are provided via both the Home and Visited network, each network would allocate an external IP address for the user.  However, in this scenario, only the Visited network allocates an external IP address for the user.  

The following table discusses the functions allocated to the SAE Anchor and maps them to the Home or Visited SAE Anchor for this scenario.

	Grouping:

EPC Function:
	Home SAE Anchor
	Visited SAE Anchor
	Comments

	IP address allocation for global mobility
	(X)
	X
	In the general case, the user has two IP addresses: one for local breakout (allocated by the Visited SAE Anchor) and one for sessions to the user’s home address (allocated by the Home SAE Anchor)

	Packet routing and forwarding
	X
	X
	

	Gateway functionality to external PDNs
	
	X
	In this case, the access to the external networks is via the VPLMN.

	PCEF
	(X)
	X
	The V-PCRF pushes policy and charging rules to the Visited SAE Anchor and the gateways to the access-network (MME/UPE, PDG, AGF).  In the general case involving home-routed traffic, the H-PCRF would push rules to the Home SAE Anchor.  

	Collection of Charging Information
	(X)
	X
	Visited SAE Anchor collects charging info.  In the general case involving home-routed traffic, the Home SAE Anchor would also forward charging info

	Anchor for 3GPP and non-3GPP mobility
	
	X
	

	Lawful interception of user plane traffic
	
	X
	


Table 2: Allocation of SAE Anchor to Home and Visited Network for Scenario 2
1.3. Roaming, with services provided from the HPLMN and some access anchored in the HPLMN
Figure 3 below describes a roaming scenario in which services are provided in the Home network, traffic is home routed, and non-3GPP traffic is anchored in the SAE Anchor in the Home network.  As an example, this could be a case where the Home operator offers non-3GPP access such as WiFi in the same geographical area as a Visited PLMN 
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Figure 3: Roaming, with services provided from the HPLMN and some access anchored in the HPLMN
In this scenario, the SAE Anchor in the Visited network has limited functionality.  Its primary role is to serve as the interface to the V-PCRF for receiving policy information.  
	Grouping:

EPC Function:
	Home SAE Anchor
	Visited SAE Anchor
	Comments

	IP address allocation for global mobility
	X
	
	

	Packet routing and forwarding
	X
	X
	

	Gateway functionality to external PDNs
	X
	
	In this case, the access to the external networks is via the VPLMN.

	PCEF
	X
	X
	The V-PCRF pushes policy and charging rules to the Visited SAE Anchor. 

	Collection of Charging Information
	X
	X
	Visited SAE Anchor collects charging info and forwards to the PCRF.  In the general case involving home-routed traffic, the Home SAE Anchor would also forward charging info

	Anchor for 3GPP and non-3GPP mobility
	X
	
	

	Lawful interception of user plane traffic
	X
	X
	Access-specific lawful intercept  in Visited network in UPE/3GPP Anchor.  For service-oriented lawful intercept in Visited SAE Anchor, to meet requirements.


2. Functions of the two roaming interfaces, S8 and S9

This section summarises the functions handled by the two roaming interfaces, S8 and S9, as well as two related interfaces, S6 and S7.  
	Function
	S6
	S7
	S8
	S9

	Packet routing and forwarding;
	
	
	X
	

	Authentication, authorization and key management, 
	X
	
	
	

	Transfer of Policy and Charging Rules
	
	X
	
	X

	Control and mobility support for intra-3GPP mobility and mobility between 3GPP and non-3GPP access systems
	
	
	X
	


Note that the S8 interface is used for packet routing and mobility control, while S9 is used for policy and charging control.  In a user session in which all of that user’s traffic is routed via local breakout, such as in the scenario in Section 1.2, there is no need for an instance of the S8 interface for that user.  
3GPP

SA WG2 TD


_1217361333.ppt


MME

UPE/3GPP Anchor

SAE Anchor

eNB

UTRAN

GERAN

Trusted Non 3GPP IP Access

* Color coding: red indicates new functional element / interface

PCRF

HSS

PCRF

Operator Services

PDG

SAE Anchor

Internet

Corporate Services

SGSN

Non Trusted Non 3GPP IP Access

GGSN

HPLMN

VPLMN

Evolved

Packet Core

Evolved Packet

Core

S1a

S3

S1b

S7

Gb

Iu

S2a

S2b

S7

SGi

Rx+

S9

S6a

S8

S4

S6b

S5b

Evolved

RAN

AGF








_1217363601.ppt


MME

UPE/3GPP Anchor

SAE Anchor

eNB

UTRAN

GERAN

Trusted Non 3GPP IP Access

* Color coding: red indicates new functional element / interface

PCRF

HSS

PCRF

Operator Services

PDG

SAE Anchor

Internet

SGSN

Non Trusted non 3GPP IP Access

GGSN

HPLMN

VPLMN

Evolved

Packet Core

Evolved Packet

Core

S1a

S3

S1b

S7

Gb

Iu

S2a

S2b

S7

SGi

Rx+

S9

S6a

S6b

S5b

Evolved

RAN

Operator Services

S4

AGF








_1217360229.ppt


MME

UPE/3GPP Anchor

SAE Anchor

eNB

UTRAN

GERAN

Trusted Non 3GPP IP Access

* Color coding: red indicates new functional element / interface

PCRF

HSS

PCRF

Operator Services

PDG

SAE Anchor

Internet

Corporate Services

SGSN

Non-trusted non 3GPP IP Access

GGSN

HPLMN

VPLMN

Evolved

Packet Core

Evolved Packet

Core

S1a

S3

S1b

S7

Gb

Iu

S2a

S2b

S7

SGi

Rx+

S9

S6a

S8

S4

S6b

S5b

Evolved

RAN

AGF








