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Abstract of the contribution:

This paper discusses the requirement of standardizing the interface between 3GPP Anchor and SAE Anchor, and the issue that both anchors can directly connect to external PDN through respective SGi/Gi interface.
Introduction
In SA2#52 meeting, the general architecture has been refined: 3GPP Anchor and SAE Anchor, which are included into Inter AS Anchor (IASA) box, are separated to two boxes. However, it is FFS whether a standardized S5b exists or whether 3GPP anchor and SAE anchor are combined into one entity. This paper aims to clarify the reason of S5b interface that need to be standardized, and 3GPP anchor and SAE anchor  have respective SGi/Gi interface to connect to external PDN.
Discussion

1. Different function entities of 3GPP Anchor and SAE Anchor

In TR 23.882 Section 7.11.2, the functions in evolved packet core are allocated into MME, UPE and Inter AS Anchor. Since the IASA has been separated into 3GPP Anchor and SAE Anchor, and the network evolution in the future is tend to flat, many company also consider that co-location of 3GPP anchor and UPE function has a lot of advantage, so the user plane functions between 3GPP Anchor and SAE Anchor shall has many differences. The UPE consists of the following functions:

-
Packet routing and forwarding;
-
Collection of Charging Information for online or offline charging systems for roaming with 3GPP Anchor in HPLMN;
-
Ciphering termination for user plane traffic;
-
IP Header compression;
-
Inter-eNodeB Mobility Anchor for user plane;
-
Lawful interception of user plane traffic;
-
Trigger/initiation of paging when downlink data arrive for the UE in LTE_IDLE state.

3GPP Anchor consists of the following functions and these functions can be co-located with the UPE:
-     Gateway functionality to PDN including IP address allocation from PDN address space;
-
Authentication, authorization and key management for PDN access control;
-
Policy and Charging Enforcement Function (PCEF) based on TS 23.203;

-
Collection of Charging Information for online or offline charging systems;
-   
Inter-3GPP access system Mobility Anchor;

The SAE Anchor consists of the following functions:

-
 Packet routing and forwarding;
-      Authentication, authorization and key management, for mobility management signaling or for 
PDN access control;
-
 Policy and Charging Enforcement Function (PCEF) based on TS 23.203;

-
 Collection of Charging Information for online or offline charging systems;

-      Mobility Anchor for mobility between 3GPP accesses and non 3GPP accesses;

-
 Gateway functionality to PDN including IP address allocation from PDN address space;
According to the function groupings above, it is easily found that the SAE anchor mainly exists for the mobility management between 3GPP and Non-3GPP Access Systems, so the SAE Anchor can be by-passed by the user plane traffic when UE is moving within SAE/Pre-SAE network, and both function entities have many differences, function of SAE Anchor is more likely IP access gateway. Though function model e.g. PCC are duplicated on both anchors, they have different functions, e.g. PCC model in 3GPP Anchor are more related with the access network. Relatively speaking, realize the functions on SAE Anchor is easy by updating some existed network devices e. g. router, so that the both logical function entity should be separated, and realizing the standardization of the interface between 3GPP Anchor and SAE Anchor.
Note: SAE anchor may also be used to do the Inter UPE/3GPP anchor mobility management, which application and possibility is FFS.

2. The reason why the interface between SAE Anchor and 3GPP Anchor should be open
· Flexible network deployment: Separated SAE Anchor might be deployed before the whole Evolved Packet Core (EPC) is implemented.
Some operators, who have deployed 3G system and Non-3G system (such as I-WLAN, FBC, etc), might deploy the SAE Anchor for the interworking between 3GPP and non-3GPP systems. Therefore, the interface between SAE Anchor and 3GPP Anchor shall be standardized. The detail is presented in S2-062114.
Even the only operator only having 3GPP system might not need to implement SAE Anchor for minimizing the cost.
· Specific network configuration: SAE Anchor might be used to access some dedicated application services or corporate PDNs. This solution to IP connectivity with multiple PDNs has been addressed by Nortel in S2H060372. 

Though we emphasize that S5b interface needs for standardization, this interface only can be used in some special scenarios e.g. the above suggestion that establish dedicated bearer between 3GPP Anchor and SAE Anchor to connect with the external dedicated PDN. 
Note: this conclusion does not preclude combining SAE Anchor and 3GPP Anchor in one node for the equipment deployment. According to choice of operator and requirement of flexible network deployment that 3GPP Anchor and non-3GPP Anchor can be deployed to same or different physical node.
3. The reason why 3GPP anchor and SAE anchor have respective SGi/Gi interface to connect to external PDN
Local breakout requirements: The requirement of MME/UPE relocation with Local Breakout was address in S2-062774. One alternative solution is assuming MIPv6 routing optimization. And, Gi interface from UPE/3GPP Anchor to the external PDN is required in this solution. Therefore, whether Gi interface from UEP/3GPP Anchor to the external PDN should be kept at this stage;
Furthermore, current UMTS network and I-WLAN network also have Gi/Wi interface to external PDN. And it is natural to leave a Gi interface from 3GPP Anchor (the similar function entity as GGSN and PDG) to external PDN. 
Conclusion

It is easily to find from the above discussion that the significant advantages can be achieved by separating 3GPP Anchor and SAE Anchor from each other and realizing the standardization of the interface between 3GPP Anchor and SAE Anchor, and both 3GPP anchor and SAE anchor shall be have respective SGi/Gi interface to connect to external PDN.
Proposal

The following is proposed to be added to the TR 23.882:

**** Start of 1st set of changes ****

4.2
Architecture for the evolved system – non-roaming case

Figure 4.2‑1 depicts the base line high level architecture for the evolved system.

Editor's note:
It is not the finalized architecture model for the evolved system. i.e. it does not contain all functions/interfaces required, and some functions/interfaces may be added, deleted or modified in the course of the key issue discussions.




[image: image2.emf]Evolved RAN

S1

Op.

IP 

Serv

. 

(IMS, 

PSS, 

etc..)

Rx+

GERAN

UTRAN

Gb

S3

MME/

UPE/

HSS

PCRF

S7

* Color cod

ing

:

red indicates new functional element / interface

SGSN

GPRS Core

S

5b

Evolved Packet Core

WLAN

3GPP IP Access

S2

non 3GPP

IP Access

S2

SAE 

Anchor

3GPP 

Anchor

S4

SGi

S6

Iu

Gi


Figure 4.2-1: Logical high level architecture for the evolved system

The location of the functions belonging to MME/UPE is dependent on RAN CN function split table, i.e. it is FFS.

It is FFS whether there is an interface between UTRAN and evolved packet core.

The separation of MME/UPE into two separate entities is FFS.

Editor's Note: Additional Architecture diagram updates will be done following concrete resolutions on the other key issues. The current figure above does not intend to draw any conclusion regarding the functional grouping within the Evolved Packet Core. The number of interfaces and their termination points may change once the grouping and other key issues are resolved.

3GPP Anchor

The 3GPP Anchor is a functional entity that anchors the user plane for mobility between the 2G/3G access system and the LTE access system. 

SAE Anchor

The SAE Anchor is a functional entity that anchors the user plane for mobility between 3GPP access systems and non-3GPP access systems.
Note: SAE anchor may also be used to do the Inter UPE/3GPP anchor mobility management, which application and possibility is FFS.


Note: It is FFS how to map SAE architecture for the non-roaming case in Figure 4.2-1 to the roaming architectures in section 4.3
Reference points
S1:
It provides access to Evolved RAN radio resources for the transport of user plane and control plane traffic.

S2:
It provides the user plane with related control and mobility support between WLAN 3GPP IP access or non 3GPP IP access and the SAE Anchor.

S3/S4:
It enables user and bearer information exchange for inter 3GPP access system mobility in idle and/or active state. It is based on Gn reference point as defined between SGSNs.

User data forwarding for inter 3GPP access system mobility in active state (FFS). 

It provides the user plane with related control and mobility support between GPRS Core and the 3GPP Anchor and is based on Gn reference point as defined between SGSN and GGSN.



S5b:
It provides the user plane with related control and mobility support between 3GPP anchor and SAE anchor.  
S6:
It enables transfer of subscription and authentication data for authenticating/authorizing user access to the evolved system (AAA interface).

S7:
It provides transfer of (QoS) policy and charging rules from PCRF to Policy and Charging Enforcement Point (PCEP). 
The allocation of the PCEP is FFS. 
SGi: 
It is the reference point between the SAE Anchor and the packet data network. Packet data network may be an operator external public or private packet data network or an intra operator packet data network, e.g. for provision of IMS services. This reference point corresponds to Gi and Wi functionalities and supports any 3GPP and non-3GPP access systems.
Gi：
It is the reference point between the 3GPP Anchor and the packet data network. Packet data network may be an operator external public or private packet data network or an intra operator packet data network, e.g. for provision of IMS services.
Protocol assumption:
-
The interfaces between the SGSN in 2G/3G Core Network and the Evolved Packet Core (EPC) shall be based on GTP protocol.

-
The interfaces between the SAE MME/UPE and the 2G/3G Core Network shall be based on GTP protocol.

**** End of 1st set of changes ****

**** Start of 2nd set of changes ****

7.11.2
Solution for Key Issue - grouping of the functions
7.11.2.1
Allocation of evolved packet core functions to UPE/ MME/3GPP Anchor and  SAE Anchor
The below non-exhaustive lists present the allocation of evolved packet core functions to logical entities, for the purposes of comparing the grouping alternatives. This does not preclude solution alternatives that co-locate one or more of the logical entities. Depending on the deployment and roaming scenarios, some of these functions might be optional.

The MME/UPE/3GPP Anchor consists of the following functions:
-
Management and storage of UE control plane context;
-
Mobility management;
-
Authentication, authorization (PLMN, TA) and key management;
-
Lawful interception of signaling;

-
Ciphering/integrity termination for signaling;

-
Management and allocation of temporary user identities;

-
Depending on solution: control plane function for inter-3GPP access system mobility.
-
Gateway functionality to PDN including IP address allocation from PDN address space;

-
Authentication, authorization and key management for PDN access control;
-
Policy and Charging Enforcement Function (PCEF) based on TS 23.203;
-     Inter-3GPP access system Mobility Anchor;
-
Packet routing and forwarding;



-
Collection of Charging Information for online or offline charging systems for roaming with3GPP Anchor in HPLMN;

-
Ciphering termination for user plane traffic;
-
IP Header compression;
-
Lawful interception of user plane traffic;
-
Inter-eNodeB Mobility Anchor for user plane;

-
Trigger/initiation of paging when downlink data arrive for the UE in LTE_IDLE state.








The SAE Anchor consists of the following functions:

-
Packet routing and forwarding;
-
Authentication, authorization and key management, for mobility management signaling or for PDN access control;
-
Policy and Charging Enforcement Function (PCEF) based on TS 23.203;
-
Collection of Charging Information for online or offline charging systems;
-
Mobility Anchor for mobility between 3GPP accesses and non 3GPP accesses;
-
Gateway functionality to PDN including IP address allocation from PDN address space;
Note: Whether SAE anchor has Inter UPE/3GPP anchor mobility management or not is decided by the Inter UPE/3GPP anchor mobility solution, which is FFS.


**** End of 2nd set of changes ****
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