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The purpose of this contribution is to make some editorial corrections whilst giving greater clarity to some parts of the text. 

3.3
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [15] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [15].

3pcc
Third party call control

B2BUA
Back to Back User Agent

CSAF
CS Adaptation Function

CSRN
CS Domain Routing Number

DSF
Domain Selection Function

DTF
Domain Transfer Function

iFC
Initial Filter Criteria

IMRN
IP Multimedia Routing Number

PSI
Public Service Identity

VCC
Voice Call Continuity

VDI
VCC Domain Transfer URI

VDN
VCC Domain Transfer Number

4
VCC Concepts

4.1
General

Voice Call Continuity is a home IMS application that provides capabilities to transfer voice calls between the CS domain and the IMS. VCC provides functions for voice call originations, voice call terminations and for Domain Transfers between CS to IMS and IMS to CS domains.
The VCC application is implemented in the user's home network. Voice calls from and to a VCC UE are anchored at the VCC application in the home IMS to provide voice continuity for the user during transition between the CS domain and the IMS. VCC voice calls originated and terminated in either CS or IMS domains are anchored at the VCC application in the home IMS using standard CS domain techniques available for redirecting calls at call establishment. A 3pcc (Third party call control) function is employed at the VCC application to facilitate inter domain mobility through the use of Domain Transfers between the CS domain and the IMS. Domain Transfers may be enabled in one direction (i.e. from the CS domain to the IMS or from the IMS to CS domain), or in both directions as per network configuration requirements. The VCC application has the capability to perform domain transfers for a VCC UE's voice session multiple times in both directions.

Capability of anchoring of Emergency calls and CS calls other than voice calls (e.g. CS Video, CS Data, CS Fax, SCUDIF calls...) is not specified in this document. Anchoring of voice calls originating from or terminating to a subscriber that does not have a VCC UE or an active VCC subscription is subject to operator policy. Calls that are not anchored are handled according to the normal CS call originating & terminating procedures.

Editor's note:
It is FFS if there is any impact on the support of CS calls when anchoring is performed for a non VCC UE.

4.2
Radio Environments

4.3
Domain Selection

For determining which domain shall be selected to terminate the voice call the domain selection function shall be able to use the following:

-
The state of the UE in the circuit switched domain. This state information shall include: Detached, Attached.

-
The UE capability to support the full duplex speech component of IMS multimedia telephony.

-
The state of the UE in the IMS. The state information shall include: Registered, Deregistered.

-
The last known access network type of the IP-CAN when the UE is IMS registered.

-
User preferences and/or operator policy.
-
The domain used by an existing call anchored at the VCC application.
-
The media components included in the incoming IMS multimedia telephony.
Editor’s note: It is FFS on the impact due to the change of access network type (e.g., due to cell reselection).

In the case where call delivery attempt fails in the selected domain,( according to operator policy,) the domain selection function in the VCC application may re-attempt the call set-up to the other domain and ensure that this is performed only once, to avoid call looping.

Failure of a call delivery attempt is considered for the present clause to be any call delivery that does not result in successful establishment. This may include: -

· The UE did not respond to the call establishment request.

NOTE: Call forwarding is the CS domain invoked as part of a call delivery attempt is not considered an attempt failure.

4.4
IMS anchoring of VCC subscriber calls

4.4.1
Calls originated by VCC subscribers

All voice calls originated by VCC subscribers in the IMS are anchored in the IMS in order to facilitate domain transfer of the call to the CS domain.

Voice calls originated by VCC subscribers in the CS domain may or may not be anchored in the IMS to facilitate domain transfer of the call to the IMS, subject to operator policy. Voice calls originated by a roaming VCC subscriber, using a called party number not in the international format and for which the home IMS network has  no means to translate the called party number (e.g., local number) into proper routable format to the intended local destination., are not anchored in the IMS. If a call from a VCC subscriber is not anchored in the IMS, domain transfer is not supported for that call.

Editor's note: It is FFS how it can be made possible to allow the anchoring of some of the calls with a called party number not in the international format.

Priority call handling is not preserved if a  priority call, originated by VCC subscribers in the CS domain, is anchored in IMS.

NOTE:
See TR 22.952 [7] for information on priority subscriber and priority call handling.

4.4.2
Calls terminated by VCC subscribers

All voice calls to VCC subscribers, which are terminated in the IMS are anchored in the IMS in order to facilitate domain transfer of the voice call to the CS domain.

Voice calls to VCC subscribers, which are terminated in the CS domain may or may not be anchored in the IMS to facilitate domain transfer of the call to the IMS, subject to operator policy. If a call to a VCC subscriber is not anchored in the IMS, domain transfer is not supported for that call.

4.5
Domain Transfer Procedures

When a VCC UE is active in one or more voice sessions, voice continuity between CS domain and IMS is enabled by execution of Domain Transfer procedures.

VCC UE calls are anchored at the VCC application in the home IMS upon session establishment to enable a 3pcc function for control of Domain Transfer procedures executed during the call. All initial and subsequent Domain Transfers associated with a VCC session(s) are initiated by the VCC UE and executed and controlled by the VCC application in the home IMS.

Simultaneous registration is required for the initiation of the Domain Transfer procedure. When the VCC UE determines that Domain Transfer is desirable and possible, a registration is performed by the VCC UE in the transferring-in domain if the user is not already registered; and a new call context is established by the VCC UE toward the VCC application in the home IMS in order to allocate signalling and bearer resources in the transferring-in domain and to request transfer of user's active session(s) from the transferring-out domain. The VCC application in the home IMS executes Domain Transfer; resources in the transferring-out domain are subsequently released.
The VCC application in the home IMS generates charging information for all Domain Transfers for VCC subscriber voice session(s) for the purpose of billing and charging.

The following requirements are applicable to Domain Transfer in CS to IMS and IMS to CS directions:

-
Initiation of the CS to IMS Domain Transfer procedures for an ongoing voice call may be based on radio condition; initiation of the IMS to CS Domain Transfer procedure for an ongoing voice call may be based on radio condition and IP connectivity to IMS.

-
It shall be possible to support Domain Transfer for a roaming user.

-
From the end user's perspective, the perceived service disruption should be minimized. Domain Transfer procedure latency should be minimized.


Voice call quality should be maintained. The number of transcoding stages introduced by the architecture should be minimized.

-
Consistent charging information across domains shall be provided when Domain Transfer is performed.

4.6
Regulatory Aspects

Emergency calls shall be done per 3GPP TS 23.167 [13]. The current IMS emergency call architecture does not allow for the execution of services for this type of call. Because domain transfer capability is included as a service loaded via the iFC, domain transfer of these calls is not possible. Also, emergency calls in the CS domain will not have origination triggers detected in the VMSC, thus calls will not be rerouted to the IMS for anchoring.

Emergency calls will thus remain in the domain in which they were originated, regardless of changing conditions that might dictate domain transfer for normal calls.

5
Architecture

5.1
General

Editor's Note:
General introduction to and summary of the architecture.

5.2
Reference Model

Figure 5.1 depicts the VCC reference architecture.


[image: image1.wmf]VCC Application

VMSC

MGCF

S

-

CSCF

FE

-

A

Domain 

Transfer

FE

-

B

CS 

Adaptation

FE

-

C

Camel 

Svc App

P

-

CSCF

VCC UE

Mw

I

-

CSCF

Cx

FE

-

D

Domain

Selection

gsm

SCF

PLMN

/

PSTN

IP 

Multimedia 

Networks

CAP

A

/

Iu

Gm

HSS

Sh

Sh

Mg

Mw

PLMN

/

PSTN

PLMN

/

PSTN

Unspecified interface

GMSC

ISUP

V

3

ISUP

Ma

Ma

ISC

ISC

ISC


Question: Do we need to indicate to which functions the CCCF equates?  The reasoning behind this is that many of the following figures and call flows indicate the CCCF.  If it not shown then I believe this may cause confusion. 

NOTE:
Not all standard GSM interfaces are depicted in the architecture. Connection between the elements (VMSC, GMSC, MGCF) may be via a transit network. CS domain termination may bypass the GMSC.

Figure 5.1: VCC Reference Architecture

5.3
VCC Entities

5.3.1
VCC Application

5.3.1.1
General

The VCC application comprises a set of functions required for a VCC UE to establish voice calls and switch the VCC UE's Access Leg between CS and IMS domains whilst maintaining active session(s).

Functional entities are described in clause 5.3.1.2.

Some of the entities used by the VCC application may have a general applicability outside the scope of VCC.
NOTE 1:
Functional entities with an ISC interface may be implemented in one or more SIP Application Servers providing the functions described in this clause.

NOTE 2:
The grouping of functions into a particular clause does not necessarily represent an architectural requirement for implementation.
NOTE 3:
The use of MAP by the functional entities is an implementation option.

5.3.1.2
Functional Entities Used by VCC Application

5.3.1.2.1
Domain Transfer Function (DTF) (FE-A)

The Domain Transfer Function uses the ISC reference point towards the S-CSCF for execution of the Domain Transfer functions. It performs the following functions:

-
Executes the transfer of the VCC UE access between CS and IMS domains as requested by the VCC UE.

-
Insertion of 3rd Party Call Control (3PCC) upon call establishment to enable transfers between the CS domain and IMS.

-
Maintenance of domain transfer enablement policies.

-
Maintenance of the current domain used by VCC user's active sessions for assistance in subsequent domain selection.

-
Provides domain transfer specific charging.

Editors Note:
It is for further study as to how the originating domain is communicated to FE-A when using CS Access. P-Access-Network-Info is missing as an implicit indication to indicate call is originated via CS domain, or should some IMS entities populates P-Access-Network-Info with a new value; in which case, it is for further study as to which entity in the network populates the P-Access-Network-Info Header when presenting the CS session as AS-O session to S-CSCF (possible suggestions: FE-B, MGCF or I-CSCF).

5.3.1.2.2
Domain Selection Function (DSF) (FE-D)

The Domain Selection Function provides selection of domain to be used for delivery of a VCC UEs incoming call when the VCC user is simultaneously registered in the CS and IMS domains. The DSF performs the following functions:

-
Determination of IMS registration status to aid in domain selection.

-
Determination of CS registration status to aid in domain selection.

-
Communication with the DTF to retrieve current domain used for VCC UE active calls to use it in domain selection for incoming calls.

-
Determination of the CSRN.

NOTE:
It is an implementation option as to how FE-D determines the CSRN.

5.3.1.2.3
CS Adaptation Function (CSAF) (FE-B)

The CS Adaptation Function acts as the VCC UEs proxy into IMS for CS originated calls established using CS domain and CS legs established for domain transfer to CS. For communication via the I-CSCF the Ma reference point is used, and for communication via the S-CSCF the ISC reference point is used. The CSAF performs the following functions:

-
Identification of the VCC user in IMS for CS originations and CS legs established for domain transfer to CS.

-
Communication of call related data from CS domain to IMS; e.g. communication of original called party number for CS originations.

-
Management of dynamic IMRN for routing of CS calls to IMS.

-
Behaves as a SIP UA to IMS for CS calls on behalf of the VCC UE.

FE-B uses the Ma towards the I-CSCF and the ISC towards the S-CSCF.

NOTE:
The FE-B may collaborate with the CAMEL Service (FE-C) for interworking with CS domain as needed.

5.3.1.2.4
CAMEL Service (FE-C)

The CAMEL service function operates either independently or in collaboration with the CSAF (FE-B). It performs the following functions:

-
Enforcement of CS redirection policy.

-
Optionally assist in allocation and de-allocation of IMRN for routing of originating calls via CS domain.

-
Communication of call related data from CS domain to IMS; e.g. communication of original called and calling party numbers for CS origination.

-
Redirection of CS calls to IMS using IMRN.

-
Resolution of VCC Application PSI from VDN upon domain transfer to CS.

NOTE:
Use of the HSS by the gsmSCF to access the CAMEL Service (FE-C) is for further study.

5.3.2
VCC UE

The VCC UE is a VCC capable User Equipment with an active VCC subscription. It is capable of operating voice over IMS. The VCC UE performs the following functions: -

-
Storage of domains selection policies for originating calls and domain transfer restrictions.

-
Selection of domain for originating calls based on domain selection policies.

-
Initiation of domain transfer procedures.

5.4
Reference Points

5.4.1
DTF – S-CSCF, CSAF – S-CSCF, DSF – S-CSCF Reference Point (ISC)

The ISC reference point between Serving CSCF and the Application Servers is described in TS 23.002 [11].

5.4.2
CSAF – I-CSCF Reference Point (Ma)

This reference point may be used by the CSAF (FE-B) to route messages to the DTF (FE-A) function via the Ma reference point. The Ma reference point between Interrogating CSCF and the Application Servers is described in TS 23.002 [11].

5.4.3
FE-x – HSS Reference Point

This reference point is used by the FEs to retrieve information from the HSS. This reference point includes Sh; Sh is found between the Application Servers and the HSS and is described in TS 23.002 [11].

5.4.4
gsmSCF – VMSC Reference Point

This reference point is used by the gsmSCF to provide routing of CS origination calls and CS legs established for domain transfer to CS. This reference point uses the gsmSCF to gsmSSF interface as specified in TS 23.078 [4]. The information from the trigger messages are used on the unspecified interface to the CAMEL Service (FE-C).

5.4.5
gsmSCF – HSS Reference Point

Editors Note: The usage of this reference point by VCC applications is FFS. This reference point uses the gsmSCF to HSS interface as defined in TS 23.078 [4].

5.4.6
VCC Application – VCC UE Reference Point (V3)

V3 is a reference point between VCC UE and the VCC Application.

This reference point is used by the VCC UE and the network to communicate VCC information.
6
Information Flows and Procedures

6.1
Registration

Editor's note:
It is FFS whether the network is required to know the UE's capability to support VCC in order to facilitate handling of calls from a VCC subscriber.

Editor's note:
It is FFS whether the UE is required to know whether VCC has been enabled for a given call in order to facilitate handling of calls from a VCC subscriber.

6.1.1
CS domain registration
The VCC UE may register (attach) in the CS domain whenever there is CS coverage. The existing mobility management mechanisms are used in both the UE and the network.

6.1.2
IMS registration

Whenever the VCC UE acquires IP connectivity via an IP-CAN, the UE may register in the IMS. Registration with IMS is in accordance with the procedure as defined in TS 23.228 [2]. The filter criteria contain a condition that a 3rd-party registration should be performed via the ISC interface. IMS registration is performed independently of the UE's CS state.

1.
The UE registers in the IMS as described in clause 5.2.2.3 of TS 23.228 [2].

2.
The S-CSCF informs the DSF (Domain Selection Function) about the registration, using the procedures defined in clause 6.3 of TS 23.218 [10].

Editor's note:
It is FFS if the UE provides its current CS status (detach/attached-idle/attached-active) for registration.

6.2
Origination

6.2.1 General

In order to facilitate control of the bearer path upon domain transfer, VCC user initiated voice calls from a VCC UE in the CS or IMS domains are anchored with the functionality provided by the VCC Application.

6.2.2
VCC UE origination from CS domain

6.2.2.1
General

The CS originating voice calls of a VCC UE are anchored at CCCF, which behaves as a SIP-AS as described in TS 23.228 [2] to set up a B2BUA to control the bearer path of the call. The original called party number along with other information required to complete the call is made available such that the CCCF can originate a call to the remote party on behalf of the VCC user using the CCCF’s third party call control function (3GPP TS23.228 [2], section 4.2.4).

Figure 6.4.1.1-1 in clause 6.4.1.1 shows B2BUA at the CCCF when the Access Leg is established for CS voice sessions to illustrate its use as precondition of Domain Transfer procedures. Figure 6.2.2.1-1 shows an optimization which may be possible when anchoring CS originating sessions at the CCCF. Note that the figure is for illustration of the B2BUA at the CCCF and its use for Domain Transfer procedures; hence it only shows the signalling and bearer components relevant to the precondition of Domain Transfers.
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Figure 6.2.2.1-1: B2BUA at CCCF for CS Originations

CCCF is invoked as a result of anchoring CS originated calls in the IMS.

6.2.2.2
UE Origination from CS Domain using CAMEL

VCC UE voice calls are re-routed using CAMEL to the user's home IMS network for anchoring. The UE establishes the call using standard call origination procedures; CAMEL origination triggers at the VMSC invoke signalling towards the VCC Application's gsmSCF. The gsmSCF instructs the VMSC to route the call towards the IMS or to continue with normal call origination procedures. 

Figure 6.2.2.2-1 describes the initial session setup of Mobile Originated Call processing for a VCC user initiated call from CS domain when using CAMEL for originating redirection to the IMS. Calls shall not be re-routed to the home IMS network if there is no means to translate the called party number (e.g., local number) into proper routable format to the intended local destination.
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Figure 6.2.2.2-1: CS Call Origination from the VCC User

In the figure above, extend the Home Network box to the left over the MGCF box as indicated in point 5 below. (Could not edit the visio figure myself.)
1.
The VCC user originates a voice call in the CS domain using a VCC UE to party-B.

2.
Origination triggers at the VMSC are detected; VMSC sends an Initial DP message towards the gsmSCF.

3.
The gsmSCF determines the call needs to be anchored in IMS for VCC; thus, it redirects the call to the CCCF.

NOTE:
How the information available to the VCC application is used to decide whether the call should be routed through the IMS is implementation specific and not standardized in this specification.

4.
The gsmSCF allocates an IMRN (IP Multimedia Routing Number) and responds with a Connect message containing the Original Called party ID and Destination Routing Address. Destination Routing Address contains the IMRN to route the call to the CCCF. Handling of Destination Routing Address and Original Called party ID is as defined in TS 23.078 [4].

5.
The VMSC routes the call towards the user's home IMS network using the IMRN via an MGCF in the home network.

6.
The MGCF initiates an INVITE towards the I-CSCF in the home IMS of the originating VCC user. The calling party number and/or original called number are included in the INVITE if they are received from the PSTN call setup signalling (e.g., ISUP).
7.
The I-CSCF routes the INVITE based on one of the following standard procedures specified in "PSI based Application Server termination - direct and PSI based Application Server termination – indirect" procedures in TS 23.228 [2].

7a.
The I-CSCF forwards the INVITE to the CCCF via the S-CSCF that is assigned to the IMRN.

7b.
The I-CSCF forwards the INVITE directly to the CCCF.
8.
If the CCCF does not have enough information to complete the call, it may use the IMRN to retrieve the original called party number and the calling party number from the gsmSCF. The CCCF uses the original called number and the calling party number to setup the outgoing call leg to party-Bin accordance with the AS origination procedure defined in clause 5.6.5 of TS 23.228 [2]
Standard call setup procedures as per TS 23.228 [2] are followed to continue the call setup at the S-CSCF for the VCC user.

6.2.3
VCC UE Origination from IMS Domain

Existing Mobile Origination procedures described in clauses 5.6.1 or 5.6.2 of TS 23.228 [2] are used to establish a session. Originating iFC for the VCC user results in routing of the IMS originating sessions to the DTF in the home IMS network, where the DTF uses 3rd party call control as per TS 23.228 [2] to initiate a call to the remote party on behalf of the user.

Figure 6.4.1.1-1 shows B2BUA at the DTF when the Access Leg is established for IMS voice sessions to illustrate its use as precondition of Domain Transfer procedures. In order to avoid a situation where other SIP Application Servers that will be used for the duration of the session are released upon domain transfer, the DTF should be the first Application Server of any Application Servers that need to remain in the path of the call after domain transfer.

6.3
Termination

6.3.1
Terminated Call Coming from CS

FFS.

6.3.2 Terminated Call Coming from IMS

Existing Mobile Termination procedures described in 3GPP TS 23.228 [2] sections 5.7.1, 5.7.2, 5.7.2a are used to establish a session towards a VCC UE. The Service Logic invoked for the VCC subscriber results in routing of the IMS terminating sessions to the DTF, where it uses 3rd party call control as per 3GPP TS 23.228 [2] to initiate a call to the remote party on behalf of the user. 

Figure 6.4.1.1-1 shows B2BUA at the DTF when the Access Leg is established for IMS voice sessions to illustrate its use as precondition of Domain Transfer procedures. In order to avoid a situation where other SIP Application Servers that will be used for the duration of the session are released upon domain transfer, the DTF should be the last Application Server of any Application Servers that need to remain in the path of the call after domain transfer.

6.3.3
Terminated Call Directed to CS

Figure 6.3.2-1 describes how the signalling path is established toward a VCC user when the user is roaming in the CS Domain and the call is directed to CS.
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Figure 6.3.2-1: Terminated Call Directed to CS Domain
1.
An INVITE is arriving at the S-CSCF including a request URI in Tel URI or SIP URI format.

2.
S‑CSCF invokes as service logic is appropriate.

3.
S-CSCF sends the INVITE toward the CCCF.

4.
CCCF performs domain selection based on operator and user preferences, registration and call states.

5.
CCCF determines the CS domain routing number (CSRN).

6.
CCCF sends an INVITE including the CS domain routing number as request URI toward the S-CSCF. The INVITE including the CSRN contains sufficient information to allow the S-CSCF to determine that the session is to be routed to the CS domain.

7.
S-CSCF routes the INVITE toward the CS domain according TS 23.228 [2].

6.3.4
Terminated Call Directed to IMS

Figure 6.3.4-1 below describes how the signalling path is established toward a VCC user when the user is roaming in the IMS Domain and the call is directed to IMS.
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Figure 6.3.4-1: Terminated Call Directed to the IMS Domain
1.
An INVITE is sent to the S-CSCF including a request URI in Tel URI or SIP URI format.

2.
S‑CSCF invokes whatever service logic is appropriate.

3.
Based on the service logic S-CSCF sends the INVITE toward the CCCF.

4.
CCCF performs domain selection based on operator and user preferences, registration and call states.

5.
CCCF sends the INVITE including the SIP or Tel URI toward the S-CSCF.

6.
S-CSCF forwards the INVITE toward the UE in the IMS domain.

6.4
Domain Transfer

6.4.1
Domain Transfer Procedures

Domain Transfer procedures enable voice continuity between CS domain and IMS while maintaining one or more active voice sessions when using a VCC UE. All Domain Transfer procedures associated with a VCC subscriber call including initial and subsequent transfers are executed and controlled in the user's home IMS network by the CCCF upon UE's request.

6.4.1.1
Enablement of Domain Transfer procedures

Static anchoring techniques are employed to establish a 3pcc (3rd party call control) function for VCC subscriber voice calls using a VCC UE at the CCCF upon session establishment. When invoked as part of originating or terminating iFC execution at the VCC subscriber's S-CSCF, the CCCF inserts itself in the signalling path of VCC subscriber's voice calls made using VCC UE by employing a Routing B2BUA function. For an originating voice session, the CCCF terminates an Access Leg from the user and establishes a Remote Leg toward the remote end; for a terminating voice session, the CCCF terminates a Remote Leg from the remote end and establishes an Access Leg toward the user. The CCCF subsequently coordinates the call control signalling exchange between the Access Leg and the Remote Leg associated with a VCC subscriber voice call.

Figure 6.4.1.1-1 shows B2BUA at the CCCF when the Access Leg is established via the CS domain and IMS respectively to illustrate its use for precondition of Domain Transfer procedures. Note that the figure is for illustration of the B2BUA at the CCCF and its use for Domain Transfer procedures, hence it only shows the signaling and bearer components relevant to the enablement and execution of Domain Transfers; for example, the components involved in anchoring of CS calls in IMS or establishing IMS session are not shown. Some signalling optimizations may be possible when using the CCCF to anchor the CS calls in IMS as specified in clause 6.2.2 VCC UE Origination from CS domain.
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Figure 6.4.1.1-1: B2BUA at CCCF

The applications associated with the call are anchored at the CCCF as part of the Remote Leg of the call, and are therefore not impacted by Domain Transfer procedures executed on the Access Leg.

NOTE:
Any SIP ASs linked in before the CCCF will be released upon the Domain Transfer.

6.4.1.2
Execution of Domain Transfer procedures

Upon detection of conditions requiring Domain Transfer, the UE establishes an Access Leg with the CCCF via the transferring-in domain to request Domain Transfer to the transferring-in domain. The CCCF executes the Domain Transfer procedure by replacing the Access Leg currently communicating to the Remote Leg with the Access Leg established via the transferring-in domain. The Access Leg established via the transferring-out domain is subsequently released. When the switch of the Access leg from the transferring-out domain to the transferring-in domain is executed, the Remote Leg is also updated in order to forward the U-Plane data to the transferring-in domain.

In other words, the execution of the Domain Transfer procedure consists of the following basic steps:

1.
The UE establishes an Access Leg via the transferring-in domain after registering with the transferring-in domain if needed. Registration procedure as specified in clause 6.1 and CS origination and IMS origination procedures specified in clause 6.2 of the present document are used for execution of this step.

2.
The CCCF performs the Access Leg Update to switch the Access Leg communicating with the Remote Leg from transferring-out domain to transferring-in domain. If the remote party is IMS capable, U-plane path is switched end-to-end (i.e. between UEs). And if the remote party is CS/PSTN, U-plane path is switched between VCC UE and MGW. It means MGW becomes the U-plane anchor point, even if both sides are in CS domain. The U-plane path after the domain transfer represents figure 6.4.1.2-1and figure 6.4.1.2-2. For Access Leg Update procedures, refer to clause 6.4.1.3 Access Leg Update toward the remote end. The VCC UE switches the voice traffic from the transferred-out domain to the transferred-in domain as soon as the Access Leg in the transferred-in domain is fully established.

3.
Both the VCC UE and the CCCF release the source Access Leg, which is the Access Leg previously established via the transferring-out domain. For Source Access Leg Release procedures, refer to clause 6.4.1.4 Source Access Leg Release.
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Figure6.4.1.2-1: U-Plane path between VCC UE and IMS UE
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NOTE:
MGW#1 and MGW#2 may be merged.

Figure 6.4.1.2-2: U-Plane path between VCC UE and CS UE / PSTN
6.4.1.3
Access Leg Update toward the remote end

Upon receiving a request for execution of Domain Transfer, the CCCF performs the Access Leg Update by switching the Access Leg communicating with the Remote Leg from transferring-out domain to transferring-in domain.
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Figure 6.4.1.3-1: Access Leg Update toward the remote end

The remote end in figure 6.4.1.3-1 represents a UE supporting terminations per TS 23.228 [2] (i.e. including NI-T).

1-2.
The CCCF updates the Access Leg by communicating the SDP of the Access Leg established in the transferring-in domain to the remote end via the user's S-CSCF. Access Leg update happens according to SIP session modification procedures [RFC 3261].
NOTE:
Use of a SIP UPDATE consisting of the SDP of the Access Leg established via the transferring-in domain is illustrated here; however, other options such as a ReINVITE may also be used to implement this procedure.

The remote end in figure 6.4.1.3-2 represents an MGCF for CS/PSTN Remote Party.
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Figure 6.4.1.3-2: Access Leg Update toward the remote end
1-2.
same procedures described in figure 6.4.1.3-1.

3.
MGCF instructs MGW to update a termination towards the access leg of the transferred in domain to the context, and to release the termination for the access leg of the transferred out domain from the context.
NOTE:
Use of a SIP UPDATE consisting of the SDP of the Access Leg established via the transferring-in domain is illustrated here; however, other options such as a ReINVITE may also be used to implement this procedure.

6.4.1.4
Source Access Leg Release

Upon execution of the session modification procedures, the Source Access Leg Release is executed by initiating a session release for the Access Leg previously established via the transferring-out domain using AS/UE session release procedures TS 23.228 [2]. The VCC UE and the CCCF shall initiate the Session Release procedure when the switch to the transferred-in domain is complete.

6.4.2
Domain Transfer Information Flows

6.4.2.1
Domain Transfer: IMS to CS domain

Figure 6.4.2.1-1 Domain Transfer - IMS to CS domain, provides an information flow for Domain Transfer of voice calls made using VCC UE in IMS to CS domain direction. The flow is based on the precondition that the user is active in one or more IMS voice originating or terminating session(s) at the time of initiation of Domain Transfer to CS.
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Figure 6.4.2.1-1: Domain Transfer – IMS to CS domain

1.
If the user is not attached to the CS domain at the time when the UE determines a need for Domain Transfer to CS, the UE performs a CS Attach as specified in clause 6.1. It subsequently originates a voice call in the CS domain according to "Information flow for an MO call" in TS 23.018 [3] using the VDN to establish an Access Leg via the CS domain and request Domain Transfer of the active IMS session to CS Domain.

2.
The originating call is processed in the CS network according to CS origination procedures described in clause 6.2.2 VCC UE Origination from CS Domain for routing to IMS. The CCCF PSI DN is resolved using the VDN at the CS network.

3.
The VMSC routes the call towards the user's home IMS network via an MGCF in the home network.

4.
The MGCF initiates an INVITE towards the I-CSCF in the home IMS of the originating VCC user.
5.
The I-CSCF routes the INVITE to the CCCF in VCC Application based on one of the following standard procedures specified in "PSI based Application Server termination - direct and PSI based Application Server termination - indirect" procedures in TS 23.228 [2].

NOTE:
Direct routing to CCCF AS is shown, although routing via S-CSCF is also possible.

6.
The CCCF completes the establishment of the Access Leg via the CS domain. The CCCF performs the Domain Transfer by updating the Remote Leg with the connection information of the newly established Access Leg using the Access Leg Update procedure as specified in clause 6.4.1.3.

7.
The source Access Leg which is the Access leg previously established over IMS is subsequently released as specified in clause 6.4.1.4.

NOTE:
Steps 6 and 7 comprise of a sequence of messages, some of which may occur in parallel.

6.4.2.2
Domain Transfer: CS domain to IMS

Figure 6.4.2.2-1 Domain Transfer - CS domain to IMS, provides an information flow for Domain Transfer of voice calls made using VCC UE in the CS to IMS  domain direction. The flow is based on the precondition that the user is active in one or more CS voice originating or terminating session(s) at the time of initiation of Domain Transfer to IMS.
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Figure 6.4.2.2-1: Domain Transfer - CS domain to IMS

1.
If the user is not registered with IMS at the time when the UE determines a need for Domain Transfer to IMS, the UE initiates Registration with IMS as specified in clause 6.1. It subsequently initiates an IMS originated session toward the CCCF in VCC Application using a VFI to establish an Access Leg via IMS and request Domain Transfer of the active CS session to IMS. Please refer to clause 6.2.3 for details on IMS origination procedure.

2.
The IMS session is processed at the S-CSCF and delivered to the CCCF as specified in clause 6.2.3 VCC UE Origination from IMS.

3.
The CCCF completes the establishment of the Access Leg via IMS. The CCCF performs the Domain Transfer by updating the Remote Leg with connection information of the newly established Access Leg using the Access Leg Update procedure as specified in clause 6.4.1.3.

4.
The source Access Leg which is the Access leg previously established over CS is subsequently released as specified in clause 6.4.1.4.

NOTE:
Steps 3 and 4 comprise of a sequence of messages, some of which may occur in parallel.

6.4.2.5
Subsequent Domain Transfers

Procedures for subsequent Domain Transfers to CS domain and IMS of voice calls made using VCC UE are the same as procedures for initial Domain Transfers specified in clause 6.4.2.1 for IMS to CS domain and clause 6.4.2.2 for CS domain to IMS.

6.5
Supplementary services

6.5.1
General

This clause addresses the services impacted by VCC. The CS service set used for this clause is referenced in TS 22.004 [8]; whereas the IMS service set is referenced in TS 22.173 [9].

This clause specifies service behaviours for calls which are anchored in IMS.

The following requirements shall be taken into account for supplementary service handling in VCC:

-
The impact of domain selection and domain transfer shall be avoided or minimized;

-
The unnecessary degradation of voice call quality shall be avoided or minimized;
-
The service consistency between CS domain and IMS shall be considered.
6.5.2
Supplementary Services behaviour

6.5.2.1
General

Voice calls for VCC subscribers established via the CS domain may or may not be anchored in the IMS, subject to operator policy. Supplementary services for VCC subscriber CS calls which are not anchored in IMS are provided as in TS 23.011 [12] and TS 24.010 [14].

6.5.2.2
Line Identification Supplementary Services

6.5.2.2.1
General

There is no impact on the Line Identification Supplementary Services during Domain Transfer, because these services occurred before the call is set up or delivered.

6.5.2.2.2
IMS: Originating Identification Presentation (OIP), CS: Calling Line Identity Presentation (CLIP)

There is no impact on the CLIP or OIP services.

6.5.2.2.3
IMS: Terminating Identification Presentation (TIP), CS: Connected Line Identity Presentation (COLP)

There is no impact on the COLP or TIP services. 

6.5.2.2.4
IMS: Originating Identification Restriction (OIR), CS: Calling Line Identity Restriction (CLIR)

There is no impact on the CLIR or OIR services.

6.5.2.2.5
IMS: Terminating Identification Restriction (TIR), CS: Connected Line Identity Restriction (COLR)

There is no impact on the COLR or TIR services.

6.5.2.3
IMS: Communication Diversion (CDIV), CS: Call Forwarding Supplementary Services

Call Forwarding Supplementary Services may be provided in IMS.
There is no impact on CDIV services
6.5.2.4
IMS: Communication Hold, CS: Call Wait and CS: Call Hold Supplementary Services

There is no impact on the Communication Hold/Call Wait and Call Hold Supplementary Services when remaining in a particular domain.  It is not possible to maintain these services between domains if Domain Transfer occurs.

6.5.2.5
IMS: Conference (CONF), CS: Multiparty (MPTY) Supplementary Service

There is no impact on the Conference or multiparty service when remaining in a particular domain.  It is not possible to maintain these services between domains if Domain Transfer occurs.

6.5.2.6
IMS: Call Barring (CB), CS: Call Restriction Supplementary Services (Call Barring and Operator Determined Barring)

Call Barring Supplementary Services may be provided in IMS.

Editor’s Note: Further analysis of the interaction of outgoing call barring and VDN/VDI/IMRN usage and domain transfer is needed.  

6.5.3
Impact of Service Behaviour

Because the behaviour of an active CONF or MPTY service, or control of multiple sessions, is not defined after a domain transfer has occurred (see clauses 6.5.2.4 and 6.5.2.5), a UE should/shall not request a domain transfer for multiple sessions or calls.

Editor’s Note: It is FFS if a request for Domain Transfer shall be rejected in these cases.

Editor’s Note: It is FFS whether the UE should or shall not request a domain transfer

Editor’s Note: It is FFS whether a UE may decide to drop a held call or a to allow a domain transfer of an active leg.  

Editor’s Note: It  is FFS if the B2BUA is able to reissue the invite for a waiting call automatically upon transfer of the active leg.

6.6
CAMEL services

6.7
Presence services

6.8
Other procedures

6.8.1
User preferences and operator policy

User preferences shall be taken into account by the domain selection function when deciding over which domain an incoming voice call shall be routed to the VCC UE. User preferences may be transmitted over the UE-VCC application reference point, and indicate which domain is preferred for routing terminating calls when the VCC UE is registered on both accesses.

Operator policy is provisioned in the network by the operator, and should be communicated to the UE whenever the policies are updated. It shall indicate which network is preferred for originating calls performed by the VCC UE, and whether domain transfer is restricted to a single direction (i.e. IMS to CS or CS to IMS). The UE shall take this information in account when deciding which access to use for outgoing calls or before considering initiating domain transfer.

7
Security

7.1
General

There are no impacts on existing security mechanisms for the CS Domain and for IMS as a result of Domain Transfers.

7.2
Access security for CS Domain

TS 33.102 [5] describes the Security Architecture for GSM and UMTS subscribers, VCC places no additional requirements upon the CS domain above those described in TS 33.102 [5].

7.3
Access Security for IMS

TS 33.203 [6] specifies the security features and mechanisms for secure access to the IM subsystem (IMS). VCC places no additional requirements upon the IMS above those described in TS 33.203 [6].

8
Charging

8.1
General Description

The charging strategy applied in VCC shall ensure the completeness and correctness of charging during Domain Transfer procedures, and avoid possible double billing in IMS and CS, which may be introduced by the anchoring of CS originating and terminating voice calls.

Meanwhile, the accounting strategy applied in VCC shall provide enough information for the settlement between different operators, including the settlement between the providers of CS domain and IMS, and the settlement between the providers of IPCAN and IMS Core.
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