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Introduction
The current specification of PCC in TS 23.203 covers only use cases with a single AF per AF session. However, there are several important scenarios in which multiple AFs could be involved in a single AF session. If this is the case, operators are required to configure the involved AFs in such a way that it is ensured that there is always exactly one AF connected to the PCRF per AF session. This becomes rather complex (in case of roaming or 3’rd party AFs) or complicates the usage of PCC. 
Discussion

There are a number of scenarios in which multiple AFs are involved in a single AF session. Especially for the IMS based services, it is likely that more than one AF takes part in the IMS signaling and user traffic processing. In any case, the P-CSCF will interact with PCRF for all AF sessions. However, there may be further AS involved, acting as endpoint of the AF session (e.g. Streaming Server) or providing additional services (e.g. PoC Server). These AFs may be able to provide much better service information about the AF session to the PCRF than the P-CSCF is able to because it is obviously limited to the information signaled via SIP/SDP. Therefore, it would be beneficial to have a direct interaction between the AS and the PCRF, especially when it comes to service specific (e.g. content dependent) policy control and/or charging.
But also for other services, an additional AF may be useful e.g. for announcements, advertisements or advice of charge purposes. In these cases, the PCC architecture could benefit from service information coming from additional AFs that may temporarily influence the policy control and/or charging functionality.
The above mentioned scenarios can be easily supported by PCC. The PCRF needs to check whether service information provided by the AF corresponds to a new AF session or to an AF session for which another AF already provided service information. In the latter case, the PCRF shall use the service information of a single AF only, according to operator configuration. 

Within the PCRF, the operator can configure how the different AFs for an AF session are treated with regard to their provided information. In the case of IMS based services, it is most likely that any service information coming from an AS receives a higher priority than the somewhat limited information that comes from the P-CSCF. Similarly, an announcement server that provides its information to the PCRF could lead to a temporary change of the charging key for a service data flow.
Adding this function to the PCRF minimizes the configuration efforts as each AF can be configured independently under which circumstances the PCRF should be contacted. This results in the possibility of a flexible selection of the AF that provides the most applicable service information for each AF session. Furthermore, the service specific logic that is required outside of the AS for a service specific policy control and charging is also limited which is mostly relevant for the P-CSCF in case of IMS based services.

Proposed Changes

Start of modified section

4.1


General requirements

Editors' note:
The requirements currently included in TS 23.125 need to be checked to ensure all appropriate text is included in this TS.

Editors' note:
Check TR 23.803 for suitable text to cover backwards compatibility requirements.

It shall be possible for the PCC architecture to base decisions upon subscription information.

It shall be possible to apply policy and charging control to any kind of 3GPP IP‑CAN. Applicability of PCC to other IP‑CANs is not restricted. However, it shall be possible for the PCC architecture to base decisions upon the type of IP‑CAN used.

The PCC architecture shall discard packets that don't match any service data flow filter of the active PCC rules. It shall also be possible for the operator to define PCC rules, with wild-carded service data flow filters, to allow for the passage and charging for packets that do not match any service data flow filter of any other active PCC rules.

The PCC architecture shall allow the charging control to be applied on a per service data flow basis, independent of the policy control.

The PCC architecture shall have a binding method that allows the unique association between service data flows and their IP-CAN bearer.

A single service data flow template shall suffice, to detect a service data flow, for the purpose of both policy control and flow based charging.

A PCC rule may be predefined or dynamically provisioned at establishment and during the lifetime of an IP-CAN session. The latter is referred to as a dynamic PCC rule.

The number of real-time PCC interactions shall be minimized. This requires a single optimized interface between the PCC nodes.

PCC shall be enabled on a per PDN basis (represented by an access point and the configured range of IP addresses) at the PCEF. It shall be possible for the operator to configure the PCC architecture to perform charging control, policy control or both for a PDN access.

PCC shall support roaming users.

Editor's Note:
Detailed aspects of PCC usage in roaming scenarios are being developed in Annex B.
The PCC architecture shall allow for multiple AFs providing AF session information for the same AF session. 
End of modified section
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6.2.1
Policy Control and Charging Rules Function (PCRF)

The PCRF encompasses policy control decision and flow based charging control functionalities.

Editor's note:
This functional entity encompass the harmonization of the PDF and CRF release 6 logical entities.

The PCRF provides network control regarding the service data flow detection, gating, QoS and flow based charging (except credit management) towards the PCEF.

The PCRF shall apply the security procedures, as required by the operator, before accepting service information from the AF.

The PCRF shall decide how a certain service data flow shall be treated in the PCEF, and ensure that the PCEF user plane traffic mapping and treatment is in accordance with the user's subscription profile.

Editor's note:
For GPRS, it shall be possible to support policy control on a per PDP context basis.

The PCRF may check that the service information provided by the AF is consistent with both the operator defined policy rules and the related subscription information as received from the SPR during IP-CAN session establishment before storing the service information. The service information shall be used to derive the QoS for the service. The PCRF may reject the request received from the AF when the service information is not consistent with either the related subscription information or the operator defined policy rules and as a result the PCRF shall indicate that this service information is not covered by the subscription information or may indicate, in the response to the AF, the service information that can be accepted by the PCRF. In the absence of other policy control mechanisms outside the scope of PCC, it is recommended that the PCRF include this information in the response.

The PCRF authorizes QoS resources. The PCRF uses the service information received from the AF (e.g. SDP information or other available application information) and/or the subscription information received from the SPR to calculate the proper QoS authorization (QoS class identifier, bitrate). The PCRF may also take account the requested QoS received from the PCEF via Gx interface.

Editor's Note:
For Go it was defined that the controller provides the authorized QoS to the PEP. In PCC it is FFS what the gain and benefits would be to change this concept such that the PCRF receives the requested QoS. Then the PCRF checks it against the authorized QoS and hence may downgrade the requested QoS from the PCEF when it exceeds the authorized QoS.

The PCRF may use the subscription information as basis for the policy and charging control decisions. The subscription information may apply for both session based and non-session based services.

Editors' note:
The subscription specific information for each service may contain e.g. max QoS class and max bit rate for each APN the subscriber has access permission to and a corresponding charging key.
End of modified section

