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Abstract of the contribution: Text related to the “SGSN controlled bearer optimisation” solution included.

1. Introduction

Current text in sub clause 8.4 Security,  only discusses “GGSN Proxy solution”, a short description is proposed for “SGSN controlled bearer optimisation” solution. 
Iu-Flex function is not impacted by any of the solutions, therefore it is proposed to make the text for sub clause  8.5 more generic.
2. Proposal

It is proposed to make following updates into TR 23.809 v 0.3.0.
8.4
Security

The SGSN controlled bearer optimisation solution does not cause new security threads. Direct tunnel between RNC and GGSN is not used in roaming cases and the inter PLMN IP network also known as  the “GRX”  is as secure as today.

The GGSN Proxy solution possible increases security by decreasing the number of nodes that are exposed to external networks (only GGSN Proxies may need to be exposed to external networks). This may also facilitate the use of a private address domain for the Gn and Iu subnetworks. 
For non roaming case all solutions have same security level across the Gi interface.

8.5
Iu-Flex 

The Iu-flex function is not affected. When a new subscriber attaches or roams into a PLMN, an SGSN in the pool is selected by the RNC very early in the procedure. The selected SGSN will then establish direct tunnels as specified for each solution alternative. No solution specific impacts has been identified. 
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