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Abstract of the contribution:

This paper proposes to link the SAE QoS “Label” to the DiffServ Service Classes defined recently by IETF (RFC 4594). It also proposes to extend the “Label” scope to the entire SAE system and to replace the existing QoS Classes (A, B, C, D, E, F) with the “Label”. This paper does not address the detailed definition of “traffic handling behaviour”, although it does suggest that the “traffic handling behaviour” definition should be closely related to the underlying DiffServ Service Class (i.e. the underlying DiffServ per-hop behaviour).
1.
DiffServ Service Classes
IETF have recently produced an informational RFC [1] defining service classes based on DiffServ concepts. A DiffServ Service Class (DSSC) is a set of traffic(s) that have similar requirements from the network in terms of delay, jitter and loss. The authors of [1] recommend up to 10 service classes for user traffic and 2 service classes for network control traffic. For a summary refer to Annex B of this paper.
The concept of DSSCs has the following salient features:

· It introduces the notion of service into DiffServ (e.g. Telephony, Multimedia conferencing, Broadcasting, High-throughput data, etc);

· It defines recommended DSCP markings for each service class (see Annex C of this paper), the intent being to harmonise the e2e usage of DSCP values;
· It recommends categories of IP QoS mechanisms (per-hop behaviours, schedulers, conditioners, active queue mgmt) for each DSSC or each DSCP marking (refer to Annex D of this paper), the intent being to ensure consistent e2e traffic handling.
2.
Relationship to S1
The DSSCs are an effort to enhance e2e QoS by providing recommendation on the usage of DSCP markings on per-service basis, as well as recommendations on IP QoS mechanisms for consistent QoS handling in the IP routers on the e2e path.
In comparison, the S1 “Label” has a much narrower scope: it conveys QoS-related information across S1, which can be considered as an “IP edge” in the e2e system (and even within the SAE system).
The SAE system cannot rely exclusively on e2e DSCP markings and should use them only in conjunction with its own QoS mechanisms based on the PCC infrastructure. In other words, there may or may not be any direct relationship between the DSCP markings in the e2e packet header and the S1 Label value for a given packet. The level of co-operation between the PCC infrastructure and the e2e DSCP markings can vary:

· in one extreme case, the SAE network may decide to completely ignore the e2e DSCP markings and use the PCC-determined information instead (e.g. for colour-blind policing in the downlink);

· in a more cooperative approach the SAE network may copy the per-packet Drop Precedence (DP) bits (contained in the AF markings) onto the corresponding S1 PDUs, or may do colour-aware marking in the downlink;

· at the other extreme, the network may rely only on e2e DSCP markings for service data flows for which there is no PCC support.

Whatever, the degree of co-operation between the PCC infrastructure and the e2e DSCP markings, the S1 Label should carry (refer to TR 23.882):

· information about a “traffic handling behaviour” expected in the eNodeB (e.g. scheduling policy, queue management policy, etc);
· information for realisation of an SAE radio bearer (e.g. pointer to a reference radio bearer configuration à la 34.108, including RLC mode or Discard Timer, etc).
We believe that both of these aspects are already covered by the DSSCs. Namely:

· Each DSSC is associated with a DiffServ per-hop behaviour (EF, AF, DF) that the packet would receive in the wireline portion of the e2e path. We do not expect that the “traffic handling behaviour” in the eNodeB is entirely covered by today’s DiffServ PHB definitions (due to the specifics of the wireless environment), but we do think that they are closely related. In particular, the recommended categories of IP QoS mechanisms (scheduling, AQM, policing) associated with the DSSCs should be helpful in further defining the “traffic handling behaviours” in the eNodeB.
· For example, a “Telephony” label would instruct the eNodeB to apply EF-like behaviour: the eNodeB can safely apply a strict priority (FIFO) queueing, without inflicting any damage to the other traffic, because all “Telephony” traffic would be rigidly policed by the UPE to fit within the GBR envelop. Conversely, a “High-throughput data” label would tell the eNodeB to apply AF1-like behaviour with WFQ (or similar) scheduling policy and AQM scheme with different per-packet Drop Precedence values (colours). This covers the first aspect expected from the S1 Label;

· The DSSC is also associated with the underlying service. This should be sufficient for addressing the second aspect expected from the S1 Label. For example, a “Telephony” Label would instruct the eNodeB to use Unacknowledged RLC mode and a fairly small Discard Timer value. Conversely, a “High-throughput data” label would tell the eNodeB to use Acknowledged RLC mode and larger Discard Timer value. Note that the exact value of the Radio Bearer parameters (e.g. Discard Timer) may be standardised (à la 34.108) or determined by the operator and OAM configured in the eNodeB. The important thing is that the eNodeB is now service aware.
This reasoning leads us to consider the use of DSSCs as S1 QoS Labels. In summary, tying the S1 Label to the e2e DSSCs has the following advantages:

· eNodeB receives the information about the per-hop behaviour (EF, AFx, DF) that the underlying IP packet would receive in the wireline portion of the e2e path;

· eNodeB receives an idea about the recommended categories of IP QoS mechanisms;

· eNodeB receives service awareness which assists it to choose some additional radio bearer parameters.

The exact definition of “traffic handling behaviour” in the eNodeB remains for further study, although we believe that it will be closely related to the per-hop behaviour associated with a DSSC / Label.
3.
Extension of the “Label” scope
The “Label” scope is currently restricted to S1. In comparison, the DSSCs have e2e significance. In this section we analyse the QoS “chain” in the GPRS system (i.e. the mapping of session-level QoS parameters into GPRS QoS parameters) and discuss how this QoS “chain” may evolve for the SAE system.
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Figure 1. QoS “chain” in REL-6 / REL-7 GPRS
Depicted in Figure 1 is the QoS “chain” for REL-6/7 GPRS. IMS is used as an example of operator-controlled service. The session-level parameters (“bandwidth” and media type, conveyed in SDP) are transferred to the PDF/PCRF after being pre-processed by the P-CSCF (namely, to include required bandwidth for RTCP traffic). The PDF/PCRF translates those parameters into “Authorised QoS parameters” basically consisting of a “QoS Class” (A, B, C, D, E, F) and authorised data rates. The latter parameters are eventually mapped into UMTS QoS parameters at the GGSN (e.g. “A” = “UMTS Conversational”; “B” = “UMTS Streaming”, “C” = “UMTS Interactive with THP = 1”, etc).
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Figure 2. QoS “chain” in SAE/LTE: Label scope is S1
Depicted in Figure 2 is a likely QoS “chain” for SAE/LTE, assuming that the Label scope is limited to S1. The underlying assumption is that the S8 protocol is QoS-unaware (e.g. PMIP) and the per-bearer QoS information is carried via the PCC infrastructure (S9-S7a).
NOTE: the assumption made above about the S8 protocol nature should not be restrictive, because the per-flow QoS has to somehow reach the UPE, anyway (whether it is via S9 or otherwise is after all irrelevant). Moreover, the proposed use of S9 for conveyance of per-flow QoS information is likely to be required at least towards the non-3GPP accesses.
If the Label scope is limited to S1, as depicted in Figure 2, then the use of “QoS classes” (A, B, C, D, E, F) is likely to persist in REL-8. The policy enforcement function in the UPE will then map the QoS Class values into S1 Labels.
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Figure 3. QoS “chain” in SAE/LTE: Label scope is the entire SAE system
Figure 3 considers an alternative QoS “chain” for SAE/LTE in which the Label scope is now assumed to be extended to the entire SAE system. The difference from the previous figure is that the Label is now carried across the PCC infrastructure (S9-S7a), replacing the “QoS classes” of today (A, B, C, D, E, F). This is reasonable if one assumes that the Label is equivalent to the DiffServ Service Class (DSSC), as proposed at the beginning of this paper.
The use of Label/DSSC as proposed here facilitates interworking with non-3GPP systems in that the per-flow QoS information sent to a particular non-3GPP access will now be based on an IETF QoS concept (DSSC) instead of a 3GPP specific QoS parameter (“QoS class”).
Finally, it is worth noting that the “QoS class” specified in TS 29.207 was initially called “DiffServ class” taking values from the following set: {EF, AF4, AF3, AF2, AF1, DF}. It is only in late 2002 (see [2]) that the “DiffServ class” was renamed into “QoS class” taking values from the “flavour-less” {A, B, C, D, E, F} set. The reason for change was that the former “DiffServ class” parameter was not related to any DiffServ functionality in the GGSN, which is true for pre-SAE systems.
Nevertheless, within the SAE/LTE system the packet handling has been pushed all the way down to the eNodeB, meaning that any DiffServ information in the e2e packet header may now be useful to SAE/LTE elements other than the “evolved GGSN” (i.e. the SAE anchor). Moreover, the recently defined DSSCs have e2e scope, meaning that the information contained in the DSSC can be helpful not only to the packet core elements, but also to the eNodeB and the terminal.
Given the reasoning above, we believe there is sufficient justification for extending the Label scope to the entire SAE system.
4.
Proposal
It is proposed to discuss and agree that:

· the SAE QoS “Label” should point to the DiffServ Service Classes, as defined in [1];
· the scope of the SAE QoS “Label” should be extended to the entire SAE system, obsoleting the “QoS classes” of today.
The actual text changes for TR 23.882 are provided in Annex A of this paper.
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Annex A:
Proposed text changes in 23.882
7.12.6
The "DiffServ Service Class Approach" to Signalling of QoS Parameters on S1

With the "DiffServ Service Class Approach" only the following QoS parameters are signaled from the MME/UPE to the eNB across S1:

· DiffServ Service Class (as defined in RFC 4594 [x])
· GBR (Guaranteed Bit Rate – UL + DL)

· MBR (Maximum Bit Rate – UL + DL)

· FFS: ARP (Allocation and Retention Priority)

These parameters are associated with an SAE bearer, and are provided to the eNB at SAE bearer establishment / modification.
In the following we use the terms ‘GBR bearer’ and ‘Non-GBR bearer’ as defined in section 7.12.1.

The DiffServ Service Class identifies a ‘traffic handling behavior’ required from the eNB. It is understood that operators require consistent traffic handling for specific services; in particular in a multi-vendor scenario and in a roaming scenario. For that reason a number of traffic handling behaviors need to be standardized (similar to the way that the so-called Per-Hop Behaviors are standardized for DiffServ, e.g. see IETF RFC 2597 [21] and  IETF RFC 3246 [22]). Whilst the exact definition of “traffic handling behaviour” in the eNB remains for further study, it is expected that it will be closely related to the per-hop behaviour associated with a DiffServ Service Class.

NOTE:
The specification of a traffic handling behavior provides sufficient information that allows  – together with the other above mentioned signaled QoS parameters GBR, MBR (FFS: ARP) – the realization of a particular SAE Radio Bearer in an eNB. For example, such information may include a reference SAE Radio Bearer configuration (e.g. à la 34.108, e.g., including RLC mode, packet discard timer); recommended category of scheduling policy; recommended category of queue management policy, etc., etc.

Furthermore, it is understood that the mentioned traffic handling behaviors shall be specified in 3GPP specifications.

The GBR applies only to GBR bearers. 

The MBR applies to both GBR and Non-GBR bearers.

NOTE: 
Whether the ARP should be signaled from the MME/UPE to the eNB across S1 or whether it can be pre-configured as part of a traffic handling behavior is FFS. If signaled then the ARP applies to both GBR and Non-GBR bearers. 

NOTE: 
A precise and clear definition of the meaning of the QoS parameters GBR, MBR, and ARP is left FFS.


The DiffService Service Class shall be signalled across S7. The REL-5 “QoS classes” (as defined in TS 29.207) may be considered obsolete.
In the target roaming architecture the DiffServ Service Class shall be signalled across S9.
Annex B:
Service Classes based on DiffServ Concepts
The table below provides a behaviour view for traffic serviced by each service class defined in [1]. The traffic characteristics column defines the characteristics and profile of flows serviced and the tolerance to loss, delay and jitter columns define the treatment the flows will receive. End-to-end quantitative performance requirements may be obtained from ITU-T Recommendation Y.1541 and Y.1540.
    -------------------------------------------------------------------

   |Service Class  |                              |    Tolerance to    |

   |    Name       |  Traffic Characteristics     | Loss |Delay |Jitter|

   |===============+==============================+======+======+======|

   |   Network     |Variable size packets, mostly |      |      |      |

   |   Control     |inelastic short messages, but |  Low |  Low | Yes  |

   |               | traffic can also burst (BGP) |      |      |      |

   |---------------+------------------------------+------+------+------|

   |               | Fixed size small packets,    | Very | Very | Very |

   |  Telephony    | constant emission rate,      |  Low |  Low |  Low |

   |               | inelastic and low rate flows |      |      |      |

   |---------------+------------------------------+------+------+------|

   |   Signalling  | Variable size packets, some  | Low  | Low  |  Yes |

   |               | what bursty short lived flows|      |      |      |

   |---------------+------------------------------+------+------+------|

   |  Multimedia   | Variable size packets,       | Low  | Very |      |

   | Conferencing  | constant transmit interval,  |  -   | Low  | Low  |

   |               |rate adaptive, reacts to loss |Medium|      |      |

   |---------------+------------------------------+------+------+------|

   |   Real-Time   | RTP/UDP streams, inelastic,  | Low  | Very | Low  |

   |  Interactive  | mostly variable rate         |      | Low  |      |

   |---------------+------------------------------+------+------+------|

   |  Multimedia   |  Variable size packets,      |Low - |Medium|  Yes |

   |   Streaming   | elastic with variable rate   |Medium|      |      |

   |---------------+------------------------------+------+------+------|

   |   Broadcast   | Constant and variable rate,  | Very |Medium|  Low |

   |     Video     | inelastic, non bursty flows  |  Low |      |      |

   |---------------+------------------------------+------+------+------|

   |  Low-Latency  | Variable rate, bursty short-  | Low  |Low - |  Yes |

   |      Data     |  lived elastic flows         |      |Medium|      |

   |---------------+------------------------------+------+------+------|

   |      OAM      |  Variable size packets,      | Low  |Medium|  Yes |

   |               |  elastic & inelastic flows   |      |      |      |

   |---------------+------------------------------+------+------+------|

   |High-Throughput| Variable rate, bursty long-  | Low  |Medium|  Yes |

   |      Data     |   lived elastic flows        |      |- High|      |

   |---------------+------------------------------+------+------+------|

   |   Standard    | A bit of everything          |  Not Specified     |

   |---------------+------------------------------+------+------+------|

   | Low-Priority  | Non-real-time and elastic    | High | High | Yes  |

   |      Data     |                              |      |      |      |

    -------------------------------------------------------------------

Note: A "Yes" in the jitter-tolerant column implies that data is buffered in the endpoint, and a moderate level of network-induced variation in delay will not affect the application. Applications that use TCP as a transport are generally good examples. Routing protocols and peer-to-peer signalling also fall in this class; while loss can create problems in setting up calls, a moderate level of jitter merely makes call placement a little less predictable in duration.
Annex C:
DSCP to Service Class Mapping
The table below defines the RECOMMENDED relationship between service classes and DS codepoint(s) assignment with application examples. The IETF draft [1] RECOMMENDS that this relationship be preserved end to end.
    ------------------------------------------------------------------

   |   Service     |  DSCP   |    DSCP     |       Application        |

   |  Class name   |  name   |    value    |        Examples          |

   |===============+=========+=============+==========================|

   |Network Control|  CS6    |   110000    | Network routing          |

   |---------------+---------+-------------+--------------------------|

   | Telephony     |   EF    |   101110    | IP Telephony bearer      |

   |---------------+---------+-------------+--------------------------|

   |  Signalling   |  CS5    |   101000    | IP Telephony signalling  |

   |---------------+---------+-------------+--------------------------|

   | Multimedia    |AF41,AF42|100010,100100|   H.323/V2 video         |

   | Conferencing  |  AF43   |   100110    |  conferencing (adaptive) |

   |---------------+---------+-------------+--------------------------|

   |  Real-Time    |  CS4    |   100000    | Video conferencing and   |

   |  Interactive  |         |             | Interactive gaming       |

   |---------------+---------+-------------+--------------------------|

   | Multimedia    |AF31,AF32|011010,011100| Streaming video and      |

   | Streaming     |  AF33   |   011110    |   audio on demand        |

   |---------------+---------+-------------+--------------------------|

   |Broadcast Video|  CS3    |   011000    |Broadcast TV & live events|

   |---------------+---------+-------------+--------------------------|

   | Low-Latency   |AF21,AF22|010010,010100|Client/server transactions|

   |   Data        |  AF23   |   010110    | Web-based ordering       |

   |---------------+---------+-------------+--------------------------|

   |     OAM       |  CS2    |   010000    |         OAM&P            |

   |---------------+---------+-------------+--------------------------|

   |High-Throughput|AF11,AF12|001010,001100|  Store and forward       |

   |    Data       |  AF13   |   001110    |     applications         |

   |---------------+---------+-------------+--------------------------|

   |    Standard   | DF (CS0)|   000000    | Undifferentiated         |

   |               |         |             | applications             |

   |---------------+---------+-------------+--------------------------|

   | Low-Priority  |  CS1    |   001000    | Any flow that has no BW  |

   |     Data      |         |             | assurance                |

    ------------------------------------------------------------------

Note: Default Forwarding (DF) and Class Selector 0 (CS0) provide equivalent behaviour and use the same DS codepoint '000000'.

Annex D:
QoS Mechanisms for each Service Class
The table below provides a summary of DiffServ QoS mechanisms that SHOULD be used for the defined service classes. Based on what applications/services that need to be differentiated, network administrators can choose the service class(es) that need to be supported in their network. The RECOMMENDED relationship between service classes and DS codepoint(s) assignment with application examples. The IETF draft [1] RECOMMENDS that this relationship be preserved end to end.

    ------------------------------------------------------------------

   |  Service      | DSCP | Conditioning at   |   PHB   | Queuing| AQM|

   |   Class       |      |    DS Edge        |  Used   |        |    |

   |===============+======+===================+=========+========+====|

   |Network Control| CS6  | See Section 3.1   | RFC2474 |  Rate  |Yes |

   |---------------+------+-------------------+---------+--------+----|

   |   Telephony   |  EF  |Police using sr+bs | RFC3246 |Priority| No |

   |---------------+------+-------------------+---------+--------+----|

   |   Signalling  | CS5  |Police using sr+bs | RFC2474 |  Rate  | No |

   |---------------+------+-------------------+---------+--------+----|

   |   Multimedia  | AF41 |  Using two-rate   |         |        | Yes|

   | Conferencing  | AF42 |three-color marker | RFC2597 |  Rate  | per|

   |               | AF43 | (such as RFC2698) |         |        |DSCP|

   |---------------+------+-------------------+---------+--------+----|

   |   Real-Time   | CS4  |Police using sr+bs | RFC2474 |  Rate  | No |

   |   Interactive |      |                   |         |        |    |

   |---------------+------+-------------------+---------|--------+----|

   |  Multimedia   | AF31 |  Using two-rate   |         |        | Yes|

   |  Streaming    | AF32 |three-color marker | RFC2597 |  Rate  | per|

   |               | AF33 | (such as RFC2698) |         |        |DSCP|

   |---------------+------+-------------------+---------+--------+----|

   |Broadcast Video| CS3  |Police using sr+bs | RFC2474 |  Rate  | No |

   |---------------+------+-------------------+---------+--------+----|

   |    Low-       | AF21 | Using single-rate |         |        | Yes|

   |    Latency    | AF22 |three-color marker | RFC2597 |  Rate  | per|

   |    Data       | AF23 | (such as RFC2697) |         |        |DSCP|

   |---------------+------+-------------------+---------+--------+----|

   |     OAM       | CS2  |Police using sr+bs | RFC2474 |  Rate  | Yes|

   |---------------+------+-------------------+---------+--------+----|

   |    High-      | AF11 |  Using two-rate   |         |        | Yes|

   |  Throughput   | AF12 |three-color marker | RFC2597 |  Rate  | per|

   |    Data       | AF13 | (such as RFC2698) |         |        |DSCP|

   |---------------+------+-------------------+---------+--------+----|

   |   Standard    | DF   | Not applicable    | RFC2474 |  Rate  | Yes|

   |---------------+------+-------------------+---------+--------+----|

   | Low-Priority  | CS1  | Not applicable    | RFC3662 |  Rate  | Yes|

   |     Data      |      |                   |         |        |    |

    ------------------------------------------------------------------

Notes:

· Conditioning at DS edge, means that traffic conditioning is performed at the edge of the DiffServ network where untrusted user devices are connected or between two DiffServ networks.

· "sr+bs" represents a policing mechanism that provides single rate with burst size control.

· The single-rate three-color marker (srTCM) behavior SHOULD be equivalent to RFC 2697 and the two-rate three-color marker (trTCM) behavior SHOULD be equivalent to RFC 2698.

· The PHB for Real-Time Interactive service class SHOULD be configured to provide high bandwidth assurance.  It MAY be configured as a second EF PHB that uses relaxed performance parameters and a rate scheduler.

· The PHB for Broadcast Video service class SHOULD be configured to provide high bandwidth assurance.  It MAY be configured as a third EF PHB that uses relaxed performance parameters and a rate scheduler.

· In network segments that use IP precedence marking, only one of the two service classes can be supported, High Throughput Data or Low Priority Data.  [1] RECOMMENDS that the DSCP value(s) of the unsupported service class to be changed to 000xx1 on ingress and changed back to original value(s) on egress of the network segment that uses precedence marking.  For example, if Low Priority Data is mapped to Standard service class, then 000001 DSCP marking MAY be used to distinguish it from Standard marked packets on egress.
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