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Abstract of the contribution:

This paper recommends the use of per-packet Drop Precedence (DP) indication. In addition it concludes that there is no need for S1 flow control if the eNodeB is provided with sufficient information for intelligent packet dropping. This is basically a resubmission of S2-062247.
1.
DiffServ provisions for Drop Precedence
The Assured Forwarding DSCP markings (AF4x, AF3x, AF2x and AF1x) contain a two-bit Drop Precedence (DP) indicator. The “x” in the AFyx is precisely the DP indicator and can take three different values (1, 2, 3). For the purpose of this paper we will refer to these three values as colours: green, yellow and red. The packets can be coloured either by the application (e.g. a video application may mark less important video frames as “yellow”) or by the DifServ edge conditioner based on parameters such as GBR, MaxBR or other.
The main purpose of the DP bits is to assist the IP routers on the path for “intelligent packet dropping”. Note: by “intelligent packet dropping” in this paper we refer to a active queue management technique that takes into account any DP indication carried within the packet. E.g. in case of congestion any “red” packets will typically be discarded before any “yellow” packets which will typically be discarded before any “green” packets. Another feature of the “intelligent packet dropping” is that it takes place at the IP packet level (this note is important only for systems that do segmentation at L2 e.g. ATM or typical radio RLC/MAC protocols, because in such systems it is also possible to do “unintelligent dropping” at segment level).
In this paper it is argued that the DP information should be provided to the eNodeB on per-packet basis so that the eNodeB can do the “intelligent packet dropping”. Thanks to this it is argued that there is no need for S1 Flow Control. We note here that RAN3 have already agreed that there shall be no S1 Flow Control (refer to Section 7.1.6 in [1]).
2.
The HSDPA Example
HSDPA relies on a credit-based Flow Control mechanism across Iub. That is, at normal operation the eNodeB periodically provides transmission credits to the SRNC. When the NodeB buffers experience build-up (e.g. due to congestion on the radio) the eNodeB may request the SRNC to reduce or stop the transmission. This will then result in a buffer build-up in the RNC, forcing it to make one of the following actions: transport channel switching (to DCH), handover to another cell, radio bearer release or packet dropping.
In this paper we focus on the latter. It is true that the RNC is better suited to do packet dropping than the NodeB because it can do it at packet level (above PDCP). In addition, the RNC may also be aware of DSCP markings (at least, in theory) and inspect DP bits when dropping packets.

Following this logic in today’s UMTS, it may be argued that the same Iub Flow Control and RNC packet dropping model should be used for SAE by replacing NodeB and RNC with eNodeB and UPE, respectively.

However, there is an important difference. In the HSDPA case:
1) the PDUs carried across Iub correspond to segmented IP packets (cf. this is comparable to ATM where IP packets are segmented into ATM cells);
2) the PDUs carried across Iub have no DP indication.

As discussed in the introduction, these two are important enablers for “intelligent packet dropping”. This is why in HSDPA it makes sense to propagate a backpressure signal to the RNC, so that the latter can do more intelligent packet dropping then the NodeB.

Now, for SAE we do not expect to see any segmentation on the S1 (in theory there may be some segmentation at transport layer, but this segmentation is transparent to the UPE and the eNodeB). As a consequence, one S1 PDU always matches one IP packet. Furthermore, we expect (and propose) that DP indications are sent along with each S1 PDU. In this manner, the eNodeB has sufficient information for doing the “intelligent packet dropping” itself.

The advantage of packet dropping in the eNodeB is that it reacts instantaneously on buffer build-ups, whereas any S1 flow control would incur some latency, whose detrimental effect on the overall resource utilisation should be proportional to the data rates and traffic burstiness.
In any case, it is difficult to imagine how the UPE could do any “more intelligent” packet dropping than the eNodeB, since the eNodeB has the same information as the UPE.
3.
Proposal
It is proposed to agree that:

· Drop Precedence information shall be provided on per-packet basis (or more precisely “on per-S1-PDU basis”);
· S1 flow control is not required and delete the FFS from the table on CN-RAN split (Section 7.4).
References
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Annex: Proposed text changes
7.4
Radio Access Network – Core Network Functional Split

This clause describes the allocation of functions to either the RAN or the CN.

Table 1: RAN-CN functional split

	Location:

High-level Function:
	EnodeB
	Above EnodeB
	Comments

	Radio resource management
	X
	
	

	Policy Decision
	
	X
	

	Admission/commitment of requested or downgrade to available radio resources
	X
	
	Includes appropriate RAN capabilities and RAN transport resources

	Admission/commitment of network resources
	
	X
	Transport network resources outside RAN

	Authorisation of QoS based on subscription/service
	
	X
	

	Uplink packet Classification
	
	
	Done by UE.

	Uplink packet re-classification based on operator administered subscriber policies
	
	X
	

	Uplink packet re-classification based on subscription independent serving operator policies for the transport
	X
	
	If needed and visible. e.g. Mapped from radio bearer. 

	Uplink QoS policy enforcement of negotiated QoS 
	X
	
	E.g. by scheduling. (does not include packet marking, QoS Authorisation).

	Downlink packet classification
	
	X
	Does not include radio QoS (by definition done in RAN).

	Downlink QoS policy enforcement of negotiated QoS 
	
	X
	

	Attach, Subscriber & Key Management, Authentication and Authorisation
	
	X
	

	Location management, Paging, Intra-radio access mobility in LTE_IDLE
	
	
	

	-
Indicate cell information (PLMN-ID, tracking area-ID, radio parameters) to UE for cell/PLMN selection in LTE_IDLE
	X
	
	It is FFS if the PLMN-ID should be subdivided. 

	-
Accept/deny UE's location (tracking area) in LTE_IDLE
	
	X
	In the case of MOCN shared network configuration, each CN operator must be able to configure its own roaming agreements.

	-
Store UE's location (tracking area) in LTE_IDLE
	
	X
	For paging inactive UEs and for recovery

	-
Initiation (trigger) of Paging of LTE_iDLE UEs within tracking area
	
	X
	

	-
Local Storage of subscriber information about allowed PLMNs and location restrictions within PLMN 
	
	X
	To decide on tracking areas allowed for UE/user

	Radio channel coding
	X
	
	

	Integrity protection terminating in UE 
	
	
	

	-
For user plane data
	-
	-
	As yet, not required to be provided by the "access system".

	-
For CN signalling
	
	X
	

	-
For RAN signalling
	FFS
	
	Same as the location of the RAN signalling termination.

	Ciphering terminating in UE
	
	
	

	-
For user plane data
	
	X
	

	-
For CN signalling
	
	X
	

	-
For RAN signalling
	If needed
	
	The requirements for RAN signalling encryption need to be clarified.

	IP Header compression between UE and network
	
	X
	It is agreed that, within the network, IP Header Compression is performed in between the User Plane Encryption functionality and the Flow Based Charging functionality.

	Intra-radio access mobility in LTE_ACTIVE
	
	
	

	-
Determine allowed tracking areas and PLMNs for handover in LTE_ACTIVE
	
	X
	Derived from subscription and provided to RAN. 

	-
Guiding the measurement process within UE for handovers in LTE_ACTIVE
	FFS
	FFS
	 Same as the location of the RAN signalling termination.

	-
Decision for intra access system handover in LTE_ACTIVE
	FFS
	FFS
	Same as the location of the RAN signalling termination.

	-
Path switch/mobility anchor for intra access system handover in LTE_ACTIVE
	
	X
	

	-
Support for lossless HO (E.g. Downlink duplication, Packet forwarding or Anchor)
	FFS
	FFS
	If needed, check requirements with SA1

	-
Support for seamless HO (E.g. Downlink duplication, packet forwarding or Anchor)
	FFS
	FFS
	Sufficiently good for voice HO

	-
Transfer of UE specific contexts for handover of LTE_ACTIVE UEs
	FFS
	FFS
	

	Radio protocols (HARQ, scheduling etc.)
	X
	
	

	Charging
	
	X
	

	IP Address Allocation
	
	X
	

	Roaming 
	
	X
	

	Local breakout
	
	X
	

	Inter-Radio Access mobility, (3GPP <> 3GPP RAT) in LTE_ACTIVE
	
	
	

	-
Determine tracking areas and PLMNs allowed for handover in LTE_ACTIVE
	
	X
	Derived from subscription

	-
Guiding the measurement process within UE for handovers in LTE_ACTIVE
	FFS
	FFS
	Same as the location of the RAN signalling termination.

	-
Decision for inter access system handover in LTE_ACTIVE
	FFS
	FFS
	Based on measurements and potentially resource availability, blind handover could also be possible.

Same as the location of the RAN signalling termination.

	-
Path switch/mobility anchor for inter access system handover in LTE_ACTIVE
	
	X
	

	-
Transfer of UE specific contexts for handover of LTE_ACTIVE UEs
	FFS
	FFS
	GRPS core and LTE MME/UPE need to exchange UE specific data for both CN specific context and Radio specific information.

	Inter-Radio Access mobility, (3GPP <> non-3GPP RAT) in LTE_ACTIVE
	
	
	FFS in SA2, includes e.g. I-WLAN

	Inter-Radio Access mobility (3GPP <> 3GPP RAT) in LTE_IDLE
	
	
	UTRAN, eUTRAN and GERAN

	-
Indicate cell information (PLMN-ID, tracking area-ID, radio parameters) to UE for cell/PLMN selection in LTE_IDLE
	X
	
	

	-
Accept/deny and store UE's location (tracking area) in LTE_IDLE
	
	X
	

	-
Initiation of Paging of LTE_IDLE UEs within tracking area
	
	X
	

	-
Local Storage of subscriber information about allowed PLMNs and location restrictions within PLMN 
	
	X
	To decide on tracking areas allowed for UE/user

	Inter-Radio Access mobility (3GPP <> non-3GPP RAT) in LTE_IDLE
	
	
	FFS in SA2, includes e.g. I-WLAN

	Access system selection
	FFS
	X
	

	Load sharing among RATs
	
	
	Solutions for load sharing among RATs are FFS.

	Lawful intercept
	
	X
	

	Positioning
	X
	X
	

	Flow Control and buffering
	
	
	no need for Flow Control functionality across S1

	MBMS
	X
	X
	

	NOTE 1:
Packet Re-classification and QoS Enforcement at operator interconnect are done in CN if needed.

NOTE 2:
transcoding has been considered and the conclusion is that it is handled on the Application level (IMS), and hence not in RAN or CN.

NOTE 3:
The function "reporting of unsent data volume" has been discussed. It has been agreed that there are no clear requirements to have this function included in the RAN-CN functional split table at this point. It can be added to the table and supported in the Evolved Architecture if sufficient reasons, e.g. significant charging impacts, are presented later on.


************************************ NEXT CHANGE *************************************
7.12.5
Granularity of QoS Control 
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Figure 7.12-2 Two Unicast SAE Bearers Each Consisting of one SAE Radio Bearer and one SAE Access Bearer

A Service Data Flow (SDF) is an aggregate set of packet flows (see TS 23.203). An UpLink Packet Filter (ULPF) in the UE binds an SDF to an SAE Bearer in the uplink direction, and a DownLink Packet Filter (DLPF) in the PCEF binds an SDF to an SAE Bearer in the downlink direction. 

Each unicast SAE Bearer is associated with one UE and one label (see section 7.12.6). 

There is a one-to-one mapping between an SAE Radio Bearer and an SAE Access Bearer.

An SAE Bearer (i.e., the corresponding SAE Radio Bearer and SAE Access Bearer) is the level of granularity for QoS control in an SAE/LTE access system. That is, SDFs mapped to the same SAE Bearer receive the same treatment (e.g,, scheduling principle). Providing different QoS to two SDFs thus requires that a separate SAE Bearer is established for each SDF. 
The S1 PDUs shall carry information for differentiated packet discarding at the eNodeB (cf. the Drop Precedence bits in DSCP markings).
************************************ NEXT CHANGE *************************************
7.12.8
Identified Open Issues

· FFS: UE-initiated bearer establishment procedure needed for SAE/LTE?

· FFS: Tunnel protocol on S1?

· 
· FFS: Can SDFs from different PDNs be multiplexed onto the same SAE Bearer?

· FFS: Allow QoS negotiation between eNB and MME/UPE at bearer establishment / modification?

· FFS: For operator-controlled services: SAE/LTE supports only Network-Initiated Bearers (establishment + modification)?
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