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Abstract of the contribution:

The existing Stage 3 specifications have gaps with respect to handling of requests where the Request URI contains the SIP Representation of an E.164 number, such that in some cases requests may not be routed appropriately, and as a result, requests may fail. Given that possible solutions to this problem could result in new responsibilities on different components (and hence impact the architecture), SA2 input is requested on solution direction. Several possible solutions are described for consideration.

1.0 Problem Background

There are two possible URI (Uniform Resource Identifier) representations for an E.164 number:

· A Tel URI in the form tel:+<e.164>. For example: tel:+16135551212

· A SIP URI in the form sip:+<e.164>@<domain>;user=phone. For example: sip:+16135551212@someoperator.com;user=phone

As an example of usage of these representations, current stage 3 IMS specifications allow both representations to be included in a P-Asserted-Identity header. For example, 3GPP TS 29.163 allows an MGCF to insert a P-Asserted-Identity Header of either representation, based on operator policy. 

As such, it can be expected that a UE may originate a SIP request with a Request URI that may contain a URI in either of the above representations. (The UE may have obtained either form of URI in the P-Asserted-Identity in an incoming request, and used the URI in a callback scenario for example). The UE could also choose to directly use either the Tel URI or the SIP URI representation of an E.164 number. The network must be prepared to handle both representations, and route appropriately such that the request terminates on the correct destination.

However, the mechanisms for dealing with a request containing a Request URI with the SIP representation of an E.164 number are currently not specified, and in some cases, based on the current procedures, will not be handled appropriately or consistently, resulting in call failure.

Specifically, consider the case where the Request URI contains an E.164 number in the SIP URI representation, where the <domain> is a domain of the home network, and where the E.164 number is a number in the PSTN network or belongs to a peer network. This could occur if the UE used the SIP URI representation of an E.164 number, but unaware of the actual domain, set the domain in the URI to be the home domain, expecting the home network to determine the actual domain and route accordingly. Another case where this could occur would be if, on an incoming call, the MGCF populated a P-Asserted-Identity with the SIP URI representation of an E.164 number, and used the home domain to populate the host portion of the SIP URI, and a UE subsequently used this URI in a callback scenario. (Note: MGCF procedures appear vague on how the host portion is to be populated)

· In existing procedures in 3GPP TS 24.229, originating S-CSCF procedures would not perform an ENUM query based on the E.164 Number, since the URI is a SIP URI. The request would be routed based on the domain contained in the SIP URI.

· The request would be received by an I-CSCF in the home network. In Release 7, the I-CSCF converts the SIP URI into the Tel URI representation of an E.164 number, and then performs a User Location Query using the Tel URI. Since the E.164 number is a PSTN or peer Network number that does not belong to the IMS network, the query will return an error, and the request will not be routed appropriately. There are no I-CSCF procedures that call for any subsequent handling that would properly route the call.

2.0 Solution Options

The following are the solutions that were considered.  The CableLabs proposed solution is discussed first, followed by two alternatives.

2.1 Proposed Solution

2.1.1 I-CSCF Enhancements when User Location Query Fails

This option proposes that the I-CSCF procedures be enhanced on User Location Query, as follows:

When an I-CSCF User Location Query to the HSS fails, and the original Request URI contained the SIP or Tel Representation of an E.164 number, the I-CSCF subsequently attempts translation of the E.164 address in the URI to a globally routable SIP URI using an ENUM/DNS translation mechanism. The request is then routed based on the results of the translation: If this translation fails, the request may be forwarded to a BGCF to allow routing to the PSTN, or optionally an indication of failure may be given to the originator, based upon network operator configuration. If the translation succeeds, the Request URI is updated and the request is routed based on the globally routed SIP URI that was obtained.

Note that in addition to addressing the specific scenarios under discussion in this document, this solution could have broader applicability in addressing a number of other cases (for example a case where a call has been misdirected into the IMS network from the PSTN).

2.2 Other Considered Solutions

2.2.1 S-CSCF Performs ENUM Query for SIP Representation of E.164 Numbers, for Home Network Domains

This option proposes enhancements to originating S-CSCF procedures, as follows:

When an originating S-CSCF receives an originating request with a Request URI containing the SIP representation of an E.164 number, and the domain in the SIP URI is known by the S-CSCF to belong to the home network, the S-CSCF attempts translation of the E.164 address in the SIP URI to a globally routable SIP URI using an ENUM/DNS translation mechanism. If this translation fails, the request may be forwarded to a BGCF to allow routing to the PSTN. If this translation succeeds, the Request URI is updated and the request is routed based on the globally routed SIP URI that was obtained. (Note that these enhancements would make handling of this case equivalent to the handling of a Tel URI) 

Note that this enhancement would require the S-CSCF to be aware of the domain(s) that belong to the home network, for which it should undertake the above procedures.  

The S-CSCF should not perform the ENUM query if the domain does not belong to the home network. If the E.164 number is not in ENUM, the request could be routed through the PSTN network unnecessarily. Responsibility for handling the number belongs to the domain in the SIP URI.

2.2.2 I-CSCF Passes Request Back to the S-CSCF when User Location Query Fails

This option proposes that the I-CSCF procedures be enhanced on User Location Query failure, as follows:

When an I-CSCF User Location Query fails, and the original Request URI contained the SIP Representation of an E.164 number, the I-CSCF returns an error code back to the requestor. In this case the S-CSCF would act on the error code, and attempt translation of the E.164 address in the SIP URI to a globally routable SIP URI using an ENUM/DNS translation mechanism. The request is then routed based on the results of the translation.

3.0 Solution Analysis and Recommendation

CableLabs has studied the solution options and recommends the solution entitled “I-CSCF Enhancements when User Location Query Fails”, as documented in Section 2.1.1.  This recommendation is made for the following reasons:

· The proposed solution appears to be the only one that provides a complete solution to the problem.

· The proposed solution does not force the S-CSCF to be aware of the domain(s) that belong to the home network, as required by the first alternative solution entitled “S-CSCF Performs ENUM Query for SIP Representation of E.164 Numbers, for Home Network Domains”, documented in Section 2.2.1.

· The proposed solution is most efficient in terms of number of ENUM queries required.  In the first alternative solution the originating S-CSCF would need to do an ENUM query for every Request URI that is a SIP URI with user=phone, when the domain matches (one of) the home domain(s). This is redundant when the target domain is in fact (one of) the home domain(s), which would be the case for intra-operator calls.  In the proposed solution the I-CSCF needs to do the ENUM dip only for an exception case, where the HSS returns a failure on the Location Query request.

· If the target domain in the SIP URI with user=phone parameter were different than the domain of the originating UE, the request would be routed to the specified domain for processing.  In this scenario, only the proposed solution would suffice.  In other words, the other solution options both rely upon the originating S-CSCF doing an ENUM dip, and this would not be reasonable once the call has been routed out of the originating domain.  An example of this is when the UE receives a SIP URI with user=phone and different domain than the UE’s IMS during an incoming call, and subsequently uses it for call-back purposes.

· The proposed solution prevents additional routing back to the originating S-CSCF that is required by the second alternative solution entitled “I-CSCF Passes Request Back to the S-CSCF when User Location Query Fails”, documented in Section 2.2.2.
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