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1. Introduction
In SA2#52 the TR 23.809 for the One Tunnel feasibility study was updated. This contribution analyses the impact to different functions and characteristics of the baseline Rel-6 architecture. The focus is on the GGSN Proxy alternative, but in some cases other alternatives are also studied for comparative reasons. 

The GGSN Proxy alternative has not been presented in any previous meetings, but it is an enhancement of the Rel-4 One Tunnel solution. It provides both the payload capacity enhancements of SGSN and it provides a future proof evolution of the core network architecture to meet the expected mobile broadband demands in the next coming years.
2. Proposal
It is proposed to add the text below to the TR 23.809.  
6
Impact to Functions and Characteristics

Editors Note: The impact to the Rel-6 PS functions depend on the approach selected for the One Tunnel deployment.  This clause identifies the functions and characteristics of the 3GPP PS system that are potentially impacted. The main impacts of each solution are described. Any comparison between the approaches is found in subsequent clauses after this clause. 

6.1
PDP Context Activation/Deactivation

6.1.1
SGSN controlled bearer optimisation
Editors Note: Text from S2-061417 can be used as basis.
6.1.2
GGSN Bearer relay

To be described.

6.1.3
GGSN Proxy

With a One Tunnel solution according to the GGSN Proxy alternative, a PDP context activation is always done using a direct tunnel between the RNC and a GGSN. For the non-roaming case (the major part of the traffic), this is done in the same way as for the other alternatives. For the roaming case (one or a few percent of the traffic), PDP context activation is done using a GGSN in the VPLMN, which acts a proxy and relays the PDP context activation/deactivation signaling to the GGSN in the HPLMN. This results in a direct tunnel between the RNC and the GGSN (Proxy) in the VPLMN and a normal GTP-U tunnel over the Gp reference point to the GGSN in the HPLMN.

The impact to the PDP context activation and deactivation procedures is minor. The TEID and IP address of the GGSN (GGSN Proxy in the roaming case) is provided by the SGSN to the RNC, and the TEID and IP address of the RNC is provided to the GGSN. No exception to the procedure is done e.g. for charging or LI, and hence the PDP context activation/deactivation procedure is simple and always done by setting up a direct tunnel. See figure below.
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Figure x: PDP context activation enabling direct tunnel in non-roaming case
In the roaming case the SGSN selects a GGSN in its own PLMN to act as a GGSN Proxy, and establishes the GTP-C connection with that GGSN Proxy instead of with the GGSN in the HPLMN. The IP address to the GGSN in the HPLMN is provided by the SGSN in the Create PDP Context Request. The GGSN receives the Create PDP Context Request (step 2a in figure below) and from the presence of the HPLMN GGSN IP address parameter it understands that this subscriber is roaming and that it shall act as a GGSN Proxy. Before it relays the Create PDP Context Request message to the home GGSN, it replaces the SGSN provided tunnel endpoints (UP & CP) with its own tunnel endpoints (on the Gp interface). That way the Gp interface will be the standard interface (see TS 23.060 subclause 9.2.2.1) and the GTP-U and GTP-C tunnels will have been established directly after step 2b and does not have to wait for the RAB assignment to be finished. The acknowledgement of the established RAB including a  possible change of QoS in step 4b, after the RAB assignment, is in line with TS 23.060 subclause 9.2.2.1. 
The use of standard Gp interface between the GGSN Proxy and the GGSN in the HPLMN enables operators to deploy the GGSN Proxy One Tunnel feature without any inter-operator dependencies. 

Figure x: PDP context activation enabling direct tunnel in roaming case
6.2
RAB assignment 

6.2.1
SGSN controlled bearer optimisation
Editors Note: Text from S2-061417 can be used as basis.
6.2.2
GGSN Bearer relay

To be described.

6.2.3
GGSN Proxy


The SGSN provides to the RNC the TEID and user plane address of the GGSN and after SGSN has received TEID and user plane address of RNC it is sent to GGSN. This is depicted in figure X using PDP Context activation as an example. No new messages or information elements is needed, enabling direct tunnel just makes the Update PDP Context Request/Response message pair between SGSN and GGSN mandatory (in Rel-6 it is conditional). 
In the roaming case, the direct tunnel is established to a GGSN Proxy in the same PLMN (see subclause 6.1.3).
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Figure x: PDP context activation enabling direct tunnel.

6.3
RAB release

6.3.1
SGSN controlled bearer optimisation

Editors Note: Text from S2-061417 can be used as basis.
6.3.2
GGSN Bearer relay

To be described.

6.3.3
GGSN Proxy


Whenever the RAB assigned for a PDP context is released (i.e. the PDP context is preserved) the SGSN updates the GTP-U tunnel endpoint in the GGSN to a pre-defined value that is interpreted by the GGSN as “not allocated” (e.g. TEID = 0 and user-plane IP address = 0). If downlink packet(s) arrives to the GGSN for a PDP context where TEID is ‘not allocated’, one or a few packets are buffered and a PDU Notification message is sent to SGSN to start the paging. When the RAB has been re-established and the SGSN has updated the TEID and UP IP address, the GGSN sends any buffered packets to the RNC. 

To avoid having some DL packets in the released RAB case being sent along a different route in the CN than all other DL packets, the preferred method for the GGSN Proxy method is to buffer the packet in the GGSN and use a notification message to initiate paging in the SGSN. Further information in subclause 6.6 Paging. 
In the roaming case, only the GGSN Proxy is updated with a “not allocated” TEID. The GGSN in HPLMN remains unaffected by the RAB release (standard Gp interface to the home GGSN). 
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Figure x: RAB release
6.4
RA Update

6.4.1
SGSN controlled bearer optimisation

To be described.

6.4.2
GGSN Bearer relay

To be described.

6.4.3
GGSN Proxy


For the GGSN Proxy alternative, the RA Update procedure remains consistent and the same regardless if a subscriber is roaming or not. 
The Routing Area Update procedure for the GGSN Proxy alternative is modified in a similar way for this alternative as when a direct tunnel is used for the other alternatives. Basically a new Update PDP Context message needs to be sent to the GGSN if the RNC has changed, to update the RNC tunnel endpoints in the GGSN. For Inter-SGSN RAU, the GGSN Proxy acts as the ‘GGSN’ in the location management procedures described above and in subclause 6.9.2 of TS 23.060. 
6.5
Serving RNS Relocation

6.5.1
SGSN controlled bearer optimisation

To be described.

6.5.2
GGSN Bearer relay

To be described.

6.5.3
GGSN Proxy


For the GGSN Proxy alternative, the SRNS Relocation procedure remains consistent and the same regardless if a subscriber is roaming or not. 
The SRNS Relocation procedure for the GGSN Proxy alternative is modified in a similar way for this alternative as when a direct tunnel is used for the other alternatives. Basically a new Update PDP Context message needs to be sent to the GGSN to update the RNC tunnel endpoints in the GGSN. The GGSN Proxy acts as the ‘GGSN’ in the location management procedures described above and in subclause 6.9.2 of TS 23.060.
6.6
Paging

Editors Note: This sub clause discusses how paging  initiation is done on the reception of a downlink PDU for a mobile in PMM-IDLE. 

6.6.1
SGSN controlled bearer optimisation

To be described.

6.6.2
GGSN Bearer relay

To be described.

6.6.3
GGSN Proxy


Paging is initiated when DL packets arrives at the GGSN, for a PDP context having RNC TEID set to ‘not allocated’. The first DL packet (possibly including subsequent packets) is buffered in GGSN. The GGSN sends a Paging Notification on the existing GTP-C tunnel to the SGSN to start the paging. The SGSN responds by doing a paging and setting up a new RAB. The TEID and IP address of the GGSN is stored in the SGSN and is used when the RAB is re-established.  The new RNC TEID and IP address returned to the SGSN in the RAB establishment is then provided to the GGSN, and the GGSN can start to send DL packets. The first packets it sends are the buffered packets.
The Paging Notification message is a new message. It has some similarities to the existing PDU Notification message, but the Paging Notification is sent on an already existing GTP-C tunnel. The PDU Notification if different in that there is no GTP-C tunnel or PDP Context that can be used, as the purpose in that case is to create a PDP Context. In the Paging Notification case a PDP context already exists, and the purpose is to re-establish a released user plane. 
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Figure x: Paging Notification
6.7
Transport Network protocol

Editors Note: This sub clause discusses of how the different Transport Network options supported on the Gn and Iu-PS interfaces will be handled when direct tunnel is used.

6.7.1
SGSN controlled bearer optimisation

To be described.

6.7.2
GGSN Bearer relay

To be described

6.7.3
GGSN Proxy


The GGSN Proxy doesn’t differ from other alternatives when it comes to the Transport Network options on the Gn and Iu interfaces. That is, to avoid any backwards compatibility issues and/or inter-working problems while minimizing the impacts to both the CN and UTRAN the GGSN Proxy should provide a) the ATM transport option; b) the IP transport option.
6.8
Relay function support

Editors note: The relay function of a network node transfers the PDP PDUs received from the incoming link to the appropriate outgoing link.

6.8.1
SGSN controlled bearer optimisation

To be described.

6.8.2
GGSN Bearer relay

To be described.

6.8.3
GGSN Proxy


For the GGSN Proxy alternative no impact is expected to the Relay function at the RNC and the GGSN (Proxy). At the SGSN the Relay function may be optionally removed. 
6.9
Encapsulation function support

Editors note: Encapsulation is the addition of address and control information to a data unit for routeing packets within and between the PLMN(s). Decapsulation is the removal of the addressing and control information from a packet to reveal the original data unit.In 3G, two different encapsulation schemes are used; one for the backbone network between two GSNs and between an SGSN and an RNC.

6.9.1
SGSN controlled bearer optimisation

To be described.

6.9.2
GGSN Bearer relay

To be described.

6.9.3
GGSN Proxy


For the GGSN Proxy alternative no impact is expected to the Encapsulation function at the RNC, the SGSN , or the GGSN (Proxy). 
6.10
Error Indication


6.10.1
SGSN controlled bearer optimisation

To be described.


6.10.2
GGSN Bearer relay

To be described.


6.10.3
GGSN Proxy


When an Error Indication is received by the RNC on the direct tunnel from a GGSN, an OTS specific Error Indication shall be sent to SGSN on the signaling connection for the concerned PDP Context. According to TS 23.060 subclause 13.8.3, the SGSN shall then mark the related PDP context as invalid and send a Deactivate PDP Context Request message to the MS. The MS may then reactivate the PDP context.
When an Error Indication is received by the GGSN Proxy on the direct tunnel from an RNC, an OTS specific Error Indication shall be sent to SGSN on the signaling connection (GTP-C tunnel) for the concerned PDP Context. According to TS 23.060 subclause 13.8.6, the SGSN shall then locally release the RAB. The SGSN should preserve the associated PDP context. The SGSN may initiate the RAB Assignment procedure in order to re-establish the RAB.
6.11
Firewalls towards external inter-operator networks

To be described.

6.11.1
SGSN controlled bearer optimisation

To be described.

6.11.2
GGSN Bearer relay

To be described.

6.11.3
GGSN Proxy

To be described.

6.12
Network separation and topology hiding

To be described.

6.12.1
SGSN controlled bearer optimisation

To be described.

6.12.2
GGSN Bearer relay

To be described.

6.12.3
GGSN Proxy


The GGSN Proxy solution increases security by allowing topology hiding (only GGSN Proxies exposed to external networks) and making it possible to separate the external (GRX) network from the operator’s Gn and Iu networks. This may also allow an operator to use a private address domain for the Gn and Iu subnetworks. 
6.13
Traffic routing in Core Network

6.13.1
SGSN controlled bearer optimisation

To be described.

6.13.2
GGSN Bearer relay

To be described.

6.13.3
GGSN Proxy

The user plane traffic in a network built using the GGSN Proxy solution will always be routed in the same way in the operators’ core network. Regardless of LI, Charging used , etc. This may for example facilitate traffic management in the CN, and the use of different supplementary probes (e.g. for monitoring, charging etc), and other nodes intervening the traffic (e.g. firewalls, proxies etc).  

6.14
Camel support

6.14.1
SGSN controlled bearer optimisation

Editors Note: Text from S2-061695 can be used as basis.
6.14.2
GGSN Bearer relay

Editors Note: Text from S2-061620 can be used as basis.
6.14.2
GGSN Proxy


To simplify the architecture it is assumed that the One Tunnel and the CAMEL feature does not need to be compatible, i.e. deployed simultaneously in an operators’ network. This is based on the assumption that in the timeframe when One Tunnel will be deployed on the market, the large majority of operators should have migrated to the new GGSN based charging possibilities that have been developed in the recent 3GPP releases, including the GGSN based on-line charging functions. For operators still using CAMEL in that timeframe, other possibilities for handling the increased 3G HSPA traffic should also be available, e.g. capacity upgrade of SGSN. 
6.15
Lawful Interception support
Editor’s Note: A deeper analysis of the implications on Lawful Intercept for the different alternatives should be done by WG SA3-LI.
6.15.1
SGSN controlled bearer optimisation

Editors Note: Text from S2-061695 can be used as basis.
6.15.2
GGSN Bearer relay

To be described.

6.15.3
GGSN Proxy


With the GGSN Proxy solution, the GGSN may provide a single point in the network where lawful intercept is done for both roaming and non-roaming traffic. Both the visited and home operator will have the ability to perform lawful intercept in their networks using a single node (the GGSN). Some control plane related information such as SMS and MM-related information does still need to be collected in the SGSN though.
6.16
Charging support

6.16.1
SGSN controlled bearer optimisation

To be described.

6.16.2
GGSN Bearer relay

To be described.

6.16.3
GGSN Proxy


With the GGSN Proxy solution, the GGSN may become a single point in the network where charging is done for both roaming and non-roaming traffic. Both the visited and home operator will have charging control and policy control over roaming and non-roaming in their networks.  
6.17
Legacy GGSN support

6.17.1
SGSN controlled bearer optimisation

To be described.

6.17.2
GGSN Bearer relay

To be described.

6.17.3
GGSN Proxy

To be described.

6.18
Roaming support

6.18.1
SGSN controlled bearer optimisation

Direct tunnel is not used and visited SGSN provide local charging functions roaming traffic as today. This can be configured per APN basis 

6.18.2
GGSN Bearer relay

Roaming is supported with xGGSN as a relay between VPLMN SGSN and HPLMN GGSN.

6.18.3
GGSN Proxy

Roaming is supported with the GGSN Proxy as a relay between VPLMN SGSN and HPLMN GGSN. The GGSN Proxy acts as an SGSN towards the HPLMN GGSN and the normal Gp interface is used between operators as today.

Next change

8
Impacts to other functionalities

8.1
Charging

Editor’s Note:  This subclause may be replaced by description in clause 6.

8.2
Camel

Editor’s Note:  This subclause may be replaced by description in clause 6.

8.3
Lawful interception

Editor’s Note:  This subclause may be replaced by description in clause 6.

8.4
Security




The GGSN Proxy solution increases security by allowing topology hiding (only GGSN Proxies exposed to external networks) and making it possible to separate the external (GRX) network from the operator’s Gn and Iu networks. This may also allow an operator to use a private address domain for the Gn and Iu subnetworks. 
8.5
Iu-Flex 




When GGSN Proxy solution is used, the Iu-flex function is not affected. When a new subscriber attaches or roams into a PLMN, an SGSN in the pool is selected by the RNC very early in the procedure. The selected SGSN will then establish direct tunnels for all non-roaming, in the same way as the SGSN controlled bearer optimization solution establishes direct tunnels. For the fraction of traffic which is roaming traffic, the selected SGSN will also establish direct tunnels but to a GGSN Proxy it selects. No impact on Iu-flex for neither case has been identified.
8.6
Network sharing




Presumed no impact when the GGSN Proxy solution is used.

8.7
MBMS


Presumed no impact. However would be reasonable to optimize the MBMS user plane for the same reason that justifies One Tunnel.
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