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Introduction

Several alternatives have been discussed in SA2 for mobility between 3GPP and Non-3GPP systems. It has been agreed that the mobility solutions will be based on IP layer mobility. In this document, we present a mechanism for mobility between 3GPP and Non-3GPP systems with possibility of backward handover.
System Architecture 
We consider that there exist separate 3GPP and Non-3GPP anchors. The 3GPP anchor could be co-located with the Non-3GPP Anchor as a single Inter AS Anchor or could be a combined UPE and GGSN. 
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Figure 1: Inter 3GPP and 3GPP-Non 3GPP Mobility

In this document we present a means for backward handover for mobility between 3GPP and Non-3GPP systems. The MIP or other IP layer mobility management procedures only specify means for staying connected after change in the IP subnet. However, it is also essential to discuss means for backward handover, for example optimizing the security mode procedures or reservation of resources in the target access system. In this document we discuss means to optimize the security mode procedures
Mobility between 3GPP and Non-3GPP systems with backward handover

We consider AAA based authentication in Non-3GPP access systems. We first explain a generic procedure and then as a specific example, present a procedure for LTE-IWLAN Handover. The generic procedure for handover from 3GPP to Non 3GPP systems is shown in Figure 2. In this procedure the 3GPP network is considered the home network for the UE.
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Figure 2: Generic Approach for backward handover from 3GPP to Non 3GPP access systems
The detailed explanation of the flows in Figure 2 is as follows:
1. The handover decision is made by the 3GPP network.

2. The 3GPP anchor sends an HO request command to the Home AAA. This message can contain the permanent UE identity, e. g., NAI, and parameters to identify the Non 3GPP access gateway. The parameters could depend on the type of non 3GPP access system. For example, for IWLAN, this parameter could be the W-APN.

3. The AAA server sends an HO preparation message to the Non 3GPP aGW after identifying the appropriate Non 3GPP aGW. This message can contain parameters related to UE security context, e. g.,  derived keys from the active keys. This step is FFS

4. The aGW responds with an HO Response. To enable fast handover, the Non 3GPP aGW can also assign an IP address to the UE and include the IP address in the HO response message. This step is FFS
5. The H-AAA sends HO response to the 3GPP Anchor. As a means to reduce HO interruption time, the new UE IP address assigned by the Non 3GPP aGW can be included in this message. The H-AAA can also generate and include the temporary ID’s to reduce HO interruption time. The IP address of the non 3GPP access gateway can also optionally be included in this message to enable tunnel establishment for data forwarding.
5. a. Data loss may be minimised, e.g by using bi-casting or data forwarding. Further details of this step is FFS.

6. The 3GPP access system sends an HO command to the UE. In this message, the new IP address of the UE can also be included to enable fast handover. The message can also contain parameters for enabling fast attachment with the target non 3GPP access system. These parameters depend on the tyoe of the target access system.
7. The UE attaches itself with the Non 3GPP access system. The aGW retrieves the security information from the H-AAA server in case this information was not available at the non 3GPP aGW at Step 3.
8. User plane route update procedures are performed. In case MIP is used, then this step is an MIP registration. In case PMIP of Net LMM based procedures are used then this step is performed by the Non 3GPP aGW. 

8.a. In case Step 5. a. was performed, then the data is retrieved from the appropriate entity.

The handover from Non 3GPP access system to the 3GPP access system is similar.

We now present a specific example for handover from 3GPP to IWLAN access systems. The detailed flows are depicted in Figure 3. It is observed that for handover to IWLAN, Steps 3 and 4 are not used. The rest of the flow description is similar to the ones described for Figure 2. Some differences are as follows:

In Step 3, the AAA can include PDG IP address, which, in turn, can be included in the HO command (Step 6 in Figure 2 and Step 4 in Figure 3) indicating the appropriate PDG to the UE. Also, in Steps 3 and 4 in Figure 3, the UE can also be provided with IWLAN temporary IDs e. g., pseudonym and fast re-authentication ID.
Extension of the above mentioned procedure to enable resource reservation in the target access system is FFS.
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Figure 3: Generic Approach for backward handover from 3GPP to I-WLAN access systems

**** Start of changes ****

7.8.3  Inter access system handover between 3GPP and non-3GPP access systems
7.8.3.4
Support for backward Handover for mobility between 3GPP and Non 3GPP Access Systems 

The generic procedure for handover from 3GPP to Non 3GPP systems is shown in Figure 7.8-9. In this procedure the 3GPP network is considered the home network for the UE.
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Figure 7.8-9: Generic Approach for backward handover from 3GPP to Non 3GPP access systems

The detailed explanation of the flows in Figure 7.8-9 is as follows:

1. The handover decision is made by the 3GPP network.

2. The 3GPP anchor sends an HO request command to the Home AAA. This message can contain the permanent UE identity, e. g., NAI, and parameters to identify the Non 3GPP access gateway. The parameters could depend on the type of non 3GPP access system. For example, for IWLAN, this parameter could be the W-APN.

3. The AAA server sends an HO preparation message to the Non 3GPP aGW after identifying the appropriate Non 3GPP aGW. This message can contain parameters related to UE security context, e. g., derived keys from the active keys. This step is FFS

4. The aGW responds with an HO Response. To enable fast handover, the Non 3GPP aGW can also assign an IP address to the UE and include the IP address in the HO response message. This step is FFS

5. The H-AAA sends HO response to the 3GPP Anchor. As a means to reduce HO interruption time. The new UE IP address assigned by the Non 3GPP aGW can be included in this message. The H-AAA can also generate and include the temporary ID’s to reduce HO interruption time. The IP address of the non 3GPP access gateway can also be included in this message to enable tunnel establishment for data forwarding.

5. a. Data loss may be minimised, e.g by using bi-casting or data forwarding. Further details of this step is FFS.

6. The 3GPP access system sends an HO command to the UE. In this message, the new IP address of the UE can also be included to enable fast handover. The message can also contain parameters for enabling fast attachment with the target non 3GPP access system. These parameters depend on the tyoe of the target access system.

7. The UE attaches itself with the Non 3GPP access system. The aGW retrieves the security information from the H-AAA server in case this information was not available at the non 3GPP aGW at Step 3.

8. User plane route update procedures are performed. In case MIP is used, then this step is an MIP registration. In case PMIP of Net LMM based procedures are used then this step is performed by the Non 3GPP aGW. 

8.a. In case Step 5. a. was performed, then the data is retrieved from the appropriate entity.

The handover from Non 3GPP access system to the 3GPP access system is similar.

A specific example for handover from 3GPP to IWLAN access systems is depicted in Figure 7.8-10. It is observed that for handover to IWLAN, Steps 3 and 4 are not used. The rest of the flow description is similar to the ones described for Figure 7.8-9. Some differences are as follows:

In Step 3 in Figure 7.8-10, the AAA can include PDG IP address, which, in turn, can be included in the HO command (Step 6 in Figure 7.8-9 and Step 4 in Figure 7.8-10) indicating the appropriate PDG to the UE. Also, in Steps 3 and 4 in Figure 7.8-10, the UE can also be provided with IWLAN temporary IDs e. g., pseudonym and fast re-authentication ID.

Extension of the above mentioned procedure to enable resource reservation in the target access system is FFS.
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Figure 7.8-10: Generic Approach for backward handover from 3GPP to I-WLAN access systems

**** End of changes ****
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