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Abstract of the contribution:

This paper proposes signalling flows for service based bearer authorisation. Both UE-initiated bearers and network (AF-) initiated bearers are considered.
1. Introduction
This paper uses the roaming architectures agreed in the TR 23.882: Figure 4.3-1 (case when AF is located in HPLMN) and 4.3-2 (case when AF is located in VPLMN).
These figures are reproduced below as Figures 1 and 2, respectively.
Figure 1: SAE roaming architecture – AF in HPLMN

[image: image1.emf]Visited EPC

Evolved RAN

S1

Gi

GERAN

UTRAN

GPRS Core

Gb

Iu

S3

S5

S2

S7

MME

UPE

Inter AS

Anchor

HSS

S6

non 3GPP IP access

WLAN 3GPP IP Access

S4

vPCRF

hPCRF

S9

S2

Op. 

IP 

Serv. 

(IMS, 

PSS, 

etc...)

Rx+

 Figure 2: Same as SAE roaming architecture in Figure 4.3-2 (AF in VPLMN), with the addition of the Rx+ reference point
The Rx+ reference point is currently missing in Figure 4.3-2. It is assumed here that the Services bubble connects to the vPCRF node via the Rx+ ref point, as depicted in Figure 2. This assumption is used in Section 2.3 of the present paper.
The signalling flows proposed in the next section show a possible implementation of most of the policy related roaming scenarios currently listed in Annex F of TR 23.882, the intent being to identify potential open issues.

2. Signalling Flows for Bearer Authorisation
This section shows how bearer authorisation may be implemented with the split PCRF infrastructure (hPCRF-vPCRF), addressing most of the use case scenarios listed in Annex F of TR 23.882. For advantages and disadvantages of these scenarios the reader may refer to Annex F.

Basic assumptions are the following:

· The hPCRF function is assigned on per-UE basis and is retrieved by means of a new UE NAI (e.g. IMSI@pcc.operator.com). The hPCRF functionalities include the following: storing dynamic session information received from the AF, querying subscription information, applying home policies, determining charging rules, etc. The hPCRF serves as a PCC anchor point for the session’s lifetime;
· The vPCRF function is assigned by the VPLMN and is not UE specific. The vPCRF functionalities include the following: applying local policies, proxying of PCC messages between the hPCRF and the GW, translation of application-level QoS parameters into bearer-level QoS parameters (FFS), etc;
· The PCEF in the UPE is identifiable by a fully qualified domain name (FQDN) or an IP address;

· If the UPE and the Inter-AS Anchor (IASA) are not collocated (e.g. UPE in VPLMN, IASA in the HPLMN), then both of them may contain a Policy and Charging Enforcement Function (PCEF);
· If route optimisation is enabled for a service flow (cf. Scenario 4 in Annex F), then the PCEF functionality in the IASA may be disabled for this particular service flow. The PCC infrastructure (hPCRF-vPCRF) is then used to transfer dynamic session information for both policy and charging rules enforcement in the UPE (Note: in the specific case of IMS it is possible to use alternative charging solutions e.g. session-level charging and zero-charging for the bearer);
· If the route optimisation is disabled for a service flow (cf. Scenario 2 in Annex F), then the UPE in the VPLMN may still contain a PEP in order to enforce local policy. The PCC infrastructure (hPCRF-vPCRF) is then used to transfer dynamic session information for policy enforcement in the UPE and realisation of the SAE Bearer (e.g. traffic class, media type, requested bandwidth);
· In the local breakout case (cf. Scenario 5 in Annex F) the vPCRF may optionally query dynamic policies from the hPCRF. Alternatively, those policies may be determined locally in the vPCRF, based on the roaming agreement.
2.1 Registration of new PCEF with the hPCRF (or PCEF Relocation)
This procedure is used when the UE establishes the default bearer IP service or upon handover involving a relocation of the Policy and Charging Enforcement Point (PCEF).
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Figure 3: Registration of a new PCEF with the hPCRF

Notes:

· The PCEF Registration messages contain the FQDN (or IP address) identifying the PCEF;
· Upon PCEF relocation, the PCEF Registration message contains the FQDN (or IP address) of the target PCEF. The vPCRF may or may not change upon PCEF relocation;
· If the UE has ongoing sessions during PCEF relocation, the Response messages contain the policy and charging rules related to those sessions (that were stored in the hPCRF), so that the rules can be re-installed in the target PCEF;
It is FFS whether there is an interaction between the hPCRF and the Inter-AS Anchor (e.g. Mobile IP Home Agent) during the registration procedure.

· 2.2 Network initiated bearers – case when AF is in HPLMN
This procedure is used with network initiated bearers when the AF is in the HPLMN (refer to Figure 1).
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Figure 4: Network initiated bearers with AF in HPLMN

Policy information in this approach is pushed along with the bearer setup request.

Notes:

· the interactions with the Home IASA are not shown in the figure;

· if route optimisation is enabled, the level of PCC rules granularity provided from hPCRF to vPCRF in Step 4 is FFS and may depend on the trust relationship between the operators. If the granularity of PCC rules provided is different in the home and visited network it may not be possible to hide these differences from the AF;
· Whether the vPCRF may override instructions from the hPCRF and how to handle conflicts between different operator’s policy rules is FFS;
· The associated billing mechanisms for this scenario are FFS;
· if route optimisation is disabled, then the Traffic Plane Function (TPF) is likely to be located in the Home IASA (similar to the Home GGSN deployment model of today). The hPCRF may still forward layer-3 QoS information for service flows in Step 4 (cf. layer-2 QoS information for PDP contexts carried via GTP-C today). The exact nature of this information is FFS.

2.3 UE initiated bearers – case when AF is in HPLMN
This procedure is similar to the previous, except that bearer establishment is initiated by the UE by means of an IP-CAN bearer signalling procedure (cf. PDP Context Activation in GPRS).
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Figure 5: UE initiated bearers with AF in HPLMN
The AF provides service related information to the PCRF. The policy information in this approach is then pulled from the hPCRF along with the bearer setup request triggered by the UE.

Notes:

· the interactions with the Home IASA are not shown in the figure;

· if route optimisation is enabled, the level of PCC rules granularity provided from hPCRF to vPCRF in Step 7 is FFS and may depend on the trust relationship between the operators. If the granularity of PCC rules provided is different in the home and visited network it may not be possible to hide these differences from the AF;
· Whether the vPCRF may override instructions from the hPCRF and how to handle conflicts between different operator’s policy rules is FFS;
· The associated billing mechanisms for this scenario are FFS;
· if route optimisation is disabled, then the Traffic Plane Function (TPF) is likely to be located in the Home IASA (similar to the Home GGSN deployment model of today). The hPCRF may still forward layer-3 QoS information for service flows in Step 7 (cf. layer-2 QoS information for PDP contexts carried via GTP-C today) in order to enable the realisation of the SAE Bearer in the VPLMN. The exact nature of this information is FFS.
2.4 Network initiated bearers – case when AF is in VPLMN
This procedure is used with network initiated bearers when the AF is in the VPLMN (refer to Figure 2).
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Figure 6: Network initiated bearers with AF in VPLMN

Policy information in this approach is pushed along with the bearer setup request.

Notes:

· the interactions with the Visited IASA are not shown in the figure. Assuming that in this case the IASA is collocated with the UPE, there may be no need for a separate interaction with the Visited IASA;
· The vPCRF may optionally forward the AF-triggered request to the hPCRF in the HPLMN to check against local policies (Steps 3-5). Alternatively it may make a local decision e.g. based on the roaming agreement. It is FFS whether both approaches should be allowed. It is also FFS the extent to which the hPCRF may modify rules from the vPCRF.
3. Proposal

It is proposed to agree the entire Section 2 from the present paper for inclusion in the TR (e.g. in Section 7.1 or in Section 7.12.4).
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