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Introduction

The TS 23.203 includes a clause, in the body, referring to binding. This clause covers both IP-CANs limited to a single bearer and IP-CANs supporting multiple bearers. This is a good start for the clause to be valid for multiple accesses. Specifics for each IP-CAN shall however appear in the IP-CAN specific Annex.

2. Discussion
The binding is an association between a service data flow (template) and an IP-CAN bearer. The binding mechanism is the method for creating, modifying and deleting such bindings. For each kind of IP-CAN, the means for implementing a bearer differ, so the TS body shall not deal with any IP-CAN bearer specifics.

For the purpose of this discussion, the binding algorithm designates the execution of IP-CAN specific binding mechanism.

For the body of the TS, all IP-CAN session procedures shall be captured by

· IP-CAN session establishment (the UE acquires an IP address)

· IP-CAN session modification

· IP-CAN session termination (the UE ceases using the IP address)

The binding mechanism shall be invoked in all the procedures that may alter the bindings previously established, however the binding algorithm may differ between different kinds of IP-CANs. Therefore the binding mechanism must have a generic definition in the body of the specification. The generic definition shall however permit the alternatives that

a) The IP-CAN 



(a1) uses UE <-> GW signalling for establishing bearers or



(a2) do not use such signalling.

b) The UE or the GW initiates the signalling (for the case (a1)).

Bearer control signalling is not a prerequisite for an IP-CAN supporting multiple bearers, e.g. I-WLAN. The specification body must define the binding mechanism for the multiple bearer case, without requiring bearer signalling.
2.1 Multiple IP-CAN bearers, no signalling procedures

For an IP-CAN, supporting multiple bearers, where bearer control signalling procedures are not applicable, the PCRF has to provide an applicable PCC rule to the PCEF, using a PCRF-initiated Gx procedure, since there is no signalling procedure that could trigger the PCEF to initiate a request for PCC rules. Therefore the PCRF should provide PCC decisions/rules to the PCEF as part of the PCRF procedure that initiated the decision (e.g. an authorization received over Rx). The PCEF uses the QoS class as the prime parameter for determining what bearer is suitable for the service data flow.
Thus, the PCEF is the suitable location for executing the binding mechanism for IP-CANs supporting multiple bearers, where bearer control signalling procedures are not applicable.
2.2 Multiple IP-CAN bearers, signalling procedures initiated from the GW
For an IP-CAN, supporting multiple bearers, where bearer control signalling procedures are applicable and the GW/PCEF is the initiator of those procedures, there is no signalling procedure that could trigger the PCEF to initiate a request for PCC rules, since the PCEF is the actual initiator of the procedure. I.e. the situation, w.r.t. Gx communication, is similar to the case where signalling is not applicable.
Thus, the PCEF is the suitable location for executing the binding mechanism for IP-CANs supporting multiple bearers, where bearer control signalling procedures are applicable and the PCEF initiates those signalling procedures.

2.3 Multiple IP-CAN bearers, signalling procedures initiated from the UE
For an IP-CAN, supporting multiple bearers, where bearer control signalling procedures are applicable and the UE only initiates such procedures, the UE-initiated procedure may trigger the PCEF to initiate a request for PCC rules. The occasions are the same as for FBC in 3GPP Rel-6. This mode of operation for the Rel-7 Gx should be permitted, in order to facilitate the migration of Rel-6 products to the Rel-7 architecture.

Thus, both the PCEF and the PCRF are possible locations for the binding mechanism. The migration from Rel-6 products to Rel-7 products is facilitated if the binding mechanism is allocated to the PCRF for this case.

2.4 Conclusion
Thus, the PCEF is the suitable location for executing the binding mechanism for IP-CANs supporting multiple bearers.

For smooth migration form Rel-6 to Rel-7 products and when the UE-initiated Secondary PDP Context Activation procedure is the only procedure for establishing a PDP context, the PCRF is suitable for executing the binding mechanism.

As the DOCSIS IP-CAN (Annex A.3) does not use the Gx reference point the allocation of the binding mechanism has to be left open for DOCSIS IP-CAN in 23.203

3. Summary and proposal
Based on the reasoning above it is proposed that the allocation of the binding mechanism to the PCEF is valid for all types of IP-CAN. However, for the smooth migration of GPRS Rel-6 products, it is proposed that the PCRF may take control over the binding mechanism at IP-CAN session establishment when the UE-initiated Secondary PDP Context Activation Procedure is the only procedure available for activating additional bearers.

It is proposed to include the following changes in the TS 23.203.
*** 1st change ***
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Functional description

6.1


Overal description

6.1.0 
General

The PCC architecture works on a service data flow level. The PCC architecture provides the functions for policy and charging control as well as event reporting for service data flows.
6.1.1
Binding mechanism

The binding mechanism is the procedure that associates a service data flow (defined in a PCC rule by means of the SDF template), to the IP-CAN bearer deemed to transport the service data flow. I.e. the binding mechanism shall associate the AF session information with the IP-CAN bearer that is intended to carry the service data flow.

The binding mechanism creates bindings. The algorithm, employed by the binding mechanism, may contain elements specific for the kind of IP-CAN.

The binding mechanism includes two steps:
1.
Session binding, i.e. the association of the AF session information and applicable PCC rules to an IP-CAN session. 
The PCRF performs the session binding, which shall take the following IP-CAN parameters into account:
c) a)
The UE IP address;
d) b)
The UE identity (of the same kind), if present.

NOTE 1:
In case the UE identity in the IP-CAN and the application level identity for the user are of different kinds, the PCRF needs to maintain, or have access to, the mapping between the identities. Such mapping is not subject to specification within this TS.

c)
The packet data network (PDN) the user is accessing, (eg the Gi reference point for GPRS), if available.

2. Bearer binding, i.e. the association of the PCC rule to an IP-CAN bearer within that IP-CAN session.
The PCEF performs the bearer binding, unless specified differently in Annex A.
NOTE 2:
For an IP-CAN, limited to a single IP-CAN bearer per IP-CAN session, the bearer is implicit, so finding the IP-CAN session is sufficient for successful binding.

For an IP-CAN which allows for multiple IP-CAN bearers for each IP-CAN session, the binding mechanism shall use result and the following bearer parameters to create the binding for a service data flow:

e) a)
The session binding result;
f) b)
The QoS class demand, if available;

g) c)
The traffic mapping information, if available.

The bearer binding mechanism works in the following way:

· -
If the PCEF performs the bearer binding, then the QoS demand for the service data flow is the main input for this mapping. The PCEF shall evaluate whether it is possible to use one of the existing bearers or not. If none of the existing bearers is possible to use, the PCEF should initiate the establishment of a suitable bearer.

-


If the PCRF performs the bearer binding, then the PCRF shall compare the available traffic mapping information of all IP-CAN bearers, for the same IP-CAN session, with the existing service data flow filter information. Each part of the traffic mapping information shall be evaluated separately in the order of their related precedence. Any matching service data flow filter creates the binding of its corresponding service data flow with the IP-CAN bearer to which the traffic mapping information belongs. 
Since a PCC rule can contain multiple service data flow filters it shall be ensured by the PCRF that a service data flow is only bound to a single IP-CAN bearer, i.e. the same PCC rule may not be established on multiple IP-CAN bearers. 
NOTE 3: 
For example, a PCC rule containing multiple service data flow filters that match traffic mapping information of more than one IP-CAN bearer could be segmented by the PCRF according to the different matching traffic mapping information. Afterwards, the PCRF can bind the generated PCC rules individually.

Requirements, specific for each type of IP-CAN, are defined in Annex A.

NOTE 4:
The allocation of the binding mechanism for the DOCSIS IP-CAN is out of scope for this document.
For an IP-CAN, where the PCEF gains no information on what IP-CAN bearer the UE selects to send an uplink IP flow, the binding mechanism shall assume that, for bi-directional service data flows, both downlink and uplink packets travel on the same IP-CAN bearer.

PCC shall re-evaluate existing bindings, i.e. perform the binding mechanism, whenever the service data flow template, the QoS authorization or the negotiated traffic mapping information changes. The re-evaluation may, for a service data flow, require a new binding with another IP-CAN bearer.
*** End of changes ***
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