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*** START OF 2nd CHANGE ***

3
Definitions, symbols and abbreviations
3.1
Definitions

Refer to TS 23.002 [1] for the definitions of some terms used in this document.

For the purposes of the present document the following additional definitions apply.

IP-Connectivity Access Network: refers to the collection of network entities and interfaces that provides the underlying IP transport connectivity between the UE and the IMS entities. An example of an "IP-Connectivity Access Network" is GPRS.

Subscriber: A Subscriber is an entity (comprising one or more users) that is engaged in a Subscription with a service provider. The subscriber is allowed to subscribe and unsubscribe services, to register a user or a list of user authorised to enjoy these services, and also to set the limits relative to the use that users make of these services.
NAT-PT/NAPT-PT: NAT-PT uses a pool of globally unique IPv4 addresses for assignment to IPv6 nodes on a dynamic basis as sessions are initiated across the IP version boundaries. NAT-PT binds addresses in IPv6 network with addresses in IPv4 network and vice versa to provide transparent routing between the two IP domain without requiring any changes to end points, like the UE. NAT-PT needs to track the sessions it supports and mandates that inbound and outbound data for a specific session traverse the same NAT-PT router.
NAPT-PT provides additional translation of transport identifier (e.g., TCP and UDP port numbers, ICMP query identifiers). This allows the transport identifiers of a number of IPv6 hosts to be multiplexed into the transport identifiers of a single assigned IPv4 address. See RFC 2766 [33] for more details.
ALG: Application Level Gateway (ALG) is an application specific functional entity that allows an IPv6 node to communicate with an IPv4 node and vice versa when certain applications carry network addresses in the payloads like SIP/SDP. NA(P)T-PT is application unaware whereas ALGs are application specific translation entities that allow a host running an application to communicate transparently with another host running the same application but in a different IP version. See RFC 2663 [34] for more details.
For IMS, an IMS ALG provides the necessary application function for SIP/SDP protocols in order to communicate between IPv6 and IPv4 SIP applications.
IMS application: An IMS application is an application that uses an IMS communication service(s) in order to provide a specific service to the end-user. An IMS application utilises the IMS communication service(s) as they are specified without extending the definition of the IMS communication service(s).

IMS application reference: An IMS application reference is the means by which an IMS communication service identifies an IMS application.

IMS communication service: An IMS communication service is a type of communication defined by a service definition that specifies the rules and procedures and allowed medias for a specific type of communication and that utilises the IMS enablers.

IMS communication service identifier: An IMS communication service identifier uniquely identifies the IMS communication service associated with the particular IMS request.

IMS enabler: An IMS enabler is a set of IMS procedures that fulfils specific function. An IMS enabler may be used in conjunction with other IMS enablers in order to provide an IMS communication service.
STUN: Simple Traversal of UDP Through NAT (STUN), provides a toolkit of functions.  These functions allow entities behind a NAT to learn the address bindings allocated by the NAT, to keep those bindings open, and communicate with other STUN-aware devices to validate connectivity.
TURN: Traversal Using Relay NAT (TURN) is a usage of STUN, called the relay usage, that allows a client to request an address on the STUN server itself, so that the STUN server acts as a relay.

Outbound: Managing Client Initiated Connections in the Session Initiation Protocol (Outbound) defines behaviors for User Agents, registrars and proxy servers that allow requests to be delivered on existing connections established by the User Agent.  It also defines keep alive behaviors needed to keep NAT bindings open and specifies the usage of multiple connections.
*** END OF 2nd CHANGE ***

*** START OF 3rd CHANGE ***

Annex G (Normative):
Reference Architecture and procedures when the NAT is invoked between the UE and the IMS domain

G.1
General

This clause specifies concepts of IMS service provisioning for the following scenarios:

1.
When a device or devices that perform address and/or port translation are located between the UE and the P-CSCF performing translation both of signalling and media packets.

2.
When IP address and/or port translation is needed between the IP-CAN and the IMS domain (e.g. different IP versions) on the media path only. This scenario covers the case when a device or devices that perform address and/or port translation are located on the media path only.

The IP address and/or port translation device can be a NAT or a NAPT as defined in IETF RFC 2663 [34]. Another type of translation is NA(P)T‑PT as specified in IETF RFC 2766 [33]. In the rest of this clause NAT will be used for all of the devices that perform one or more of NA(P)T and NA(P)T‑PT functions.

Note that the procedures of this Annex shall only be applied when they are necessary. If the terminal and/or the access network provide a transparent way of NAT traversal or no IP address translation is needed between the IP‑CAN and the IMS domain on the media path then the functions as defined in this Annex shall not be invoked.

Where possible, usage of these procedures shall not adversaly impact usage of power saving modes in the UEs. When the procedures rely purely on operator controlled NATs, the reserved temporary addresses (binding) should be retained without requiring keep-alive messages from the wireless UE.

Editor's note:
Solution to allow power saving modes when non-operator controlled NATs are used is FFS.

Editor's note:
This clause describes two approaches for NAT traversal, which can coexist within a system. One approach is whereby the P-CSCF performs an ALG functionality. A second approach is based on Interactive Connectivity Establishment (ICE) [45] and Managing Client Initiated Connections in the Session Initiation Protocol (Outbound) [48] methodologies as defined by the IETF, Other methods are not precluded but their specification is FFS.

G.2
Reference models
G.2.1

IMS-ALG and IMS Access Gateway model
Figure G.1 presents the general reference model for IMS access when both the signalling and media traverses NAT devices. Figure G.2 presents the general reference model when IP address translation is needed between the IP-CAN and the IMS domain. The IMS network architecture is the same for both cases. The NAT integrated with the IMS Access Gateway is under operator control in this reference model.
Editor's note:
The P-CSCF and the IMS Access Gateway may belong to different operators.
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Figure G.1: Reference model for IMS access when both the signalling and media traverses NAT
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Figure G.2: Reference model for IMS access when NAT is needed between the IP-CAN and the IMS domain

Editor's note:
It is for further study if the Iq reference point can be merged with the Rx+ reference point. If they are not merged then the IMS Access Gateway may be a TrGW and the Iq may be equivalent to the Ix reference point.
G.2.2

ICE, and Outbound Reference Model
Figure G.2a presents the general reference model for IMS access when both the signalling and media traverses NAT devices.
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Figure G.2a: Reference model for ICE and Outbound Methodology

G.3
Network elements for employing the IMS –ALG and IMS Access Gateway
G.3.1
Required functions of the P-CSCF

When supporting IMS communication for a non-ICE enabled UE residing behind a NAT or when ICE and Outbound functionality are not supported by the network or when IP address translation is needed between the IP-CAN and the IMS domain on the media path only, the P-CSCF shall include the IMS-ALG function that is defined in Annex I of this specification. The following functions shall be performed in the P-CSCF:

1)
The P-CSCF shall be able to recognize that the UE is behind a NAT device or IP address translation is needed between the IP-CAN and the IMS domain on the media path only.

2)
The IMS-ALG function in the P-CSCF shall control the IMS Access Gateway, e.g. request transport addresses (IP addresses and port numbers) from the IMS Access Gateway, and shall perform the necessary changes of the SDP parameters.

3)
The IMS-ALG function in the P-CSCF shall perform the necessary changes of headers in SIP messages.

4)
The IMS-ALG function in the P-CSCF shall be able to support scenarios where IMS CN domain and IPCAN use the same IP version and where they use different IP versions.

Further functions of the P-CSCF/IMS-ALG, e.g. to request to open and close gates on the IMS Access Gateway, are FFS.

G.3.2
Required functions of the IMS Access Gateway

The required functions of the IMS Access Gateway for NAT translation are the following:

1)
It allocates and releases transport addresses according to the requests coming from the IMS-ALG function of the P-CSCF.

2)
It ensures proper forwarding of media packets coming from or going to the UE.

3)
It shall support the scenarios where IMS CN domain and IPCAN use the same IP version and where they use different IP versions.

Further functions of the IMS Access Gateway, e.g. to open and close gates (pinholing), are for further study.

Editor's note:
It is also for further study if IMS Access Gateway function are controlled via the Rx+ or if the IMS Access Gateway function is the same as TrGW defined in Annex I.

G.3.3
Iq reference point

The Iq reference point is between the P-CSCF and the IMS Access Gateway. It conveys the necessary information that is needed to allocate and release transport addresses.

Editor's note:
It is for further study if the function of this reference point can be merged with the Rx+, or it is equivalent to the Ix.

G.4
Procedures for employing the IMS –ALG and IMS Access Gateway
Editor's note:
The purpose of this clause is to define the procedures needed for NAT traversal. During the specification of this clause it shall be checked if these procedures matches the Rx+ procedures and make the decision about merging the reference points based on the result.

G.4.1
General

The procedures described in this clause are applied in addition to the procedures of the P-CSCF described in the other clauses of this specification.
G.4.2
NAT detection in P-CSCF

Based on information received in a SIP request message (e.g., a REGISTER request) the P-CSCF shall detect if there is NAT between the UE and itself and shall make a decision if IMS-ALG function shall be invoked for the session of subscriber. In addition to when a NAT is detected between the UE and the P-CSCF, the IMS-ALG function may be invoked for other reasons (e.g. UEs using IP address from a Private IP address range).

G.4.3
Session establishment procedure

This procedure is applied when P-CSCF invokes the IMS-ALG function for a session. This can happen at terminating side if the called party is behind a NAT or at the originating side if the session initiator is behind a NAT. Both cases are handled in the P-CSCF and the IMS Access Gateway as described in this clause.
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Figure G.3: Session establishment procedure with NAT traversal

NOTE:
In figure G.3 if UE_A belongs to the P-CSCF (originating case) then there will be IMS elements, i.e., CSCFs, between the P-CSCF and UE_B. If UE_B belongs to the P-CSCF (terminating case) then there will be IMS elements, i.e., CSCFs, between the P-CSCF and UE_A.

1)
The P-CSCF receives a SIP message with an SDP offer from UE_A and decides to invoke the IMS-ALG function for this session. The session can either an originating or a terminating session. The SDP offer contains the transport address(es) of UE_A where the media flow(s) should be sent.

2)
The P-CSCF requests a transport address for each media flow from the IMS Access Gateway. Each request contains sufficient information to determine the side of the IMS access gateway that the transport request is being requested for. (e.g. local or remote side wrt UE_A).

3)
The IMS Access Gateway reserves one of its transport addresses for the given side of the media flow and this transport address is sent back to the P-CSCF. The IMS Access Gateway shall keep the reserved temporary transport address (binding) until the session is released.

4)
The P-CSCF changes the original transport address(es) of the SDP offer to the transport address(es) received from the IMS Access Gateway.

5)
The P-CSCF forwards the SIP message with the modified SDP offer according to the normal routing procedures.

6)
UE_B sends back a SIP message with an SDP answer, which is forwarded to the P-CSCF according to the normal SIP message routing procedures.

7)
The P-CSCF requests a transport address for each media flow in the routing domain of its own IMS network from the IMS Access Gateway. The request contains sufficient information to correlate to the transport address request performed in step 2.

NOTE:
If some of the offered media flows are rejected in the answer, then the P-CSCF shall indicate this to the IMS Access Gateway. The IMS Access Gateway can release the resources (e.g., the transport address) reserved for that media flow. The P-CSCF may indicate directly to release the resources.

8)
The IMS Access Gateway reserves one of its transport addresses for the given side of the media flow and this transport address is sent back to the P-CSCF.

9)
The P-CSCF changes the original transport address(es) of the SDP answer to the transport address(es) received from the IMS Access Gateway.

10)
The P-CSCF forwards the SIP message with the modified SDP answer according to the normal SIP message routing procedures.

G.4.4
Session release procedure

This procedure is applied when a session has to be released, for which the IMS-ALG function is invoked.
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Figure G.4: Session release procedure with NAT traversal

1)
The P-CSCF receives a trigger to release a session, for which the IMS-ALG function is invoked.

2)
The P-CSCF sends an indication to the IMS Access Gateway for each media flow of the session that the resources allocated during the session establishment procedures are to be released.

3)
The IMS Access Gateway releases its resources allocated for the given media flows.

G.4.5
Session modification

A session modification can cause the creation, and/or modification, and/or release of media flows.

When a new media flow is created the procedure used during session establishment shall be applied.

When an existing media flow is released the procedure for session termination shall be applied for the particular media flow.

When an existing media flow is modified, this may lead to a modification of the media flow directly, or to the establishment of a new media flow and release of the existing one.

G.4.6
Media forwarding in the IMS Access Gateway

This section presents the media forwarding performed by the IMS Access Gateway. The behaviour presented in this clause is valid in both directions.
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Figure G.5: Packet forwarding in the IMS Access Gateway

1)
UE_A sends a media packet to the transport address of the IMS Access Gateway that was received during the session establishment/modification.

2)
After receiving the media packet the IMS Access Gateway recognizes the media flow based on the transport address where the packet arrived at. The IMS Access Gateway changes the source transport address to its own transport address that was given to the UE_B as the destination transport address during session establishment/modification and the destination transport address to the transport address of UE_B.


The IMS Access Gateway can learn the transport addresses where the inbound (i.e. towards the UE) media packets shall be forwarded to in two ways, depending on whether there is a NAT device in the path or not. In absence of a NAT device in the path, it is the P-CSCF that signals the destination transport address for the inbound media flows. In presence of NAT device in the path, it is the IMS Access Gateway that may, upon being informed that there is a NAT in the network, determine the destination transport address of the inbound media flow based on previously received media packets in the opposite direction.


Beyond the changes of transport addresses the IMS Access Gateway shall perform the other necessary changes in the IP header as it is specified in the NAT related IETF specifications, RFC 2766 [33] and RFC 2663 [34].

NOTE 1:
If the IMS Access Gateway does not know the transport address where a packet shall be forwarded, i.e. no packet of the other direction of the media flow has been received, then it can store or drop the packet.

NOTE 2:
If this is not the first packet then the IMS Access Gateway can check the source transport address. If it is not the same as the transport address previously used for this media flow in this direction then the media packet may be a fraud one and should be dropped.

NOTE 3:
This solution (i.e. when the IMS Access Gateway determine the destination transport address on its own) assumes that the UE supports "symmetric media" i.e. it supports receiving media packets at the same address and port as it uses for sending.

3)
The IMS Access Gateway routes the media packet towards UE_B.

G.5
Network elements for employing NAT Traversal for ICE and Outbound

G.5.1 General Requirements

The following list contains requirements that a general-purpose NAT Traversal solution should satisfy:

· Support multiple UEs (on one or more devices) behind a single NAT;

· No requirements will be imposed on the NAT devices, nor require the network to be aware of the presence of a NAT;

· Support both inbound and outbound requests to and from UEs through one or more NAT device(s);
· Support the traversal of NATs between the UE and network (home NAT, visited network NAT);

· Avoid unnecessarily long media paths due to media pinning;

· Re-establish communications in failure situations (e.g., the NAT device re-boots and NAT bindings are lost);

· Minimize incremental session setup delay.
Editors Note:  The ability to maintain bindings to mulitple P-CSCFs to provide reliable inbout message delivery in the face of a P-CSCF failure is for furthet study
G.5.2
ICE

The Interactive Connectivity Establishment (ICS) [45] define a methodology for media traversal of NAT devices. This methodology involves:

· Gathering candidate addresses for media communications.

· Advertising the candidate addresses along with the active transport address in the m/c lines of the SDP.

· Doing connectivity checks on the candidate addresses in order to select a suitable address for communications.

· Depending on the results of the connectivity checks, one of the candidate addresses may be promoted to become the active transport address.

· Maintaining the bindings for media.
However, ICE is not a complete solution in of itself as ICE only addresses address advertisement and NAT binding maintenance. ICE does not address RTP and RTCP port symmetry requirements or non-sequential RTP and RTCP port assignment. A complete UE managed NAT traversal solution shall take into account each of these issues.
While ICE leverages and relies on STUN and TURN servers in the network, both need not be present. A network could simply deploy one or the other or both. Given the wide range of NAT implementaions, the use of both STUN and TURN servers maximizes the UEs ability to traversal the NAT. Further, the use of a TURN server allows for media to be exchanged between two UEs behind a NAT while connectivity checks are being performed to identify a more efficient address for media. Once a more efficient address is found, the TURN server resources can be released and the call can proceed using the other valid addresses.
G.5.2.1
Required Functions of the UE

The UE is responsible for managing the overall NAT traversal process and for invoking the various protocol mechanisms to implement the NAT traversal approach. As such, the following functions shall be performed by the UE:
Discovery that the P-CSCF supports STUN keepalives.
TURN and STUN server discovery, either by specific IP-CAN gateway signalling or out of band provisioing.
· Maintaining of NAT bindings to insure inbound media packets are allowed to traverse the NAT device. Note that mobile device UEs may be operator configurable to select binding maintenance profiles that are consistent with battery life objectives.
· Transmission of media packets from the same port it expects to receive media packets on

· Address advertisement, which consists of the following operations:

· Gathering candidate addresses for media communications.

· Advertising the candidate addresses in a special SDP attribute (a=candidate) along with the active transport address in the m/c lines of the SDP.

· Perform connectivity checks on the candidate addresses in order to select a suitable address for communications.

· Depending on the results of the connectivity checks, one of the candidate addresses may be promoted to become the active transport address.
· Depending on the active transport address, provide additional information in the session description to insure correct policy and charging functionlaity can be applied on relayed media packets.
· RTCP port advertisement
G.5.2.2
Required Functions of the TURN Server 

The TURN server and associated signalling requirements are documented in [46]. No additional requirements are placed on this server.
G.5.2.3
Required Functions of the STUN Server

The STUN reference point is defined by [47] and its use is detailed in [45]. No additional requirements are placed on this server.
G.5.2.4
Required Functions of the P-CSCF
The P-CSCF is responsible for providing the PCRF with IMS service data flow policy and charging information.. If the UE has indicated that the active transport address corresponds to a relayed address, the P-CSCF shall be responsible for using the additional information provided by the UE to convert the service data flows derived from the SDP into flow descriptions which will traverse the Policy and Charging Enforecement Point.
G.5.3
Outbound

Managing Client Initiated Connections in the Session Initiation Protocol (outbound) [48] define a methodology for signaling traversal of NAT devices. This methodology involves the establishment of flows to allow for the routing of inbound dialog initiating requests and the maintance of the flow through keepalive messages. Outbound does not however address inbound response routing or inbound mid-dialog requests. A complete UE managed NAT traversal solution shall take into account each of these issues.
G.5.3.1
Required Functions of the P-CSCF

The P-CSCF shall be responsible for indicating to the UE that STUN based keepalives are supported by including a suitable tag in the registration response message.
The P-CSCF’s primary role in NAT traversal is to ensure that requests and responses occur across a flow for which there is an existing NAT binding. The P-CSCF shall ensure that inbound dialog initiating requests can be forwarded to the UE on a flow for which there is an existing NAT binding.

The P-CSCF shall ensure that all responses to the UE including those from mid-dialog requests are sent to the same source IP Address and Port which the request was received from.

The P-CSCF shall also respond to keep-alive requests used by the UE to maintain the NAT bindings.

G.5.3.2
Required Functions of the S-CSCF
The S-CSCF shall be responsible for indicating to the UE that Outbound procedures are supported by including a suitable tag in the registration response message.

During registration the S-CSCF shall store all contact information provided by the UE to allow the S-CSCF to unabigiously determine which registration to update on re-Registration attempts (when registering contact addresses using IP Addresses assigned by a NAT, it is possible that two registrations against the same Public User Identiy would have the same IP Address, i.e. 192.168.1.1. storing all contact information provided by the UE will allow the S-CSCF to associate a new registration with an existing registration an update accordingly.)
Editors Note: S-CSCF support for multiple active registrations from the same private identity to facilitate P-CSCF failover is left for FFS.
G.5.3.3
Required Functions of the UE

The UE is responsible for managing the overall NAT traversal process and for invoking the various protocol mechanisms to implement the NAT traversal approach. As such, the following functions shall be performed by the UE:

· Maintaining of NAT bindings to insure inbound signalling packets are allowed to traverse the NAT device(within the constraints allowed by the battery life in the case of wireless devices)

· Transmission of signalling packets from the same port it expects to receive signalling packets on

· Establishment of signalling flows to its assigned P-CSCF(s) during registration

G.6
Procedures for employing ICE and Outbound

The procedures described in the following sub-clauses are applied in addition to the procedures of the UE and P-CSCF described in other clauses of this specification.
G.6.1
Flow Establishment Procedures

This procedure is initiated by the UE at network registration time and completes if the IMS-ALG function is not supported by the network, but the network does support Outbound. The procedure allows for the establishment of a flow between a UE and its assigned P-CSCF to allow the initial inbound request to traverse the NAT.
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Figure G.7 – Flow Establishment Procedures for Outbound
1. UE-A initiates network registration by sending a registration request to its assigned P-CSCF.

2. Upon receipt of a registration request, the P-CSCF stores the source transport address information received in the transport header.

3. The P-CSCF then sends the registration request to the assigned S-CSCF. Information identifying the serving P-CSCF and the source transport address information is added to the registration request.

4. The S-CSCF stores the Information identifying the serving P-CSCF and the source transport address against the UEs contact information and returns a registration response.

5. Upon receipt of the registration responses from the S-CSCF, the P-CSCF forwards the registration response to UE-A using the stored transport address information from the registration request.

6. At an operator defined interval, UE-A sends a Keep-Alive request to its assigned P-CSCF using the same transport address information (source and destination) which was used for the registration request. This Keep-Alive ensures that a NAT binding exists between UE-A and the P-CSCF allowing for inbound session requests from the P-CSCF to UE-A.

7. The P-CSCF responds with a Keep-Alive response which also reflects the received source transport address information. Inclusion of such information allows UE-A to determine if the NAT has rebooted and assigned a new binding and take appropriate action.
G.7.2
Session Establishment Procedures

This procedure is applied to by the UE if the IMS-ALG function is not supported by the network, but the network does support ICE and Outbound procedures. The procedures apply to both the terminating and originating regardless of whether the UE is behind a NAT.
In the following figure the STUN and TURN server are grouped into a single logical element. It would be equally valid if these functions we represented in separate logical elements. The procedures are unaffected by the grouping. Further, this call flow represents a simplified view to illustrate the NAT traversl procedures only. Other network elements not show may be involved in the session establishment process.
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Figure G.8 – Session Establishment procedure for NAT Traversal using ICE and Outbound

1. UE-A begins candidate transport address collection by performing a request for a transport address for each media flow from the STUN/TURN server.

2. The STUN/TURN server reserves one of its transport addresses for each media flow and sends the reserved transport address information back to the UE. The STUN/TURN server also reflects the source transport address of the original request for a transport address
If the UE fails to identify STUN/TURN servers it concludes that ICE and Outbound procedures are not supported by the network and defaults to operation using the procedures described in Section G.4.
3. – 4. UE-A repeats the procedures for requesting a transport address for each RTCP flow. These steps may be executed in parallel with steps 1. – 2. or in series.
5. With its three candidates (locally assigned, server reflected and relay) UE-A forms an offer and forwards to its assigned P-CSCF. If the active candidate corresponds to a relayed transport address, the UE shall include the local-turn attribute in the SDP.
6. To ensure subsequent responses to the offer are allowed through the NAT, the P-CSCF stores the transport address information received in the transport header of the offer.

7. The P-CSCF forwards the Offer to UE-B using one of the previously established flows.

8. – 11. UE-B performs the candidate gathering procedures as outlined in steps 1. – 4. above.

12. With its three candidates (locally assigned, server reflected and relay) UE-B forms an answer and forwards to its assigned P-CSCF

13. The P-CSCF for UE-A forwards the Answer to UE-A based on the previously stored transport address information. Media can beging to flow at this point using the default transport addresses (recommened to be the TURN provided address)
14. Both UE-A and UE-B perform connectivity tests on each received transport address to determine which of the received transport addresses are actually reachable.

15. After the connectivity tests are concluded UE-A sends an updated SDP Offer indicating the agreed to transport address

16. The P-CSCF forwards the Offer according to normal routing procedures.

17. UE-B sends an Answer indicating the agreed to transport address

18. The P-CSCF forwards the Answer according to normal routing procedures. Media can being flowing using the newly identified addresses.
19. – 21. TURN allocated transport addresses are released by the UE once a more effient address has been identified and the session updated.
G.7.3
Session Release Procedures

This procedure is applied to by the UE if the IMS-ALG function is not supported by the network, but the network does support ICE and Outbound procedures. Normal session release procedures are followed with the following exception. If a TURN allocated transport address was used for the session, it shall be released by the UE for which the transport address was allocated.
In the following figure the STUN and TURN server are grouped into a single logical element. It would be equally valid if these functions we represented in separate logical elements. The procedures are unaffected by the grouping.
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Figure G.9 – Session Release Procedure with TURN Resources

1. UE-A receives a trigger to release the session for which TURN resources were allocated.

2. UE-A sends an indication to the TURN server to release resources allowed for RTP.

3. The TURN server releases the allocated resources and returns a response.

4. UE-A sends an indication to the TURN server to release resources allowed for RTCP.

5. The TURN server releases the allocated resources and returns a response.

G.7.4
Session Modification Procedures

A session modification can cause the creation, and/or modification, and/or release of media flows.

This procedure is applied to by the UE if the IMS-ALG function is not supported by the network, but the network does support ICE and Outbound procedures. When a new media flow is created the procedure used during session establishment for updating the transport addresses (steps 15. – 17. of the session establishment procedures) shall be applied.

When an existing media flow is released the procedure for session termination shall be applied for the particular media flow.

When an existing media flow is modified, this may lead to a modification of the media flow directly, or to the establishment of a new media flow and release of the existing one.
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