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Abstract of the contribution:

The PacketCable 2.0 project is developing an architecture and associated set of specifications for the Cable Industry which is highly aligned with the 3GPP IMS effort. 
Contribution S2-061712, accepted at 3GPPSA2#52, introduced additions to annex A of TS 23.203 v0.4.0 describing the DOCSIS IP-CAN. The present contribution proposes additional text for that annex which further describes the operation of PCC in the DOCSIS IP-CAN.
It is proposed to make the following modifications to Annex A.3 of TS 23.203 v0.5.0.
************
1st change
************
A.3.1.2
Charging related requirements
PCC Charging Control Requirements are not applicable to the DOCSIS IP-CAN since the DOCSIS IP-CAN uses an IP-CAN specific access network charging mechanism.
A.3.1.3
Policy control requirements
The DOCSIS IP-CAN employs a policy push model which does not rely on active participation by the UE to establish IP-CAN bearers. In such an IP-CAN, sufficient information shall be provided by the AF to the PCRF in order to facilitate optimal bearer establishment by the network. In particular, the media information provided by the AF shall include media format information in order to allow the PCRF to accurately determine the QoS requirements for each IP-flow.

Depending on the presence of NAT(s) in the access network and the NAT traversal mechanisms employed by the AF, it is not always possible for the PCRF to reliably derive a valid routable IP address for the UE using only the traffic filters provided by the AF. The DOCSIS IP-CAN requires a valid routable IP Address in the addressing realm of the IP-CAN in order to identify where the IP-CAN bearers must be established. This address shall be provided by the AF to the PCRF as part of the application session related information.
In order to permit timely establishment of bearers, the AF may provide session information as it becomes available rather than waiting until complete information is available.
If the PCRF can determine, for example by examination of the source and destination IP addresses provided in the AF session related information, that an associated IP-flow will not traverse the DOCSIS IP-CAN, then the PCRF shall not establish a DOCSIS IP-CAN bearer for the IP-flow.
A.3.2
Architecture model and reference points 

A.3.2.1
Reference points
A.3.2.1.1
Rx reference point

Since the DOCSIS IP-CAN uses a policy push mechanism to establish IP-CAN bearers, the AF session related information provided by the AF to the PCRF shall include the following information: 

· a valid routable IP address for the UE in order to allow the IP-CAN to determine where the bearers must be established
· media format information for each media component which makes up the session in order that the PCRF can determine the necessary QoS requirements.
The DOCSIS IP-CAN uses the priority indication in the application session related information provided by the AF as follows: If the priority indication is provided it is used as input into the admission control decision in the DOCSIS IP-CAN. If no priority indication is provided, then a default priority is implied.
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