SA WG2 Temporary Document

Page 1
-


3GPP TSG SA WG2 Architecture — S2#52
S2-061812
08 - 12 May 2006

Shanghai, China

Source:
Nokia, Ericsson
Title:
Changes on general description
Document for:
Approval
Agenda Item:
7.8
Work Item / Release:
OPTUNEL/Rel-7
Proposal

This document is based on documents S2-061416/Nokia and S2-061425/Ericsson and proposes to include the descriptions of “SGSN controlled bearer optimisation”  solution and “GGSN Proxy” solution into TR 23.809 v 0.1.0 clause 5 “One Tunnel overview”. 

5
One Tunnel overview

5.1
General

The One Tunnel functionality enables direct user plane tunnel between RAN and GGSN within the PS domain.

In case of direct tunnel, the SGSN provides for the RAN the TEID and user plane address of the GGSN and for the GGSN the TEID and user plane address of the RAN. 
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Figure 2: One Tunnel concept
There are three alternatives how current networks can deploy the One Tunnel functionality as described in the sub clauses below.
5.2
SGSN controlled bearer optimisation 
This approach builds on the premise that the user plane functionality still stays in the SGSN and two tunnels are used in following traffic cases:

a) In roaming case
b) For the subscriber that has Lawful Interception in the SGSN
c) For the subscriber that has controlling Camel services active 
In all other traffic cases direct tunnel between RNC and GGSN is used.
The SGSN handles the control plane signalling and makes the decision when to establish direct tunnel between RNC and GGSN or use two tunnels see figure 2 above.
5.3
GGSN Bearer Relay 
This approach builds on the premise that all the user plane transport functionality is removed from the SGSN. The new SGSN controller (cSGSN) only performs control functions of a legacy SGSN, while the enhanced GGSN (xGGSN) is responsible for all legacy SGSN and GGSN user plane transport functionality see Figure 3 a).

In the Pooled Bearer configuration all bearer resources are maintained by the xGGSN in the visited network that acts as the bearer relay function in the transport path between the RNC and the GGSN. This is required to establish a PDP context towards a home network or legacy GGSN see Figure 3 b).
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Figure3. Pooled Bearer 

During the PDP Context Activation procedure the cSGSN first allocates a bearer plane resource (TEID and user plane address) from the xGGSN. The cSGSN then provides the GGSN the TEID and user plane address of the xGGSN in the Gn Create PDP Request. During the RAB Establish procedure the cSGSN passes the TEID and user plane address of the xGGSN to the RNC. Note the interaction with the legacy GGSN in this scenario does not require any modification to existing procedures. 


5.4
GGSN Proxy 

This approach is an extension and enhancement of the One Tunnel approach described in the 3GPP TR 23.873 [2]. The approach is similar to the GGSN Bearer Relay in subclause 5.3. The difference from that approach is that here the xGGSN instead of the cSGSN does the signalling to the HPLMN GGSN. SGSN communicates in most cases to the xGGSN as if it is the normal GGSN. The xGGSN then updates the HPLMN GGSN when necessary. The xGGSN acts as an SGSN towards the HPLMN GGSN and Gp interface is used between operators as today.
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Figure X:  Handling of roaming traffic with the GGSN Proxy One Tunnel solution

When the cSGSN during the PDP Context Activation procedure finds an APN belonging to another PLMN, it selects an xGGSN for handling the roaming traffic and sends the Create PDP Context Request message to that node instead. The xGGSN creates the PDP Context, allocates additional TEIDs for the Gp interface and forwards the Create PDP Context Request message with these TEIDs to the GGSN corresponding to the APN. The response message from the GGSN is returned/forwarded by the xGGSN to the SGSN.

Mobility management procedures are handled in the same way as when the One Tunnel alternative is selected in the SGSN controlled bearer optimisation, with the GGSN in the HPLMN not involved in the procedure.
The xGGSN forwards all modifications of PDP Contexts to the GGSN in HPLMN, unless the modification is only of local significance (i.e. updating TEIDs and IP addresses).
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