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1. Introduction

The TS 23.203 includes a clause, in the body, referring to binding. This clause covers both IP-CANs limited to a single bearer and IP-CANs supporting multiple bearers. This is a good start for the clause to be valid for multiple accesses. Specifics for each IP-CAN shall however appear in the IP-CAN specific Annex.

2. Discussion
The binding is an association between a service data flow (template) and an IP-CAN bearer. The binding mechanism is the method for creating, modifying and deleting such bindings. For each kind of IP-CAN, the means for implementing a bearer differ, so the body shall not deal with any IP-CAN bearer specifics.

For the purpose of this discussion, the binding algorithm designates the execution of IP-CAN specific binding mechanism.

For the body of the specification, all IP-CAN session procedures shall be captured by

· IP-CAN session establishment (the UE acquires an IP address)

· IP-CAN session modification

· IP-CAN session termination (the UE ceases using the IP address)

For the smooth introduction of service continuity at hand-over in a multi-access network, the IP-CAN session modification procedure shall be capable of accommodating the IP-CAN type hand-over. I.e. it shall be possible to configure a multi-access  PCEF to use the same PCRF, and maintain an active Gx session, when the IP-CAN type changes for an IP-CAN session. Such hand-over obviously must permit the binding algorithm to change. Allocating the binding mechanism to the PCEF makes the implementation of the IP-CAN specific binding algorithm a local matter for the PCEF.
(The alternative would be to handle the handover between two kinds of IP-CAN as separate IP-CAN sessions, although the UE continues using the same IP address.)

1. The Gx reference point is required to permit maintaining the Gx session at handover from one IP-CAN type to another, without changing PCEF.

The binding mechanism shall be invoked in all the procedures that may alter the bindings previously established, however the binding algorithm may differ between different kinds of IP-CANs. Therefore the binding mechanism must have a generic definition in the body of the specification. Note that if the IP-CAN does not support multiple bearers, then the binding is determined by the association to the IP-CAN session (the UE IP address in use) only.

Bearer control signalling is not a prerequisite for an IP-CAN supporting multiple bearers. The specification body must define the binding mechanism for the multiple bearer case, without requiring bearer signalling. For an IP-CAN, supporting multiple bearers, where bearer control signalling procedures are not applicable, the PCRF has to provide an applicable PCC rule to the PCEF, using a PCRF-initiated Gx procedure. It is evident that the PCEF must execute the binding mechanism for such IP-CANs.

Therefore

2. the GPRS specific details of PDP contexts, their control procedures and the GPRS traffic mapping shall appear in the Annex A.1.

3. the PCEF shall implement the binding mechanism (removes bearer control signalling as a prerequisite).

4. the PCRF shall still implement the binding mechanism for the case of GPRS when UE-initiated secondary PDP context activation only applies.

For a multi-access scenario, the PCRF shall have the option to use the same procedure for providing PCC decisions to the PCEF, regardless the kind of IP-CAN. Therefore

5. the PCEF should, for an IP-CAN where bearer control signalling applies, initiate the appropriate bearer set-up procedure, when required.

A service data flow template detects a service data flow and is a piece of information in a PCC rule. The binding for the service data flow template is with one IP-CAN bearer only. Thus, the same demand for QoS class applies for the whole service data flow template. Should different QoS class demands apply for the same service, separate PCC rules must be formed, one for each demanded QoS class. For IMS, the TS 23.228 makes the normative assumption (clause Annex E.2.2.1) that "All associated IP flows (such as e.g. RTP / RTCP flows) used by the UE to support a single media component are assumed to be carried within the same PDP context". Thus, for IMS the demand for QoS class is the same for the whole media component.

6. The restriction, that a single service data flow template should describe a service data flow with a single demand for QoS class, has the proper place in the Policy control and charging rule clause.

For the case when the PCRF executes the binding mechanism, the GPRS-specific event trigger "PDP context establishment" is required for triggering the binding mechanism in the Secondary PDP Context Activation procedure.

7. Event trigger "PDP context establishment" included in the Annex A.1.

3. Summary and proposal
Based on the reasoning above it is proposed that binding is placed in the PCEF for the multi-access (access agnostic) PCC architecture, with one exception, GPRS using UE initiated PDP contexts, where the PCRF should perform the binding. The main motivation for this exception is backward compatibility with Rel-6 Gx. 
One issue that has to be further studied is transfer between PCRF and PCEF binding during the lifetime of an IP-CAN session. A transfer from PCRF to PCEF binding is considered trivial, while a transfer from PCEF to PCRF binding requires some attention. A transfer from PCEF to PCRF binding may be needed as part of an inter SGSN Routing Area Update when the new SGSN does not support network requested secondary PDP contexts, or during a multi-access handover from e.g. WLAN to GPRS running UE controlled PDP contexts (this case requires a multi-access GW). Several options exist, e.g. binding of already active PDP contexts remains in the GGSN, while new PDP contexts are handled by the PCRF. This issue is important to handle, but the detailed solution can be noted as FFS, and treated later.
It is proposed to include the following changes in the TS 23.203.

*** 1st change ***
5.2.2

Gx reference point
The Gx reference point resides between the PCEF and the PCRF. 

The Gx reference point enables a PCRF to have dynamic control over the PCC behaviour at a PCEF.

Editors’ note-i:
The evolved Gx reference point shall allow for all Rel-6 Gx capabilities enabling the use of service data flow based charging rules.

Editors’ note-ii:
In the PCC architecture the existing functionality from previous releases of the Go reference point is realized together with Gx reference point with a single protocol, using single message sequence to communicate both SBLP decisions and FBC decisions. Thus, the existing rel-6 Gx protocol shall be enhanced with the necessary information elements to fulfil also SBLP requirements as described in clause 4.3 of the present specification.

Editors’ note-iii:
Rel-7 Gx shall evolve the charging rules defined in TS 23.125 [7] to support policy functionality (uplink and downlink). 

The Gx reference point enables the signalling of PCC decision, which governs the PCC behaviour, and it supports the following functions:

· Initialisation and maintenance of connection;

· Request for PCC decision from PCEF to PCRF;

· Provision of PCC decision from PCRF to PCEF;

· Indication of IP-CAN bearer termination (from PCEF to PCRF).

The Gx reference point supports seamless IP-CAN type change, provided the PCEF resides in a multi-access GW serving both IP-CAN types for the IP-CAN session. While the PCRF may gain information about the change of IP-CAN type, the PCRF does not need to re-provision unchanged PCC rules that shall remain.
NOTE:
Seamless IP-CAN type change requires that the same PCRF applies for both IP-CAN types.
The information contained in a PCC rule is defined in clause 6.3.

*** 2nd change ***
6.1.1
Binding mechanism
The binding is an association between a service data flow template (representing a service data flow), and the IP-CAN bearer deemed to transport the service data flow. The binding mechanism creates bindings. The algorithm employed by the binding mechanism, may contain elements specific for the kind of IP-CAN. 

For an IP-CAN, limited to a single IP-CAN bearer per IP-CAN session, the binding mechanism shall use the following IP-CAN parameters to create the binding for a service data flow:
a) The UE IP address.

b) The UE identity (of the same kind), if present.

NOTE 1:
In case the UE identity in the IP-CAN and the application level identity for the user are of different kinds, the PCRF needs to maintain, or have access to, the mapping between the identities. Such mapping is not subject to specification within this TS.
NOTE 2:
For an IP-CAN, limited to a single IP-CAN bearer per IP-CAN session, the bearer is implicit, so finding the IP-CAN session is sufficient for successful binding.

For an IP-CAN, which allows for multiple IP-CAN bearers for each IP-CAN session, the binding mechanism shall use a) and b) and the following bearer parameters to create the binding for a service data flow:

c) The QoS class demand, if available.
d) The traffic mapping information, if available.

Requirements, specific for each type of IP-CAN, are defined in Annex A.
The binding mechanism shall associate the PCC rule with the IP-CAN bearer that is best suited to carry the service data flow. If there is no suitable bearer present, the binding mechanism should initiate the establishment of a suitable bearer and bind the PCC rule to that bearer, once it is established.
NOTE: The method for determining the best suited IP-CAN bearer is specific for each IP-CAN.


Since a PCC rule can have a binding with a single IP-CAN bearer only, it shall be ensured by the PCRF that a single policy applies for all the service data flow filters in a service data flow template. 

 For an IP-CAN, where the PCEF gains no information on what IP-CAN bearer the UE selects to send an uplink IP flow, the binding mechanism shall assume that, for bi-directional  service data flows, both downlink and uplink packets travel on the same IP-CAN bearer.


PCC shall re-evaluate existing bindings, i.e. perform the binding mechanism, whenever the service data flow template, the QoS authorization or the negotiated traffic mapping information changes. The re-evaluation may, for a service data flow, require a new binding with another IP-CAN bearer.
*** 3rd change ***

A.1.3.1
Overall description

A.1.3.1.1
Binding mechanism

The binding is an association between a service data flow template (representing a service data flow) and the PDP context (IP-CAN bearer), deemed to transport the service data flow.
The binding mechanism shall associate the service data flow template (PCC rule) with the PDP context that is deemed to carry the service data flow. The association shall

-
cause the downlink part of the service data flow to be directed to the associated PDP context, and

-
assume that the UE directs the uplink part of the service data flow to the associated PDP context.

Thus, the detection of the uplink part of a service data flow shall be active on the PDP context, which the downlink packets of the same service data flow is directed to. The detection of the uplink part of the service data flow may be active, in parallel, on any number of additional PDP contexts.










The binding mechanism shall comply with the traffic flow template (TFT) packet filters (for the whole IP-CAN session).
The binding association, for a service data flow template (PCC rule), is with a single PDP context.
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