Page 1
-


3GPP TSG SA WG2 Architecture — S2#52
S2-061692
08 - 12 May 2006
Revision of S2-061271
Shanghai, China
Source:
NEC, DoCoMo
Title:
Clarification of S2 reference point
Document for:
Approval / Discussion
Agenda Item:
7.9.2
Work Item / Release:
SAE / Release 7
1. Introduction
When SAE was first introduced, many 3GPP Operators expected SAE to provide “Carrier Grade Services” (i.e., seamless handover, secure IP access, provision of QoS, etc.) not limited to the LTE access, but also for various other access technologies including WiFi, WiMAX and even DSL.

In order to provide the Carrier Grade Services over various access systems, important aspects that the SAE architecture must provide are the following:
Secure communication: Secure communication over every access systems must be guaranteed. This concern has been studied in 3GPP SA3 (in TS 33.234), and they have given a clear guidance that the connection from the UE to the 3GPP core must be sufficiently secured.
Operator Policy Control (QoS provisioning): In order to provide telephony services, a mechanism to guarantee QoS control per service is a very important function that the SAE architecture must provide This service requirement must be guaranteed not only for the LTE access, but also for other 3GPP defined access systems (e.g., WLAN 3GPP accesses) that the EPC (Evolved Packet Core) accommodates.
This contribution discusses Carrier Grade service continuity between 3GPP Accesses and non-3GPP Accesses. As a result of this, this contribution clarifies the access systems for which SAE needs to provide Carrier Grade service continuity.

2. Discussion

2.1. Active mode handover between 3GPP and non-3GPP IP accesses
In order to maintain Carrier Grade Services for mobility between 3GPP and non-3GPP IP accesses, it is obvious that both access systems have to support equivalent security and QoS functionalities. For instance, the required QoS may not be achievable by the 3GPP operator if non-3GPP access systems do not provide equivalent admission control capabilities as 3GPP access systems. Note that it is not expected here that non-3GPP entities (e.g., RAT) that are defined outside the scope of 3GPP support those functionalities, but rather the 3GPP entities that interface with the non-3GPP accesses.    

Figure 1 illustrates the case where the non-3GPP IP access system does not provide the functions described above. On the contrary, Figure 2 illustrates the case where the non-3GPP IP access system does provide the required QoS and security functions. The difference between the two cases is that in the former handoff scenario, the end-user service is degraded, whereas in the latter case, the end-user service is maintained despite the inter-access system handoff.
Note that following figures assume that non-3GPP IP accesses include any access system other than WLAN 3GPP IP access, which provides access to the EPC through a PDG as defined in the TS 23.234. Detailed discussion can be found in the latter sections.
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Figure 1: Handover to non-3GPP IP Access without Security and QoS support
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Figure 2: Handover to non-3GPP IP Access with Security and QoS support
As mentioned in the Introduction section, the functional requirements for S2 reference point are studied below.
· Security Management
As 3GPP SA3 suggested, user traffic (User Plane Data) must be encrypted between the EPC edge node and the UE for the LTE access system. We believe that the same principle shall be applied to the S2 reference point as well.

In order to satisfy this requirement, the PDG-based WLAN 3GPP IP access model or a similar approach that allows provisioning of security between UE and EPC, is necessary for the S2 reference point.
· QoS Provisioning
In order to mange resources on the S2 reference point and the non-3GPP IP access systems based on 3GPP operator policies, an enforcement point (i.e. PCEF) is necessary at the edge of the EPC. 

The Rel-7 WID (WLAN QoS) studies the QoS provisioning over the 3GPP WLAN IP access. According to this study, the PDG can be a PCEF that could reflect the 3GPP operator’s policy to the WLAN access system. For more details, refer to 3GPP TR 23.836. 
In order to satisfy this requirement, the PDG-based WLAN 3GPP IP access model or a similar approach that introduces a node at the edge of the EPC to perform QoS control is required for the S2 reference point. 
2.2 What is the “non-3GPP IP access”?
In the current TR 23.882, the term “non-3GPP IP access” is used without any definition. We believe this creates much confusion. 

In general, the term “non-3GPP access” is used for radio access systems that are not defined by 3GPP (e.g., WiMAX or DSL). However, according to the TS 23.234, the I-WLAN access system is not limited to the WLAN access technology, but rather able to accommodate any other access technology (i.e., WiMAX, DSL, etc.). As a result, we believe there is no need to define a dedicated access type for non-3GPP accesses, but rather to distinguish between the following WLAN IP access types, namely: 

· WLAN 3GPP IP access

· WLAN Direct IP access
· WLAN Direct IP access with GW
2.2.1 WLAN 3GPP IP access

WLAN 3GPP IP access is defined in 3GPP TS 23.234(3GPP I-WLAN).

According to the latest TR 23.882, the bubble “WLAN 3GPP IP access” is connected to the EPC. As the previous section concluded, “WLAN 3GPP IP access” (via the PDG) is perfectly suitable to the S2 reference point. 
It is therefore proposed to clarify that WLAN 3GPP IP access implies that the access network is accommodated via a PDG (or an evolved variation of the PDG).

However, since wireless LAN is not the only access technology that is supported by “WLAN 3GPP IP Access”, the name “WLAN 3GPP IP access” may be misleading. It is therefore suggested to refer to this also as “3GPP IP Access”.

2.2.2 WLAN Direct IP access
WLAN Direct IP access is defined in 3GPP TS 23.234(3GPP I-WLAN).

Typically this access is used for flat (“direct”) internet access. Since no security function nor QoS control functions are provided, this access mechanism cannot be considered appropriate to provide Carrier Grade Services.
In conclusion, “(WLAN) Direct IP access” is NOT suitable to be connected to the IASA over the S2 reference point.
2.2.3 WLAN Direct IP access with GW
In some special network configuration, secure network access and QoS could also be provided without a PDG (e.g., a WiFi access network deployed by the 3GPP operator which maintains the required level of security and QoS by some other means). This type of access could thus also be referred to as “(WLAN) Direct IP access with GW”.

In this case, the GW would need to provide equivalent functions regarding security and QoS as the PDG.

In conclusion, “(WLAN) Direct IP access with GW” is also suitable as an access means for the S2 reference point by which non-3GPP access networks can be accommodated.

3. Proposal

NEC would like to update the 3GPP TS 23.882 based on the conclusions described in the discussion section.
The proposed updates to the 3GPP TS 23.882 are shown from the next page.

Start of 1st Change
4.2
Architecture for the evolved system – non-roaming case

Figure 4.2‑1 depicts the base line high level architecture for the evolved system.

Editor's note:It is not the finalized architecture model for the evolved system. i.e. it does not contain all functions/interfaces required, and some functions/interfaces may be added, deleted or modified in the course of the key issue discussions.
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Figure 4.2-1: Logical high level architecture for the evolved system
Note 1:
A Gateway (GW) shall provide equivalent functions for the (WLAN) Direct IP Access than the PDG does for (WLAN) 3GPP IP Access. In particular support for QoS provisioning and user data protection between the UE and the GW is needed. In general, the gateway node would be located at the edge of the EPC; however, in case the access network is trusted by the PLMN (i.e., if a security association exists between the access network and the EPC), the GW can also be located at the edge of the non-3GPP access system.
Note 2: (WLAN) Direct IP access (without a GW) is outside the scope of SAE.
The location of the functions belonging to MME/UPE is dependent on RAN CN function split table, i.e. it is FFS.

It is FFS whether there is an interface between UTRAN and evolved packet core.

The separation of MME/UPE into two separate entities is FFS.

Inter Access System Anchor (Inter AS Anchor)

Inter AS Anchor is the user plane anchor for mobility between different access systems.

It performs or supports handover between different access systems.
It is FFS whether an open interface separates the inter access system anchor into an anchor for mobility between 3GPP access systems and an anchor for mobility between 3GPP and non-3GPP access systems.

Reference points
S1:
It provides access to Evolved RAN radio resources for the transport of user plane and control plane traffic.

S2:
It provides the user plane with related control and mobility support between (WLAN) 3GPP IP accesses and the Inter AS Anchor. Note that the actual access technologies for the S2 reference point is not limited to WLAN; instead any other access technologies including WiMAX, and even Internet connection from everywhere in the world should be considered. The following access approaches need to be considered:  

· (WLAN) 3GPP IP access implies the access network is accommodated via a PDG (as defined in TS 23.234).

· (WLAN) Direct IP access with GW implies that the access network is connected via a GW, which provides equivalent functions than a PDG. While the PDG provides security based on IPsec mechanism (as specified in TS 33.234), Direct IP access with GW may provide the security by some other means.

S3:
It enables user and bearer information exchange for inter 3GPP access system mobility in idle and/or active state.

User data forwarding for inter 3GPP access system mobility in active state (FFS).

It may provide the user plane with related control and mobility support between GPRS Core and MME/UPE in case the MME/UPE is combined with the Inter AS Anchor, which is FFS.

End of 1st Change
Start of 2nd Change
4.3.1
Scenario 1: Evolved packet core in the Visited network – Evolved packet core in the Home network

In this section it is considered the high level roaming architecture in case both the visited and the home networks are evolved Packet Core networks. Two alternative architectures are shown, depending on whether UE traffic has to be routed to the HPLMN or not. It is FFS whether the two alternatives can be used in parallel by a UE, e.g. when only a part of the user’s traffic has to be routed to the HPLMN.

In case UE traffic is routed to the home network, the SAE architecture is depicted in figure 4.3-1.
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Figure 4.3-1: SAE Roaming architecture – Home routed traffic.

For home routed user traffic the Inter AS Anchor is located in the HPLMN. Due to this reason, an interface between the Visited MME/UPE and Home Inter AS Anchor is needed.This interface is referred to as S8 and is the same reference point as S5 plus possible supplementary functions, if needed, related to roaming scenarios.

The vPCRF is located in the VPLMN, while hPCRF is in the HPLMN. The need for a vPCRF and the reference point S9 is FFS.

It is FFS whether the inter-3GPP access system Mobility Anchor and/or the Mobility anchor between 3GPP and non-3GPP access systems is provided by entities in the visited network or by the Home Inter AS Anchor.

It is FFS whether it is advantageous to allow inter-access system handover also in the visited network (e.g.: in the same node as the MME/UPE). The IASA in the home network remains the entity that terminates the IP Access Service.

It is FFS whether the GPRS Core contains a GGSN for this roaming architecture. In case a GGSN is included it is FFS whether a GGSN in HPLMN or VPLMN is used.

In case UE traffic is not routed to the HPLMN, the SAE architecture is depicted in the following figure 4.3-2.
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Figure 4.3-2: SAE Roaming architecture – Local Breakout.

If and how to connect the Rx+ reference point is FFS.

The need for dynamic policies in the roaming case is FFS. In the case it is decided that PCRF in the visited network is used, one alternative solution is that the enforcement of the Home PLMN policies (e.g.: QoS and charging policies) by the visited Inter AS Anchor is performed through the interaction of Home and Visited PCRF. Possibly, the Visited PCRF may add/modify policies according to those defined in the VPLMN. The related reference point between PCRFs is referred as S9. The use of S9 is limited to this alternative solution and is FFS.

Additional reference points for roaming scenarios [in addition to those described in section 4.2]

S8: indicates the roaming variant of S5 reference point when the Inter AS Anchor point is located in the HPLMN.

S9: indicates the roaming variant of the S7 reference point for the enforcement in the VPLMN of dynamic control policies from the HPLMN.The use of S9 is FFS.

Note: S2 and S4 reference points could be interoperator when the GGSN/PDG and the Inter AS anchor belong to different PLMNs.

End of 2nd Change
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