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First change
7
Procedures related to establishment of IMS emergency session

7.1
High Level Procedures for IMS Emergency Services
7.1.1
UE Detectable Emergency Session

The following flow contains a high level description of the emergency service procedures performed when the UE can detect the emergency session is being requested.
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Figure 7.1: Terminal Detected Emergency Calls

Prior to the following steps, if the UE is already IMS registered, it shall download from the serving IMS network an indication of whether an IMS emergency registration is required or not within the IMS registration. 
Editor's note: This indication would be transferred on the SIP message from the serving IMS network within the IMS registration procedure. The detail is FFS.

The following steps are performed:

1.
The UE detects the request for the establishment of an emergency session. If the UE is not IMS registered, the UE excutes step 2 and the followings. Otherwise, the UE makes the decision on whether or not the IMS emergency registration is required. If the IMS emergency registration is required, the UE excutes step 2 and the followings. Otherwise, the UE skips steps 2 -6 and excutes step 7.
2.
In the case that the UE has insufficient resources or capabilities to establish an emergency call due to other ongoing sessions then the UE should terminate the ongoing communication and release reserved bearer resources

3.
In the case that bearer registration is required and has not been performed, the UE shall perform bearer registration to the IP-CAN. If the UE is already bearer registered, then the bearer registration procedures are not required to be performed.

NOTE 1:
Depending on the IP-CAN, the UE may be assigned an IP address at this stage.

4.
In the case that bearer resources for the transport of the IMS related signalling are required to be reserved in the IP-CAN, the UE shall reserve the resources in the IP-CAN. The UE shall provide an indication that this is for an emergency service.
If the IP-CAN does not provide an IP address to the UE in step 3, then the IP-CAN shall allocate an IP address to the UE during the bearer resource request procedures.

5.
UE performs a P-CSCF discovery procedure, where the UE discovers a P-CSCF in the local network suitable for use in emergency sessions.

NOTE 2:
The exact means for the P-CSCF discovery is dependant upon the IP-CAN.
6.
If the UE has sufficient credentials to authenticate with the IMS network, it shall initiate an IMS emergency registration request by providing the IP address obtained at step 3 or step 4 to the P-CSCF selected at step 5. The IP address used for signalling purposes is allocated in association with step 3 or step 4. The IMS registration request shall include an Emergency Public User Identity. If the UE receives the indication from the serving IMS network to excute the IMS registration, the UE initiate the IMS registration. Otherwise, the UE continues on the IMS emergency registration procedure. 
Editor's note: This indication would be transferred on the SIP message from the serving IMS network within the IMS emergency registration procedure. The detail is FFS.


If the UE does not have sufficient credentials to authenticate with the IMS network, it shall not initiate an IMS registration request, but instead immediately establish an emergency session towards the P-CSCF as described in step 7.
7.
The UE shall initiate the IMS emergency session establishment using the IMS session establishment procedures containing an emergency session indication and emergency Public User Identifiers.

Whether the procedures are activated individually by the UE or some of them are performed automatically depends on the implementation of the terminal and on the UE's configuration. For instance, the multimedia application in the UE could start the application level registration and steps 2-4 would have to be executed in response to support the operation initiated by the application. Interaction with the UE may happen during these steps.
Second change
[…]

7.2
IMS Registration for Emergency Session
The IMS emergency registration procedure shall follow the procedures as described in subclause 5.2.2.3 of TS 23.228 [1] with the following modifications:

-
If the UE has sufficient credentials to authenticate with the IMS network and the serving IMS network requires to make an IMS emergency regsitration, it shall initiate an IMS emergency registration.

-
The UE shall use an emergency Public User Identifier in the registration request. This indication may be used to route calls coming from the PSAP to the contact address registered during the emergency registration procedure and to inform the home network that roaming restrictions may not be applied.
-
The user's home network should ignore roaming restrictions for emergency session requests.

-
No originating and terminating services should be applied to emergency Public User Identifiers.

-
The UE shall use a special emergency Public User Identifier in the emergency registration request if emergency registration is performed. The format of this public user identity has to be defined by stage 3.
NOTE:
The special emergency public user identifier is different from the emergency indication used in the IMS emergency registration request and IMS emergency session establishment request.

P-CSCF handles the registration requests with an emergency indication like any other registration requests and forward the request to the IBCF or I-CSCF in the user's home network.
Third change
Annex X (Informative);

Emergency Session Establishment with IMS Registration or IMS EmergencyRegistration
X.1 The high level call flow in the case the UE is already IMS registerd
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Figure X.1: Emergency Session Establishment procedure in case that UE is already IMS registered
1.   The UE decides whether or not, the UE has UICC. This flow depicts the case where the UE is already IMS registered; therefore, in this flow the UE also has the UICC. 

2.  The UE decides whether IMS emergency registration is required or not. Whether the IMS registration is required or not is based on the network configuration.
(2a) If the UE determines the IMS emergency registration is not required, the UE sends emergency session request to P-CSCF with the information defined in TS23.167 with the difference of including normal Public User Identifier instead of Emergency Public User Identifier.

(2b) If the UE determines the IMS emergency registration is required, the UE starts Emergency Registration as it defined in TS 23.167 followed by Emergency session procedure.

At procedure 2, the UE makes the decision whether or not, IMS emergency registration is required. The UE downloads an indication from the serving network with normal registration procedure beforehand to determine whether the IMS emergency registration is required or not. 
Editor's note: This indication would be transferred on the SIP message from the serving IMS network within the IMS registration procedure. The detail is FFS.
X.2 The high level call flow in the case the UE is not IMS registerd 
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Figure X.2: Emergency Session Establishment procedure in case that UE is not IMS registered
1.   The UE makes the decision whether or not, the UE has the UICC. 
2.   The UE sends emergency registration message to P-CSCF. 
(2a) If the UE has UICC, it sends the emergency registration message to P-CSCF with an emergency Public User identifier.

(2b) If the UE does not have UICC, it sends the emergency registration message to P-CSCF with an equipment identifier specifies the UE. 

3.   When P-CSCF receives the emergency registration message, it first identifies if the serving network requires the IMS emergency registration. 

(3a) If the P-CSCF identifies that IMS emergency registration is not required, it responds with an appropriate message indicating IMS emergency registration is not required. After that, the UE sends normal IMS registration request message to P-CSCF to start the registration procedure. When the UE receives 200 ok of registration procedure, it sends Emergency session request to P-CSCF with the information defined in TS23.167 with the difference of including normal Public User Identifier instead of Emergency Public User Identifier.
Editor's note: This indication would be transferred on the SIP message from the serving IMS network within the IMS registration procedure. The detail is FFS.

 (3b) If the P-CSCF determines that IMS emergency registration is required, it continues on the emergency registration procedure.
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