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3.1 Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [11] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [11].

Emergency-CSCF: The Emergency-CSCF handles certain aspects of emergency sessions, e.g. routing of emergency requests to the correct emergency centre or PSAP.
ESQK: Emergency Service Query Key is a 10 digit North American Numbering Plan number used to identify a particular emergency call instance. It is used by the LRF as a key to look up for the location information and callback information associated with the emergency call instance and is also used by the PSAP to query location information from the LRF. 
ESRN: is a 10 digit North American Numbering Plan number used for routing of an emergency call to the appropriate gateway for an eventual delivery towards a CS based PSAP. 
Geographical Location Information: Location indicated in geographical terms, for example geographical coordinates or street address (e.g. as supported by IETF RFC 4119 [14]).

IP-Connectivity Access Network (IP-CAN): The collection of network entities and interfaces that provides the underlying IP transport connectivity between the UE and the IMS entities. An example of an "IP-Connectivity Access Network" is GPRS.
Location Identifier: Information about the current location of the UE in the network. Location is indicated in network terms, for example using the global cell id in cellular networks, line-id in fixed broadband networks, or Location Object as defined by IETF RFC 4119 [14], (OMA-Location also uses this term, but OMA so far defines the Location Identifier only for cellular access.)

Location Retrieval Function (LRF): This functional entity handles the retrieval of location information for the UE including, where required, interim location information, initial location information and updated location information. The LRF may interact with a separate RDF or contain an integrated RDF in order to obtain routing information. The LRF may interact with a separate GMLC or contain an integrated GMLC in order to obtain location information. The LRF may interact with or contain other types of location server functions in order to obtain location information. 
Location Information: The location information may consist of the Location Identifier, and/or the Geographical location information.
LRO: Last Routing Option is a number, which may be used in the event of network failure towards a specific location based PSAP or a number that can be associated to a national or default PSAP/Emergency center. 
Routing Determination Function (RDF): The functional entity, which may be integrated in a Location Server (e.g. GMLC) or in an LRF, provides the proper PSAP destination address to the E-CSCF for routing the emergency request. It can interact with a location functional entity (e.g. GMLC) to manage ESQK allocation and management, and deliver location information to the PSAP.
…..

7.3 Emergency Session Establishment in the Serving IMS network

If the UE is able to detect that the user is requesting an emergency session then it shall include an emergency service indication in the emergency session establishment request.
If the UE is CS capable and not attached to the PS domain, the UE shall attempt an emergency call in the CS domain. If the UE is only PS attached, and the network has indicated that IMS emergency services are supported, it should attempt the emergency call in the PS Domain. If the UE is attached to both domains, it should attempt the emergency call as directed by the network operator. No explicit direction means that the CS domain is the preferred domain for emergency calls. For an attempt in the IM CN Subsystem of the PS domain, the attempt should be in the serving (visited if roaming) IM CN Subsystem of the PS domain.
Editor’s Note: How the UE gets the policy related to domain selection is FFS.
If the initial attempt is in the CS domain and it fails, the serving (visited if roaming) IM CN Subsystem of the PS domain shall be attempted if the UE is capable. If the initial attempt is in the IM CN Subsystem of the PS domain and it fails, the UE shall make the attempt in the CS domain (if the UE is capable and if for an appropriate service e.g., voice). If these emergency session attempts failed or are not appropriate (e.g., visited PS domain does not support required PS emergency service), the session may be attempted in the Home IM CN Subsystem of the PS domain.

If a UE attempts to initiate a session and receives a 380 (Alternative Service) response with the type set to "emergency", the UE shall then re-attempt the session as described above with first attempt being towards the CS domain (if the UE is capable and if for an appropriate service e.g., voice), and with an indication that emergency service is requested.

If the UE is aware that it does not have sufficient credentials to authenticate with the IMS network, it shall not initiate an IMS registration but immediately establish an emergency session towards the P-CSCF, see subclause 7.4.

Upon receiving an initial request for an emergency session, the P-CSCF shall follow the rules and procedures described in 3GPP TS 23.228 [1] with the following additions and clarifications:

-
The P-CSCF is the IMS network entity, which detects an emergency session.

-
A P-CSCF in the home network should, when it can recognise the emergency number or emergency indication, respond to the UE indicating that the UE should initiate an emergency session in the visited network (e.g. via the CS domain of the visited network).
-
For the case that the initial request carries an indication that the request is for emergency services, and the UE is not registered in the IMS network, see subclause 7.4 for details.

-
For the case that UE is IMS registered and the initial request does not carry an indication that the request is for emergency services, and the P-CSCF is able to detect that the request is for emergency services, the P-CSCF, based on local policy, may reject the request with a 380 response (Alternative Service) with the type set to “emergency”. If local policy allows P-CSCF to accept the request without an emergency indication, the P-CSCF shall add the emergency session indication in the request, select an Emergency CSCF (E-CSCF) in the same network to handle the session and forward the emergency session establishment there. There is no requirement to inform the UE that the session has been marked as an emergency session, i.e. the UE can treat the session as a normal session establishment.
-
On receipt of a session establishment request, which is recognized to be for an emergency service, the P-CSCF shall check whether the UE provided a Tel URI as its identity in the request. If a Tel URI is present in the request, the P-CSCF shall check the validity of this Tel URI. If no Tel URI is present in the request and the P-CSCF is aware about the Tel URI associated with the emergency Public User Identifier, it shall provide the Tel URI  in the session establishment request.
-
P-CSCF shall prioritize emergency sessions over other non-emergency sessions.

Upon receiving an initial request for an emergency session from P-CSCF, the E-CSCF shall perform the following:

-
if the request does not carry an indication that the request is for emergency services then the E-CSCF rejects this session with an appropriate response.
-
based on local policy (e.g. depending on access type used and other information) the P-CSCF may respond to the emergency session request from the UE with indication to establish the session in the CS Domain.
-
if needed, retrieves the UE’s location information as described in subclause 7.6 Retrieving Location information for Emergency Session.
-
determine the appropriate PSAP destination by examining the type of emergency service requested and UE’s location. Based on local policy, it may invoke an external function RDF or LRF) to determine the proper PSAP destination and/or UE location.

Editor’s note: This “routing” interface and RDF interaction is FFS! It is expected that the input parameter to the RDF to determine the proper PSAP routing is location information, user’s identity, and type of emergency service requested.

Editor’s note: Location interface and E-CSCF interaction is FFS!

Editor’s note: How the IMS network routes the emergency session based on location information is FFS.

Editor’s note: The usage of local routing numbers in North America to call back the roaming user without involving the home network is FFS.
-
determine the default PSAP destination if routing based on UE’s location is required but the location is unknown.

-
If the PSAP/emergency centre contains a point of presence within the IMS connectivity network, the E-CSCF shall forward the emergency session initiation request directly to the PSAP/emergency centre.

-
If the PSAP/emergency centre has its point of presence in the PSTN/ISDN network or the CS domain, the E-CSCF uses the Tel-URI obtained from the LRF and forwards the request to an appropriate BGCF/MGCF for routing in the GSTN. . This number shall have the same format as used for CS emergency calls. The MGCF may insert any available location information in the PSTN/CS signalling. 
      Note: In case an ESRN is received from the LRF, the E-CSCF maps the received ESRN from the LRF to a URI before forwarding the request to MGCF.
-
Based on operator policy (e.g. depending on access type used and other information) the E-CSCF may respond to the emergency session request from the UE with indication to establish the session in the CS Domain.
……

7.6 Retrieving Location information for Emergency Session

7.6.3
The IMS core retrieves the location information

The IMS-core may retrieve the location information either from the IP-CAN directly or from a location retrieval function (LRF). 
NOTE:
When the Retrieve Location request is sent directly to the IP-CAN, it is assumed that the location retrieval function is included within the IP-CAN.
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Figure 7.6-2: IMS core requests location information from the LRF 
1.
The user initiates an emergency call.

2.
The user equipment sends an INVITE with an emergency indication to the IMS core. The INVITE may contain any location objects that the terminal has.  The location object is dependant upon the access network technology.

3.
If the location object provided in step 2 is insufficient to determine the correct PSAP or if the IMS core requires emergency routing information, or if the IMS core is required to validate the location object, a request is sent to the LRF. The request shall include information identifying the UE, the IP-CAN and may include means to access the UE (e.g. UE IP address). The request may also include any location objects provided in the INVITE in step 2.
4.
The LRF may obtain an interim location estimate. The means to obtain the interim location estimate is dependant upon the access technology the UE is using to access the IMS and may include using the PS-NI-LR or PS-MT-LR procedures defined in 3GPP TS 23.271 [5] or the SUPL procedures defined in OMA AD SUPL: “Secure User Plane Location Architecture” [15], OMA TS ULP: “User Plane Location Protocol” [16], or other procedures. The LRF may invoke an RDF to convert the interim location or any location object received in step 3 into PSAP routing information. The LRF may record the information received in step 3.

NOTE 1:
The use of SUPL procedure is depended on the UE capabilities.

5.
The location information and/or the routing information obtained in step 4 are returned to the IMS core. The LRF may also return correlation information (e.g. ESQK) identifying itself and any record stored in step 4.

6.
The IMS core uses the routing information provided in step 5 or selects an emergency centre or PSAP based on location information provided in step 5 and sends the request including the location information and any correlation information to the emergency centre or PSAP.
6a. The INVITE is sent to an MGCF/MGW, 6b. The IAM is continued towards the emergency centre or PSAP Or 6c. The INVITE is sent directly to the emergency centre or PSAP.

7.
The emergency call establishment is completed.

8.
The PSAP may send a request for the initial or an updated location to the LRF. The PSAP may determine the LRF based on correlation information received in step 6. The PSAP may also include the correlation information in the request to the LRF.

9.
The LRF may perform location determination. The means to obtain the interim or updated location estimate is dependant upon the access technology the UE is using to access the IMS and may include using the PS-NI-LR or PS-MT-LR procedures defined in 3GPP TS 23.271 [5] or the SUPL procedures defined in OMA AD SUPL: “Secure User Plane Location Architecture” [15], OMA TS ULP: “User Plane Location Protocol” [16], or other procedures. In doing so, it may use any correlation information received in step 8 to retrieve information about the UE recorded in step 4. 

NOTE 2:
The use of SUPL procedure is depended on the UE capabilities

10.
The LRF returns the initial or updated location to the emergency centre or PSAP. As an option for initial location, the LRF may instigate the location step 9 before the request in step 8 is received and may send the initial location to the emergency centre or PSAP either after the request in step 8 is received or before it is received.

11.
The emergency call is released.

12.
The IMS core may indicate to the LRF that the call is released. The LRF releases any record stored in step 4  
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