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<< Second change >>

5
Architecture model and reference points

5.1
Reference architecture

This specification introduces an additional CSCF role to those defined in the IMS architecture TS 23.002 [12], called Emergency CSCF (E-CSCF), see figure 5.1.
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Figure 5.1: E-CSCF in reference architecture

NOTE 1:
P-CSCF and E-CSCF are always located in the same network; this is the visited network when the UE is roaming.
NOTE 2:
For simplicity, not all functional components, e.g. I-CSCF, MGCF and BGCF, are shown in this figure.

NOTE 3:
It shall be possible, for example in the North America regions, to support configurations where the Location Retrieval Function (LRF) may consist of a Routing Determination Function (RDF) and a Location Server (e.g. GMLC), the interface between Location Server and RDF is out of scope of this specification. The RDF may be integrated in the Location Server (e.g. in the LRF).

NOTE 4:
LRF may be associated with the IP-CAN.

<< Third change >>

6.2.2
Emergency-CSCF

-
Receive an emergency session establishment request from a P-CSCF.

-
Based on local policy, the E-CSCF may require the LRF to retrieve location information and determine the proper PSAP destination. It shall be possible, for example in the North American regions, that the E-CSCF may request the routing instructions from LRF and notify call termination to LDR via either SIP based signalling or non-SIP based signalling (see Annex X for details).
-
Based on local policy, the E-CSCF may query the LRF to retrieve the UE's location information.

-
Route emergency session establishment requests to an appropriate destination including anonymous session establishment requests.

-
If needed, retrieve the UE's location information as described in subclause 7.6 Retrieving Location information for Emergency Session.

-
Subject to national requirements, the E-CSCF may send the contents of the P-asserted ID or UE identification to the LRF.
6.2.3
Location Retrieval Function

The Location Retrieval Function (LRF) is responsible for retrieving the location information of the UE that has initiated an IMS emergency session. It shall be possible, for example in the North America regions, to support configurations where the Location Retrieval Function (LRF) may consist of a Routing Determination Function (RDF) and a Location Server (e.g. GMLC), the interface between Location Server and RDF is out of scope of this specification.

The RDF provides the proper PSAP destination address to the E-CSCF for routing the emergency request. It can interact with a location functional entity (e.g., GMLC) and  manage ESQK allocation and management. The ESQK is used by the PSAP to query the LRF for location information and a callback number if provided by the E-CSCF. The LRF-PSAP interactions are outside the scope of this specification. It shall be possible, for example in the North American regions, that the RDF provides emergency call routing instruction and receives the notification of call termination via either SIP based signalling or non-SIP based signalling (see Annex X for details).
Information provided by the LRF to the E-CSCF includes the routing information and other parameters necessary for emergency services, which are subject to local regulation. For example, this information may include the ESQK, ESRN, and LRO in North America and location number in EU.

In order to provide the correct PSAP destination address to the E-CSCF, the LRF may require interim location information for the UE.

In some regions, for example in the North American region, it may be a requirement to provide the PSAP with an accurate initial location estimate for the UE and possibly to provide an accurate updated location estimate for the UE if requested by the PSAP. When this requirement exists, the LRF may store a record of the emergency session including all information provided by the E-CSCF and shall only release this record when informed by the E-CSCF that the emergency session has terminated. The information provided by the LRF to the E-CSCF (e.g. ESQK) shall then include correlation information identifying both the LRF and the emergency session record in the LRF. This correlation information shall be transferred to the PSAP during session establishment (e.g. in a SIP INVITE or via SS7 ISUP signalling from the MGCF). The PSAP may use this information to request an initial location estimate from the LRF and/or to request an updated location estimate.

<< Fourth change >>
Annex X (Normative): Information Flow of IMS Emergency Session Establishment in North America

This session provides the IMS Emergency Session Establishment procedures for North America.
X.1  LRF acts as a redirecting server
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Detailed description of the procedure:

1) A UE initiates an emergency call and determines its own location if possible.

2) The UE sends a SIP INVITE message with 911 or other well known emergency number as the dialed number, its location information in a Location Object (LO) if available, and its media capabilities encapsulated in a SDP payload, to the P-CSCF.

3) Based on the network configuration, the P-CSCF routes the emergency call to the E-CSCF. 

4) The E-CSCF routes the emergency call to the LRF by forwarding the SIP INVITE message, for call routing instructions. 

5) Based on the Location Object (LO) sent by the UE (the LRF may initiate procedure to retrieve the location of the UE, this procedure is out of scope of IMS emergency WI), the LRF will determine which PSAP/EC the call should be routed and allocate an ESQK from the ESQK pool associated with that particular PSAP/EC. The LRF then will format a SIP response with the retrieved ESRN/ESQK in Contact fields to redirect the emergency call.

6) The E-CSCF uses the ESRN/ESQK received in the call redirect message to format a SIP INVITE message properly, and sends it to the MGCF/MGW based on the routing table in the E-CSCF. A P-Asserted-Identity field may be inserted in the INVITE message, for I2 call routing the P-Asserted-Identity contains ESQK, for I1 call routing the P-Asserted-Identity contains the CBN.

7) The emergency call setup continues to the PSAP/EC.

8) The LRF initiates a subscription at E-CSCF to request a notification of call termination of the emergency call.

9) The E-CSCF responds with an acknowledgement.

10)  The emergency session establishment signalling continues.

11) The PSAP retrieves location from the Location Server (out of scope of this standard).

12) The emergency session is released.

13) The E-CSCF sends an EventNotification message to the LRF with an Event indicating that the 911 call has been terminated. At this time, the ESQK allocated to the emergency session can be released.

14) An acknowledgement is returned to the E-CSCF.

X.2 LRF acts as a SIP routing proxy without record route
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Detailed description of the procedure:

1) A UE initiates an emergency call and determines its own location if possible.

2) The UE sends a SIP INVITE message with 911 or other well known emergency number as the dialled number, its location information in a Location Object (LO) if available, and its media capabilities encapsulated in a SDP payload, to the P-CSCF.

3) Based on the network configuration, the P-CSCF routes the emergency call to the E-CSCF. 

4) The E-CSCF routes the emergency call to the LRF by forwarding the SIP INVITE message, for call routing instructions. 

5) Based on the Location Object (LO) sent by the UE (the LRF may initiate procedure to retrieve the location of the UE, this procedure is out of scope of IMS emergency WI), the LRF will determine which PSAP/EC the call should be routed and allocate an ESQK from the ESQK pool associated with that particular PSAP/EC. The LRF then re-issues the INVITE back to the E-CSCF with the ESRN/LRO and ESQK, but no record route indication.

6) The E-CSCF forwards the SIP INVITE message to the MGCF/MGW based on the routing table in the E-CSCF. A P-Asserted-Identity field may be inserted in the INVITE message, for the call to be routed to PSAP the P-Asserted-Identity contains ESQK, for the call to be routed to other emergency answering center the P-Asserted-Identity contains the CBN.

The remainder of the call flow is as in X.1.

X.3 LRF acts as a SIP routing proxy with record route
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Detailed description of the procedure:

1) A UE initiates an emergency call and determines its own location if possible.

2) The UE sends a SIP INVITE message with 911 or other well known emergency number as the dialled number, its location information in a Location Object (LO) if available, and its media capabilities encapsulated in a SDP payload, to the P-CSCF.

3) Based on the network configuration, the P-CSCF routes the emergency call to the E-CSCF. 

4) The E-CSCF routes the emergency call to the LRF by forwarding the SIP INVITE message, for call routing instructions. 

5) Based on the Location Object (LO) sent by the UE (the LRF may initiate procedure to retrieve the location of the UE, this procedure is out of scope of IMS emergency WI), the LRF will determine which PSAP/EC the call should be routed and allocate an ESQK from the ESQK pool associated with that particular PSAP/EC. The LRF then re-issues the INVITE back to the E-CSCF with the ESRN/LRO, ESQK and a record route indication.

6) The E-CSCF forwards the SIP INVITE message to the MGCF/MGW based on the routing table in the E-CSCF. A P-Asserted-Identity field may be inserted in the INVITE message, for the call to be routed to PSAP the P-Asserted-Identity contains ESQK, for the call to be routed to other emergency answering center the P-Asserted-Identity contains the CBN.

7) The emergency call setup continues to the PSAP/EC.

8) The emergency session establishment signalling continues.

9) The PSAP retrieves location from the Location Server (out of scope of this standard).

10) Either the caller or PSAP initiates the call termination signaling.

11) The E-CSCF forwards the hangup message to the LRF. At this time, the ESQK allocated to the emergency session can be released.

12) The LRF sends a OK to the E-CSCF.

13) The call termination signalling continues.

X.4 LRF Uses Non-SIP Signalling
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Detailed description of the procedure:

1) A UE initiates an emergency call and determines its own location if possible.

2) The UE sends a SIP INVITE message with 911 or other well known emergency number as the dialled number, its location information in a Location Object (LO) if available, and its media capabilities encapsulated in a SDP payload, to the P-CSCF.

3) Based on the network configuration, the P-CSCF routes the emergency call to the E-CSCF. 

4) The E-CSCF requests the routing instructions for the call by sending an ES Routing Request to the LRF. 

5) Based on the Location Object (LO) sent by the UE (the LRF may initiate procedure to retrieve the location of the UE, this procedure is out of scope of IMS emergency WI), the LRF will determine which PSAP/EC the call should be routed and allocate an ESQK from the ESQK pool associated with that particular PSAP/EC. The LRF then will then return the routing information to the E-CSCF

6) The E-CSCF formulates the SIP INVITE message to the MGCF/MGW based on the routing information returned in the E-CSCF. A P-Asserted-Identity field may be inserted in the INVITE message, for the call to be routed to PSAP the P-Asserted-Identity contains ESQK, for the call to be routed to other emergency answering center the P-Asserted-Identity contains the MSISDN as the CBN.

7) The emergency call setup continues to the PSAP/EC.

8) The emergency session establishment signalling continues.

9) The PSAP retrieves location from the Location Server (out of scope of this standard).

10) The emergency session is terminated.

11) The E-CSCF sends an ES Termination Report with the MSISDN to the LRF. At this time, the ESQK assigned to the emergency session can be released.

�PAGE \# "'Page: '#'�'"  �� � HYPERLINK "http://www.3gpp.org/ftp/Information/DocNum_FTP_structure_V3.zip" ��Document numbers� are allocated by the Working Group Secretary.  


�PAGE \# "'Page: '#'�'"  �� Enter the specification number in this box. For example, 04.08 or 31.102. Do not prefix the number with anything . i.e. do not use "TS", "GSM" or "3GPP" etc.


�PAGE \# "'Page: '#'�'"  �� Enter the CR number here. This number is allocated by the 3GPP support team.  It consists of at least three digits, padded with leading zeros if necessary.


�PAGE \# "'Page: '#'�'"  �� Enter the revision number of the CR here. If it is the first version, use a "-".


�PAGE \# "'Page: '#'�'"  �� Enter the version of the specification here. This number is the version of the specification to which the CR will be applied if it is approved. Make sure that the latest version of the specification (of the relevant release) is used when creating the CR. If unsure what the latest version is, go to � HYPERLINK "http://www.3gpp.org/3G_Specs/3G_Specs.htm" ��� � HYPERLINK "http://www.3gpp.org/specs/specs.htm" ��http://www.3gpp.org/specs/specs.htm�.


�PAGE \# "'Page: '#'�'"  �� For help on how to fill out a field, place the mouse pointer over the special symbol closest to the field in question.


�PAGE \# "'Page: '#'�'"  �� Mark one or more of the boxes with an X.


�PAGE \# "'Page: '#'�'"  �� SIM / USIM / ISIM applications.


�PAGE \# "'Page: '#'�'"  �� Enter a concise description of the subject matter of the CR. It should be no longer than one line.  Do not use redundant information such as "Change Request number xxx to 3GPP TS xx.xxx".


�PAGE \# "'Page: '#'�'"  �� Enter the source of the CR. This is either (a) one or several companies or, (b) if a (sub)working group has already reviewed and agreed the CR, then list the group as the source.


�PAGE \# "'Page: '#'�'"  �� Enter the acronym for the work item which is applicable to the change. This field is mandatory for category F, B & C CRs for release 4 and later. A list of work item acronyms can be found in the 3GPP work plan. See � HYPERLINK "http://www.3gpp.org/ftp/information/work_plan/" ��http://www.3gpp.org/ftp/information/work_plan/� .�The list is also included in a MS Excel file included in the zip file containing the CR cover sheet template.


�PAGE \# "'Page: '#'�'"  �� Enter the date on which the CR was last revised.  Format to be interpretable by English version of MS Windows ® applications, e.g. 19/02/2002.


�PAGE \# "'Page: '#'�'"  �� Enter a single letter corresponding to the most appropriate category listed below. For more detailed help on interpreting these categories, see the Technical Report � HYPERLINK "http://www.3gpp.org/ftp/Specs/archive/21_series/21.900/" ��21.900� "TSG working methods".


�PAGE \# "'Page: '#'�'"  �� Enter a single release code from the list below.


�PAGE \# "'Page: '#'�'"  �� Enter text which explains why the change is necessary.


�PAGE \# "'Page: '#'�'"  �� Enter text which describes the most important components of the change. i.e. How the change is made.


�PAGE \# "'Page: '#'�'"  �� Enter here the consequences if this CR was to be rejected. It is necessary to complete this section only if the CR is of category "F" (i.e. correction).


�PAGE \# "'Page: '#'�'"  �� Enter the number of each clause which contains changes.


�PAGE \# "'Page: '#'�'"  �� Tick "yes" box if any other specifications are affected by this change.  Else tick "no".  You MUST fill in one or the other.


�PAGE \# "'Page: '#'�'"  �� List here the specifications which are affected or the CRs which are linked.


�PAGE \# "'Page: '#'�'"  �� Enter any other information which may be needed by the group being requested to approve the CR. This could include special conditions for it's approval which are not listed anywhere else above.


�PAGE \# "'Page: '#'�'"  �� This is an example of pop-up text.





CR page 1

_1207638052.vsd
UE


P-CSCF


E-CSCF 
(Call Server)


PSAP /EC


2. Invite (911/112, LO, Initial SDP offer)


LRF 
(Redirect Server/VPC)


MGCF/MGW
(ESGW)


3. Invite (911/112, LO, Initial SDP offer)


4. Invite (911/112, LO, Initial SDP offer)


5. Redirect (ESRN, ESQK, LRO)


12. Call Termination Signalling 


11. PSAP retrieves location from Location Server as necessary


13. EventNotification


14.  ACK


6. Invite (ESRN/LRO, ESQK, initial SDP)


10. Intermediate Signalling to Establish Connection


7. Session Setup continues to the PSAP/EC with ESQK as CBN


8. SubscribeEvent


9.  ACK


1. UE initiates the emergency session and retrieves location info



_1207640055.vsd
UE


P-CSCF


E-CSCF
(Proxy Server)


PSAP /EC


2. Invite (911/112, LO, initial SDP offer)


LRF
(Routing 
Proxy/VPc)


MGCF/MGW


3. INVITE (911/112, LO, initial SDP offer)


4. INVITE (911/112, LO, Initial SDP offer)


5. INVITE (ESRN, ESQK, Initial SDP offer)


6. INVITE (ESRN/LRO, ESQK, Initial SDP offer)


1. UE initiates the emergency session and retrieves location info



_1208016896.vsd
to PSAP (via PSTN
via BGCF/MGCF)


to PSAP via IP  mutimedia Network


UE


P-CSCF


E-CSCF


Gm


Mw


Mi/Mg


Mm


S-CSCF


Mm/Mw


Mw


from PSAP


Ml


Le (e.g. E2)


from PSAP


LRF


Ml


Location Server


RDF



_1207638989.vsd
UE


P-CSCF


E-CSCF
(Proxy Server)


PSAP /EC


2. Invite (Initial SDP offer)


LRF
(Routing Proxy/VPC)


MGCF/MGW


3. Invite (Initial SDP offer


4. Invite (Initial SDP offer


5. Invite (ESRN, ESQK, Initial SDP offer)


8. Intermediate Signalling to Establish Connection


9. PSAP retrieves location from Location Server as necessary


13. Rest of Call Termination signalling 


10. Call Termination is initiated 


6.  Invite (ESRN, ESQK, Initial SDP offer)


7. Continue call setup to PSAP/EC


12. SIP OK


11. Hangup


1. UE initiates the emergency session and retrieves location info



_1207638968.vsd
UE


P-CSCF


E-CSCF
(Call Server)


PSAP /EC


2. Invite (911/112, LO, Initial SDP offer)


LRF
(VPC)


MGCF/MGW


3. Invite (911/112, LO, Initial SDP offer)


11. ESTReport (MSISDN)


6. Invite (ESRN/LRO, ESQK, Initial SDP offer)


7. Session Setup continues to the PSAP/EC with ESQK as CBN


1. UE initiates the emergency session and retrieves location info


8. Intermediate Signalling to Establish Connection


10. Emergency session is terminated 


9. PSAP retrieves location from Location Server as necessary


4. ESRReq (MSISDN, LO)


5. ESRResp (ESRN, ESQK, Initial SDP offer)



_1199145868.vsd
to PSAP (via PSTN
via BGCF/MGCF)


to PSAP via IP  mutimedia Network


UE


P-CSCF


E-CSCF


Gm


Mw


Mi/Mg


Mm


S-CSCF


Mm/Mw


Mw


from PSAP


Ml


Le (e.g. E2)


from PSAP


LRF


Ml



