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Foreword

This Technical Specification has been produced by the 3rd Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:

Version x.y.z

where:

x
the first digit:

1
presented to TSG for information;

2
presented to TSG for approval;

3
or greater indicates TSG approved document under change control.

y
the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.

z
the third digit is incremented when editorial only changes have been incorporated in the document.

Introduction

This clause is optional. If it exists, it is always the second unnumbered clause.

1
Scope

The present document is a temporary container for the architectural impacts on IM CN subsystem for supporting GRUU. The contents of this report when stable will be the base for CRs  to 3GPP Technical Specifications e.g.  3GPP TS 23.228 [2].

GRUU is a URI, the creation and use of which is defined in an IETF specification [1] in order to route SIP messages to a specific SIP User Agent (UA) instance. The support of GRUU in IMS is to enable routing of SIP messages to a specific instance of a registered public user identity even when a single public user id is registered from multiple UEs

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

· References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

· For a specific reference, subsequent revisions do not apply.

· For a non-specific reference, the latest version applies.  In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
draft-ietf-sip-gruu-0 (March 2006): “Obtaining and Using Globally Routable User Agent (UA) URIs (GRUU) in the Session Initiation Protocol (SIP)”, work in progress

Editor's note: The above document cannot be formally referenced until it is published as an RFC.
[2]
3GPP TS 23.228: "IP Multimedia Subsystem (IMS); Stage 2".

[3]
3GPP TS 23.279: "Combining Circuit Switched (CS) and IP Multimedia Subsystem (IMS) services; Stage 2".
[3]
draft-ietf-sipping-gruu-reg-event-03.txt (February 2006): “Reg Event Package Extension for GRUUs”, work in progress.
Editor's note: The above document cannot be formally referenced until it is published as an RFC.

3
Definitions and abbreviations

.

3.1
Definitions

For the purposes of the present document, the following terms and definitions  apply.

Instance identifier: It is an identifier, represented with a URN, that uniquely identifies a SIP user agent amongst all other user agents associated with an AOR e.g. public user id.

Editor’s Note: The construction of instance identifier for IMS is FFS.

3.2
Abbreviations

For the purposes of the present document, the following abbreviations apply:

GRUU
Globally Routable User Agent (UA) URI

URN
Uniform Resource Name

AOR
Address of Record

4
Relationship between Services and GRUU

4.1
Analysis of IMS functions requiring GRUU
The IMS architecture supports the possibility for multiple UEs to register with the same Public User Identity. However since current IMS addressing and routing is based solely on Public User Identities this can result in SIP requests in IMS being forked to multiple contacts when more than on UE is registered with the same Public User Identity. For some IMS applications this forking to multiple contacts registered with the same Public User Identity is not always a desirable behaviour when what is needed is a mechanism to identify and route to a specific UE instance.  

Many IMS based applications need to be able to identify the origin of and route SIP signalling to a specific UE instance even when multiple UEs use the same Public User Identity. The IETF GRUUs (Globally Routable User Agent URIs)  offers a solution to this problem  A GRUU URI enables routing to a specific user agent instance. There are several IMS applications where the GRUU properties may be needed in order for the application to operate correctly:
Combinational Services 

In the Combinational Services TS 23.279 [3] User A may be in a CS call with User B and User A needs to determine the IMS capabilities of User B's UE by sending a SIP OPTIONS request to the specific UE instance of User B that User A is involved in the CS call with. If User B has multiple terminals with the same E.164 number IMS Registered then the response to the SIP OPTIONS request may not be that from the UE that User B is using for the CS call. This causes the UE A's capabilities record for User B to be invalid. Likewise if User A attempts to establish an IMS Messaging Session to User B while in a CS call the IMS Messaging Session SIP INVITE request needs to be addressed to the specific UE instance that User B is using for the CS call. In order to ensure this works when User B has multiple terminals with the same E.164 number IMS Registered the URI in the destination address of this SIP INVITE request needs to be a GRUU. 

Editor’s note: For Combinational Services a solution for the forking problem is already described in TS 23.279 [3]. This solution uses a Personal ME Identifier registered by the UE. It is FFS whether Combinational Services will use the GRUU concept at all and if so, how interoperability of the two approaches is assured.
Voice Call Continuity

Similar to Combinational Services, Voice Call Continuity requires that an IMS Session can be established with the same specific UE instance that is involved in an existing CS call. SIP requests in IMS need to be addressed to a specific Public User Identity and UE combination in order to avoid the CS call being handed over to a different UE instance that is registered with the same Public User Identity other than the one involved in the CS call. To ensure correct handover from CS to IMS the SIP requested need to be addressed to a GRUU.
Call Transfer Supplementary Service

In a Call Transfer when  User A is talking to User B. User A wants to transfer the call to User C. So, User A sends a SIP REFER request to User C. That SIP REFER request contains a Refer-To header field that needs to contain a URI that can be used by User C to place a call to User B. However, this call needs to route to the specific UE instance which User B is using to talk to User A. If User B has multiple UEs registered with the same Public User Identity then currently in IMS, the Call Transfer Supplementary Service will not execute properly as all the UEs registered by User B with the same Public User Identity will be contacted.  The URI provided by User B  to User A in the Refer-To header needs to be a GRUU that uniquely identifies the specific Public User Identity and UE instance in order for the  Call Transfer Supplementary Service to work properly. Supplementary IMS Services are needed for Fixed Broadband Access to IMS, Voice Call Continuity and for Multimedia Telephony work items.  Another use case is for user B to transfer his call to another device he has.
Presence Service
In the Presence System, the Presence Server generates notifications about the state of a user.  This state is represented with the Presence Information Document Format (PIDF). In a PIDF document, a user is represented by a series of tuples, each of which describes the services that the user has.  Each tuple also has a URI in the <contact> element, which is a SIP URI representing that device.  A watcher can attempt a communication to that URI, with the expectation that the communication is routed to the service whose presence is represented in the tuple. In some cases where the publishing user has multiple UEs registered with the same Public User Identity the service represented by a tuple may exist on only a single UE associated with a user.  In such a case, the URI in the presence document has to route to that specific UE instance and therefore this URI needs to be a GRUU.

Push to Talk over Cellular (PoC)
OMA requirements for PoC V2.0 require that multiple PoC Clients with the same PoC Address are supported. In addition these requirements require that the PoC Service Settings (Answer Mode, Session Barring etc) that are published to the PoC Server using SIP PUBLISH are treated separately for each PoC Client with the same PoC Address and that invitations to PoC Sessions are each handled separately according to the PoC Settings of each PoC Client. This requires that the published PoC settings are identified by a GRUU that can be used to individually address SIP INVITE requests with the appropriate parameters based on the PoC Settings to each PoC Client instance.

4.2
Services Impacted by GRUU

4.2.1 Service behaviours for GRUUs
A SIP request addressed to a GRUU should be provided with terminating services, in the same way that requests addressed to a Public User Identity are provided services. There will be some cases where the same services should apply, whether the request is addressed to a GRUU or a Public User Identity. For example, if a user has terminating call blocking based on caller identity, then the same blocking treatment should be applied whether the request is addressed to the Public Identity or the GRUU. There are also cases where requests addressed to a GRUU should receive different services than requests addressed to the Public Identity. For example, if a user activates call-forwarding-all-calls, then requests routed to the Public User Identity should be forwarded, while requests addressed to the GRUU should not be forwarded since these call are addressed to a specific UE instance.

A user may have a service such as call blocking that is applied even when the user is unregistered. Providing the same treatment to the blocked caller for both the registered and unregistered case prevents disclosure of registration status to the blocked user. The effect should be the same when the blocked caller uses a GRUU. 

4.2.2. Mechanisms for enabling service behaviour for GRUUs

There are two possible mechanisms for enabling the GRUU service behaviours: (i) by creating iFCs that are triggered when the request URI is a GRUU, or (ii) by building rules into ASs that are triggered based on presence of GRUU in Request-URI. iFCs were created to avoid traversing all ASs for every SIP INVITE. iFCs enable the selection of appropriate ASs based on combination of public user identities and matching other SIP headers. The same benefit of iFCs should also be extended in case the Request-URI is a GRUU.

5
Overall Architecture Requirements for support of GRUU
5.1 
General Requirements

5.2 
Architecture Requirements
The solution for support of GRUU in the IMS should fulfil the following architectural requirements:

1. A GRUU shall be registered in the IMS network with a unique combination of specific Public User Identity and UE.

2. A UE shall be able to request a GRUU that is associated with a specific Public User Identity at a specific UE at the time of registration of the Public User Identity.

3. The IMS network shall be able to receive a request for generation of a GRUU for a specific Public User Identity at a specific UE instance and be able to generate such a GRUU and send it back to the UE that requested it.
4. The IMS network shall be able to reject a request to generate a GRUU because 

the IMS network is an earlier release that has no support for the ability to generate a GRUU.

a. 

5. When the IMS network receives a request to generate a GRUU for a specific Public User Identity, the IMS network shall also generate GRUUs for all implicitly registered Public User Identities belonging to the same implicit registration set.  The IMS network shall communicate all these other GRUUs to the UE.

6. The IMS network always generates the same GRUU for a given Public User Identity and Instance Identifier combination.
7. The IMS network shall be able to derive the Public User Identity directly from the GRUU.  The public user identity derived from the GRUU used to identify the contact address of the sender is expected to be same as the public user identity used to identify the initiator, i.e. the public user identity derived from GRUU conveyed in the SIP Contact header is expected to be same as the public user identity conveyed in the SIP P-Asserted-Identity header.
Editors note: The procedure of how to handle the case when these two identities are not same is for FFS.
8. The IMS network shall be able to route requests destined to a GRUU to the UE instance registered with that GRUU.The IMS network does not fork SIP requests addressed to a GRUU.

9. The IMS network will be able to generate a GRUU for any UE registered with a valid SIP or TEL URI.

10. A UE that is capable of supporting GRUUs shall be able to differentiate between a GRUU and a Public User ID.

11. A UE shall be able to establish a session or non-session related communication with another UE using a GRUU.

12. A UE supporting GRUUs shall be able to inter-work with an IMS network not supporting GRUUs.

13. A UE supporting GRUUs shall be able to inter-work with an  UE not supporting GRUUs. 

14. A UE or network that does not support GRUUs shall not be negatively affected when communicating with a network or UE supporting GRUUs.
15. It shall be possible to define iFCs that match the Public User Identity part of a GRUU.
16.  As all registrations pertaining to a particular Public User Identity are directed to the same S-CSCF, registrations of all GRUUs associated with a specific Public User Identity shall also be directed to the same S-CSCF.

17. The GRUU format shall comply with the specifications of GRUU draft [1].  
5.3

Security Requirements
The solution for support of GRUU in the IMS should fulfil the following architectural requirements:

1.
It shall be possible to apply same level of privacy irrespective whether GRUU is used or not

2.
It shall be possible to apply same level of security irrespective whether GRUU is used or not
5.4


Charging Requirements
Editors note:
Contains any charging considerations that need to be taken into account when a GRUU is used 
6 
Impacts on UE and on the IM CN subsystem
Editor’s Note: Impacts related to support of privacy and security requirements for GRUU are FFS
6.1


UE
6.1.1 Obtaining a GRUU during registration

A UE supporting GRUU mechanism and wishing to request a GRUU during registration shall indicate the support for the GRUU mechanism in the registration request and retain the GRUU in the registration response. 

When UE wishes to request a GRUU during registration it shall add an instance identifier in the registration request such that the instance id  is unique across other registrations of the same public user identity.

If the registered Public User Identity is part of an implicit registration set, the UE must also obtain and retain the GRUU for each implicitly registered Public User Identity which would be sent by the S-CSCF in accordance to [4].

6.1.2 Using a GRUU

When sending SIP requests from an explicitly or implicitly registered Public User Identity for which a UE obtained GRUU, the UE shall use the corresponding retained GRUU as a Contact address, rather than the contact address that UE sent in the  registration request.
When responding to SIP requests where the P-Called-Party is a registered Public User Identity Identity for which a UE obtained GRUU, the UE must use the corresponding retained GRUU as a Contact address, rather than the contact address that was registered..
Any UE may learn a GRUU of another UE using mechanisms that are outside the scope of this specification. A UE may learn a GRUU from the contact header of a request, from presence information, or by other mechanisms. 

Since a GRUU can be used as a request URI wherever a request URI would normally be inserted, a UE that issues a request towards a GRUU does not necessarily need to support the GRUU mechanism itself.

If a UE has subscribed to the reg event package, and subsequently receives a notification indicating that an implicit registration has occurred for a contact the UE has registered, then the UE must retain GRUUs from the notification for future use.
6.2


Core Network Entities

6.2.1

HSS

6.2.2.1 Allocating a GRUU during registration

There are no changes to HSS procedures during registration due to support of GRUU. 
6.2.2.2 Using a GRUU 

Editor’s Note: When routing requests addressed to a GRUU to the terminating S-CSCF, whether the I-CSCF derives the Public Identity from the GRUU and hence does not impact the HSS, or the I-CSCF simply passes the GRUU to the HSS which then derives the Public Identity from the GRUU, is FFS. 
6.3


IP Multimedia (IM) Core Network (CN) Subsystem entities

6.3.1
P-CSCF

There are no changes to the P-CSCF procedures due to GRUU.
6.3.2
S-CSCF

6.3.2.1 Allocating a GRUU during registration

The S-CSCF, when receiving a registration request from a UE that includes an  instance id, shall allocate a GRUU. If the UE indicates support of GRUU in the REGISTER request, then the S-CSCF shall return the GRUU in the registration response. The GRUU shall be formed by combining the public user identify and the instance id such that the public user identity can be readily extracted from the GRUU.

Note that as long as the instance id provided in the register request is the same, the resulting GRUU will always be the same for a given public user identity.
If there are implicitly registered public user identities, the S-CSCF shall generate a GRUU for each implicitly registered public user identity.

When sending notification for the registration event package, the S-CSCF shall  use the extension defined in [3] to include the GRUU for each registered Contact that has been assigned a GRUU.
6.3.2.2 Using a GRUU 

Impacts on S-CSCF for execution of services for GRUUs is FFS.

Editor’s Note: Whether the S-CSCF need check the GRUU conveyed in the SIP contact header is FFS.
If the SIP message is destined to a GRUU, then the S-CSCF shall associate the request with the corresponding public user identity. The S-CSCF will not fork this request, but will direct the call to the identified instance.
6.3.3
I-CSCF
Editor’s Note: When routing requests addressed to a GRUU to the terminating S-CSCF, whether the I-CSCF derives the Public Identity from the GRUU and hence does not impact the HSS, or the I-CSCF simply passes the GRUU to the HSS which then derives the Public Identity from the GRUU, is FFS.
7.0


Procedures for GRUU

Editors note:
Contains impacts to information flows in the IMS sub-system. Will contain only those flows from TS 23.228 that are being modified and updates suggested to those flows with change-bars.
7.1
Registration flows
7.2
Session flows
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