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Introduction

Alternative solutions A, B and C have been proposed in the previous SA2 meetings to the key issue Inter access system handover between 3GPP and non 3GPP access systems. Details of solution alternative A have also been presented in Annex E for mobility between pre-SAE/LTE 3GPP and non 3GPP access systems. These alternatives share many principles, and it would therefore be useful to document the key differences explicitly in order for 3GPP to be able to make the necessary selections. This contribution aims at unifying the solution descriptions for 3GPP and non-3GPP Inter AS handovers and initiating the selection process.

Proposal
The following proposed changes to the text in section 7.8.3 concentrate the basic description of Mobile IP based solution alternatives in one place. The proposed text highlights key areas where the solutions presented so far differ, i.e. the location of the inter-access system anchoring functionality, the impact of IP versions on the overall solution, and the use of global and local mobility protocols. 
**** Start of changes ****

7.8.3
Inter access system handover between 3GPP and non-3GPP access systems

7.8.3.1
Description of key issue – Inter access system handover between 3GPP and non-3GPP access systems

The common denominator between 3GPP and non-3GPP access systems is that connectivity to packet services is delivered through the IP layer. Correspondingly, an inter-access mobility system solution at the IP layer is best suited.
In this key issue, the term global mobility protocol is used to describe a mobility protocol that manages handovers between 3GPP and non-3GPP access systems, and the term global mobility is used to describe mobility where the mobility anchor point for handovers between 3GPP and non-3GPP access systems is involved. The term local mobility protocol is used to describe a protocol that manages handovers within a non-3GPP access system. The local mobility protocol could be Proxy MIP [17] or one of the mobility protocols specified within the IETF NETwork based Localized Mobility Management (NETLMM) WG, such as Edge Mobility Protocol (EMP) [15]. EMP could be used as a network-based global mobility protocol even though the NETLMM WG does not consider it to be suitable for global mobility.
Editors Note: The NETLMM WG will update the EMP draft referenced in [15]. As such, the reference needs to be updated when the NETLMM WG publishes its first draft (expected date is June 2006).

The solution presented in this section is based on the use of Mobile IP (MIP) as a global mobility protocol providing host-based IP mobility, which is required whenever network-based mobility support is not provided. Depending on operator requirements and/or deployment scenarios, network-based mobility protocols could be used as local or global mobility protocols in combination with MIP, as described in section 7.8.3.3. 
7.8.3.2
Solution of key issue – Inter access system handover between 3GPP and non-3GPP access systems

7.8.3.2.1
Relationship with SAE architecture
Editor’s note: This section identifies the dependencies of this key issue with the SAE architecture, and will be revised when the functional grouping in the Evolved Packet Core is agreed.

The following illustrates the handovers that are within the scope of this key issue, and the related parts in the SAE architecture. Mobility anchor points in the Evolved Packet Core include the following functions:

· LTE anchor (corresponding to the anchor for LTE): The anchor point for intra-LTE mobility. This mobility mechanism is addressed separately (mainly in the RAN WGs).

· 3GPP anchor (corresponding to GGSN in pre-SAE/LTE GPRS): The anchor point for handovers between 3GPP access systems. This mobility mechanism is addressed in a separate key issue.  

· Non3GPP Anchor (corresponding to HA in the case of MIP): Represents functions grouped around the anchor point for handovers between 3GPP and non-3GPP access systems for the mobility protocols and mechanisms described in this key issue. This anchor allocates IP address(es) for the UE as required by the used mobility protocol (FFS). 
The integration of the anchor points with each other and with other evolved packet core functions is FFS and is handled in other key issues (section 7.11, Functions in the evolved packet core, and sections 4.2 and 4.3, Architecture for the evolved system – non-roaming and roaming cases). Thus, the final solution needs to be aligned with the above key issues.
Non-3GPP inter access system mobility requires consideration of policy and charging control from the home operator, as the controlled service may cross operator as well as access system boundaries. Supporting such functions using a similar mechanism for different access types is described in a separate key issue (section 7.1, Policy control and Charging).
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Figure 7.8-7. 3GPP and multi-access handover anchor functions.
Figure 7.8-7 shows the 3GPP and inter-access system handovers anchored in the 3GPP anchor function and Non3GPP Anchor, respectively.
The introduced overhead (signaling and user plane transport overhead) and performance penalties (delays etc., as compared to when the mobility solution is not activated) should be minimized, especially for 3GPP accesses. By providing a certain level of interaction between the Non3GPP Anchor and the 3GPP Anchor within the Evolved Packet Core, the Mobile IP based mobility signaling and tunneling only needs to be active when the terminal is using a non-3GPP access technology. This interaction can be achieved by integrating the 3GPP anchor function and Non3GPP Anchor into a single entity, or with some other coordination between the 3GPP anchor and the Non3GPP Anchor, so that the UE is at home (in MIP terminology) while moving within 3GPP accesses.
Without any of these interactions, Mobile IP signaling and tunneling will be active also when using 3GPP access technologies causing extra signaling as well as tunneling overhead to user data packets. 

Beyond the immediate effects on performance, the integration or separation of the anchor points have implications, for example, related to the complexity of the PCC support in the architecture, and the flexibility in the architecture options available to operators, but that issue is not discussed in this section.

The separation of the anchor points may also be considered as a means to make it easier to potentially introduce support for enhancements such as hierarchical mobility concept.

Note that a serving access node for non-3GPP IP access (such as a PDG or a similar entity) may be located in the evolved packet core but is not shown in the figure. Such an entity would be required in the network-based mobility concept to update the route on behalf of the UE.

The following points shall also be considered in the selection process of the above alternatives:

1. Whether the availability and maturity of the relevant IETF standards affects the solution preference.

2. Whether the selection should be aligned with solution selected in non-3GPP access technologies, e.g., the mobility mechanism selected in the WiMAX forum.
3. Whether the solution provides satisfactory handover performance.
7.8.3.2.2
Additional solution aspects
Another aspect of the solution is the selection of address, network interface and IP access service used by the UE for the connection. Destination and source address selection are functions of the TCP/IP stack and may be out of scope for SAE (FFS). Network interface selection may utilize a virtual network interface to hide access changes from the rest of the TCP/IP stack, and this may also be out of scope for SAE (FFS). The selection of IP access service is related to SAE access bearers and connectivity to multiple PDNs, which are described in separate key issues. The solution should align with PDN selection mechanism of 3GPP access systems.

Furthermore, the solution should allow the use of a Non3GPP Anchor, which is the anchor for mobility between 3GPP and non-3GPP access systems, as an anchor for mobility between two non-3GPP access systems. Although the specification of such mechanisms is out of scope for 3GPP, the solution should not preclude performing this according to a hierarchical mobility concept where the two non-3GPP access systems support local mobility protocols, given that both non-3GPP access systems provide sufficient security for handover signalling and user data traffic.
7.8.3.2.3
MIP version implications
Independent of the above architectural aspects, Mobile IPv6, Mobile IPv4 or both can be used to execute mobility toward non-3GPP accesses. The use of either MIPv4 or MIPv6 (or both) mostly depends on the expected use of IP versions and is not strictly based on the merits of the individual Mobile IP protocol versions.

In the absence of mechanisms addressing the lack of native backwards compatibility of Mobile IPv6 with IPv4, the support for already deployed IPv4 services and networks results in the following alternatives:

· A transition (dual stack UE, tunneling from UE) mechanism is necessary if accessing IPv6-only services from an IPv4-only access network. In order to avoid transition tunnels over the access network, it may be more feasible to use MIPv4 with a transition mechanism on the service-side of the HA, such as protocol translation.

· Mobility is not possible between IPv4-only and IPv6-only access networks.

· For IPv4-only services it is possible to use Mobile IPv4 to avoid an additional transition mechanism on the “service-end” of the HA.

Mobile IPv4 has similar limitations associated with applicability in the presence of IPv6, either in the UE connectivity-side or the service-side of the HA. However it is worth to note that in the case of Mobile IPv4 the first point mentioned above is a reversal of the IP versions in services and access network, i.e. only relevant in the presence of an IPv6-only access network.


It is expected that most SAE-capable UEs will have a dual stack supporting both IPv4 and IPv6, and therefore using both MIPv4 (for IPv4 connections) and MIPv6 (for IPv6 connections) is possible. This will however require additional mobility signalling at handover. The cost to administer two mobility protocols in parallel may also be higher due to additional configuration (e.g. in order to manage security associations) in the UE and HA. If local network optimizations are used, they may need to be implemented for both MIPv4 and MIPv6.
Another possible approach is to adopt dual-stacked Mobile IPv6 (DS-MIPv6) solution which is being drafted in IETF (draft-ietf-mip6-nemo-v4traversal-01.txt). When this solution is available, it will allow connectivity and mobility across any IP version, and access to services of any IP version, without additional transition (tunneling) mechanisms. The solution is not particularly well suited for IPv4-only terminals, but adaptation of the solution could be studied further if needed. It should be noted that the MIPv6 solution with IPv4 extensions can be deployed in today's IPv4 networks, and does not require deployment of IPv6 in existing networks.

In summary, the following implementation alternatives are possible to enable mobility for both IPv4 and IPv6 (the effect of PDG on these alternatives is FFS):

1. MIPv4 and DS-MIPv6
Consequences: two protocols need to be supported in the mobility anchor and in the mobile node (UE).

2. DS-MIPv6 only
Consequences: not compatible with MIPv4 only clients.

3. MIPv4 and MIPv6
Consequences: two protocols and architecture need to be supported in the mobility anchor. Not possible to serve IPv6 traffic over an IPv4 access network (and vice versa). Mobility between IPv4 and IPv6 access networks is not supported.
7.8.3.2.4
Use of local mobility protocols
A further possibility is the use of a hierarchical mobility concept including a global mobility protocol and a local mobility protocol. The global mobility protocol handles mobility events across access systems by associating the global IP address with the new local IP address at a fixed global mobility anchor, and forwarding UE traffic to the local IP address allocated by an access system. UE handovers within the access system are managed using a local mobility management protocol.
In Mobile IP, the UE obtains a care-of-address (CoA) and performs a MIP registration with the HA (Non3GPP Anchor) to bind its current CoA to the HoA.
 In the hierarchical mobility concept (network-based mobility), the local mobility anchor sends a Route Update towards a global mobility anchor (Non3GPP Anchor) triggered, for example, by IP Bearer Establishment signalling between the UE and the local mobility anchor. The global IP address of the UE does not change.






In summary, the following alternatives are possible:

1. MIP as a global mobility protocol, without an additional local mobility protocol, using only a common Home Agent.
Consequences: UE needs to perform mobility signalling with every handover in the access-network. There is overhead from Mobile IP tunneling when the UE is not performing handovers between access systems.

2. MIP as a global mobility protocol and one of the local mobility protocols in the non-3GPP access system, using both a common Home Agent as a global mobility anchor, and separate local mobility anchors for the access-system.
Consequences: There is less overhead and less signaling between the UE and the network when the local mobility protocol is used. Note that unless the local mobility protocol is used as the LTE mobility mechanism, there is no improvement for the UE when performing handovers between access systems, moreover not all non-3GPP access networks support the particular local mobility protocol.
3. One of the network-based mobility protocols (as a global mobility protocol and any local mobility protocol supported in the access system, using Non3GPP Anchor as a global mobility anchor and separate local mobility anchors for each access system. MIP is used for access systems that do not support the selected network-based mobility protocol. Note that this means that the network-based mobility anchor for global mobility and the MIP HA both are located in the Non3GPP Anchor. 
Consequences: There is less overhead and less signalling between the UE and the network when the UE is not participating in network-based mobility signalling, which also reduces the need for security credentials shared between the UE and the global mobility anchor. However, if MIP is used for access systems that do not support the network-based mobility protocol, such security credentials are still needed in the UE. Network domain security can be used to secure signalling over an untrusted network (e.g. between HPLMN and VPLMN). There are potential security concerns (from the perspective of user plane confidentiality and network topology hiding) if operator decides to allow handover to/from WLAN Direct IP Access.
 









































**** End of changes ****
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