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1 Abstract of the contribution

This paper describes a solution for seamless mobility between 3GPP access systems and I-WLAN, based on 3GPP GTP mobility principles. 

It is not intended to change the decision of IP-Based mobility between 3GPP Access Systems and non-3GPP Access Systems, but to consider IWLAN access system as a 3GPP pre-SAE Access System and to apply 3GPP GTP mobility to IWLAN.

2 Discussion

As GTP mobility is based on existing 3GPP protocols, it has no impacts on existing SGSNs and allows the reuse of existing GGSNs without upgrades, with their accesses to external services and PDNs. 

There are plenty of advantages of considering I-WLAN as a 3GPP Access System and reusing GTP mobility:

· GTP mobility is in line with GSM/UMTS mobility 

· TS 23.234 already considers that the PDG can be made of a TTG and a GGSN, which is a 3GPP node, and moreover an anchor point for 3GPP systems.

· The idea to consider 3GPP IWLAN as a 3GPP Access System is not contrary to the agreement we had in Yokosuka about using MIP for mobility with strict non-3GPP systems. There were some discussions some months ago on considering IWLAN in 3GPP Access System.

· GTP mobility brings seamless continuity immediately, which is not the case with IP-based mobility today. So, it paves the way to VoIP continuity between IWLAN and SAE/LTE with a stable solution. 

· When an additional PS session is setup, there is no need to re-authenticate the user with GTP mobility. With MIP, it is needed. 

· Charging parameters are already present in GTP messages.

· MIP implies modifications in the GGSNs as GTP mobility can reuse existing GGSN with no changes.

· GTP mobility implies only limited changes in the UE.

· If we compare IWLAN with e.g. WIMAX, these access systems are already built on different principles. For example, in WIMAX, the security is not ensured via an IPSec tunnel.

3 Solution description

The solution is based on an evolution of the 3GPP WLAN Interworking network architecture defined in the 3GPP TS 23.234 which at moment does not offer mobility (session continuity) at all.

In TS 23.234 annex F (normative), specifies a PDG implementation allowing to re-use existing GGSN functionality without upgrading GGSNs. The principle is the split of PDG into a subset of GGSN functions (Charging Gateway interfaces, IP address allocation, Authentication in external networks, Single access to 3GPP PS domain services) .and a Tunnel Termination Gateway (TTG) function that terminates IPsec tunnels with the UE, participates to authentication with the AAA server and maps IP streams onto/from GTP tunnels. 
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Figure F.1: PDG implementation re-using GGSN functionality

The existing GGSNs can be reused as part of the PDG

To achieve 3GPP scenario 4 objective, this paper considers architecture based on the evolution of the TTG aiming at keeping the GGSN as an anchor point even though the user moves between 3GPP and WLAN coverage. This means that if a GGSN has already been allocated to a UE for mobile services over 3GPP coverage, the GGSN being chosen for access to mobile service over WLAN has to be the same. 

4 Interworking architecture description

To satisfy the key requirement of seamless service continuity as defined in IWLAN scenario 4, the basic idea of the solution is to consider the TTG from the 3GPP-core network point of view as if it were a SGSN. The GGSN is used as anchor point for I-WLAN/3GPP access system mobility. The proposed network architecture that fulfils this requirement is depicted in Fig.1.There is one single TTG for the UE whatever the number of IP bearers. 
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Figure 1: WLAN interworking architecture with TTG

This allows:

- In case of mobility from 3GPP coverage (user located on both a “source” SGSN and GGSN) to WLAN coverage (user located on a TTG that needs to identify a GGSN) to fetch from “source” SGSN the address of the GGSN and to relay the VPN/IPsec tunnel with the mobile onto a GTP tunnel to the same GGSN.

- In case of mobility from WLAN coverage (user located on both a TTG and GGSN) to 3GPP coverage (user located on a target SGSN that needs to identify a GGSN) to fetch from TTG the address of the GGSN and to establish a GTP tunnel to the same GGSN.

Indeed, the SGSN establishes a mobility management context containing information about mobility, session and security for the UEs. So, the TTG supports Location Management and Session Management mechanisms such as SGSN context transfer, PDP context update, and HLR update. 

The mobility management keeps track of the current location of a UE. The TTG is involved in this function as a SGSN is.  When the UE moves from 2G/3G RAN to WLAN, the TTG receives the old RAI and the old TLLI from the UE at IPsec tunnel establishment.  These parameters are added to existing IPsec tunnel establishment request. The old RAI is used to retrieve the SGSN node at mobility. After, the TTG informs the HLR via the AAA server. The HLR stores the TTG address as a SGSN number. The HLR is accessible from the AAA server via the D’/Gr’ interface. Another solution would be to directly access to HLR from TTG, but one additional interface.   In this way, all the traffic is terminated at the GGSN, so the existing GGSN service, e.g. APN based services and content based billing can be provided without change.

5 Inter system handover scenario

During an inter system handover from 3GPP coverage to WLAN coverage, the TTG receives the old RAI and the old TLLI from the UE at IPsec tunnel establishment.  Then, the TTG gets the PDP context data from the old SGSN via the Gn interface including the (addressing) data to “relocate” the GTP tunnel onto the GGSN. The same mechanism is implemented for the handover from WLAN coverage to 3GPP coverage i.e. the SGSN identifies the old TTG by the old RAI and old TLLI in the aim to get the PDP context data from the old TTG for “relocating” the GTP tunnel as described below.

In order to retrieve the MM and PDP contexts in the old TTG, it is necessary to identify both the TTG node and the context within the TTG node. To avoid protocol changes, the TTG node can be identified by one (or several) RAI and the context by the TLLI parameter. Therefore, during IPsec tunnel establishment, a new RAI and a new TLLI are returned to the UE. 

5.1 Handover from 3GPP COVERAGE to WLAN AN

When entering a WLAN coverage area, the UE sends a Tunnel Establishment Request message to a TTG with old RAI and old TLLI. Then, the TTG contacts the old SGSN to obtain PDP context information related to the UE, and re-establishes the GTP tunnel with the GGSN in order to complete the handover. This scenario is shown in Fig. 2.
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Figure 2: Handover from 3GPP Coverage to WLAN scenario.

The main steps of this procedure are described below:

1. The UE performs DNS query in order to retrieve the IP address of the remote tunnel endpoint i.e. the TTG.

2. The UE sends a tunnel establishment request to the TTG including W-APN, old TLLI, old RAI. 

3. Upon the reception of the Tunnel Establishment Request, the TTG contacts the AAA server for authentication and credentials . 

4. The AAA server uses service authorization and authentication information to start EAP procedures and establish the IPsec tunnel between the UE and the TTG.

5. The TTG sends a SGSN Context Request message to the old SGSN to get PDP context information related to the UE. The old SGSN responds with an SGSN context Response message. 

6. The TTG sends Update PDP Context Request to the GGSN concerned. The GGSN updates the PDP context fields of its GTP table in action to reflect the change of SGSN, and returns an Update PDP Context Response message to the TTG. A GTP tunnel is re-established between the TTG and the GGSN.

7. The TTG asks the HLR to update the related service information.  The HLR sends a Cancel Location to the old SGSN. The HLR acknowledges the Update Location message by sending Update Location Ack to the TTG
.

8. At the end of the procedure, the TTG returns E2E Tunnel Establishment Ack (new RAI, new TLLI) to the UE.

Lossless session continuity is based on the above flow charts with the addition of downlink data forwarding mechanisms via GTP tunnelling between SGSN and TTG, as described in TS 23.060 for SGSN-SGSN case.
5.2 Handover from WLAN AN to 3GPP COVERAGE

On arriving at 3GPP RAN, a UE will send a Routing Area Request message to initiate a handover from WLAN to 3GPP procedure. This procedure is as much as possible like an inter SGSN Routeing Area Update, shown in Fig.3.
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Figure 3: Handover from a WLAN to a new 3GPP Coverage scenario.

The main steps of the procedure are described below:

1. The SGSN receives the Routing Area Update Request message from the UE with the old RAI and TLLI previously allocated by the TTG. The RAI value used for WLAN coverage is not significant for the localization of the UE but it allows the SGSN to retrieve the old TTG node. 

2. The SGSN sends a SGSN Context Request message to the old TTG to get the PDP contexts information related to the UE. The old TTG responds with an SGSN Context Response message. Security functions may be executed.

3. The SGSN sends Update PDP Context Request to the GGSN concerned. The GGSN updates the PDP context fields of the GTP routing table (IP address of the SGSN instead of the IP address of the old TTG for example) and returns an Update PDP Context Response. A GTP tunnel is re-established between the SGSN and the GGSN.

4. The SGSN informs the HLR of the Change of location by sending Update Location to the HLR. The HLR requests the release of the tunnel between the UE and the old TTG by sending a Cancel Location message to the old TTG. After the deletion of the tunnel, the TTG acknowledges the HLR. Then, The HLR acknowledges the Update Location by sending Update Location Ack to the SGSN. 

 5. The SGSN responds to UE with a Routing Area Update Accept message.

Lossless session continuity is based on the above flow charts with the addition of downlink data forwarding mechanisms via GTP tunnelling between TTG and SGSN, as described in TS 23.060 for SGSN-SGSN case.

6 Conclusion

 This document describes a TTG base solution to maintain service continuity across the 3GPP and WLAN radio access technologies. 

This solution has following benefits:

· the re-use of  existing GGSN and its existing capabilities such as charging/billing framework;

· the full interoperability with existing SGSN without upgrades;

· no impact on HLR;

· no change of GTP protocols;

The only impacts are: 

· The addition of RAI and TLLI in IPsec tunnel establishment messages.

· The addition of a tunnel connection procedure between the TTG and the AAA server for mobility management (tunnel disconnection already exists in Wm). 

In addition, this solution is potentially candidate to provide I-WLAN scenario 5 features, depending on performance of procedures and whether the UE can manage simultaneous communications over non 3GPP access system and 3GPP access system. Further study will evaluate this point.

7 Proposal

It is proposed to discuss this solution and to agree on the following principles:

· 3GPP I-WLAN is considered as a 3GPP pre-SAE access system

· Intra-IWLAN mobility and mobility between I-WLAN and other 3GPP pre-SAE access systems is based on 3GPP GTP mobility, used by pre-SAE access systems.  

� The other SGSN or HLR – MSC interfaces are skipped in this document.
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