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This paper discusses four alternatives for support of non-operator-controlled services in SAE.
0. Definition

In this paper, an “operator controlled” service is defined as a service which has a logical interface for SAE/LTE QoS management that it uses to control QoS by signalling to an operator’s SAE/LTE network node.
A “non-operator-controlled” service is an application that does not have such a logical interface.
1. Introduction
Many operators are primarily interested in selling bundled services provided as part of their network infrastructure. Therefore, it is natural that the “operator-controlled” service case is the first priority for SAE work. In this case the network initiated SAE bearer establishment and modification model offers some advantages.
However, there are a range of applications that are important to users which may not be provided by the network operator. These include applications from Internet portals (e.g. Yahoo, Google) and enterprise applications (e.g. Corporate WebCasting and electronically assisted meetings). Particularly in the enterprise/corporate space, it may not be attractive for all customer companies to integrate their application hosting in to the mobile operator’s network.

It is therefore important that the technical capabilities of the SAE system don’t impose limits on the business scenarios that can be supported. The technical standard should provide the operators with the choice to support effective and efficient access applications that are not fully “operator controlled”.

By their nature, services such as Internet portals and enterprise applications will not have interfaces to control QoS inside an SAE network. In this case the application cannot signal its QoS requirements to the network and therefore a different approach is needed from operator controlled applications. For enterprise applications there may also be additional barriers to direct SAE control of QoS such as the use of secure VPN tunnels. 

2. Alternative Solutions

Four main alternatives can be identified to support this scenario:

1. No QoS control – applications only use default bearer

2. Network initiated QoS control based on packet inspection

3. UE initiated QoS control

4. Interworking of IP QoS signalling (e.g. DSCP marking) to SAE QoS signalling

2.1 No QoS Control
SAE/LTE should have improved latency and bandwidth compared to UMTS. Therefore (as with Ethernet and WLAN today) many real-time services are likely to work even if no special provision for QoS support is provided. The option of no QoS control therefore provides “for free” a mechanism to support many services. However unless SAE/LTE can provide performance comparable to existing wired Internet access technologies (e.g. DSL, corporate Ethernet), there will still be some applications that need QoS management support. Therefore the option of no QoS control cannot be seen as a complete solution to the requirement to support non-operator-controlled services.

2.2 Network Initiated QoS Control Based on Packet Inspection

Even if the SAE network does not have a direct connection to the service it may be able to infer information about the service’s QoS requirements by inspecting IP packets between the UE and the service. Based on its best-guess about the service’s QoS requirements the network could then use network initiated QoS procedures to configure the SAE/LTE system bearers. Operators can use this technique to enhance their user’s experience of the network without any direct interaction between the SAE system and the service.

The SAE/LTE standard should enable the packet inspection QoS technique to be used. While this technique is useful it has important limitations:

· The network can only infer the QoS requirements for the service. Though the estimate the network generates may be better for the service than a “best effort” connection there is still a significant risk that the network provided service will not be fully optimised for the service.
· Inspecting all packets may have a resource impact on the UPE and this may lead to a significant reduction in the node’s capacity.
· For enterprise services accessed via a secure tunnel it will only be possible to inspect the size and frequency of packets. Other information that might be useful such as the IP protocol will be obscured. Therefore the network will have to estimate the QoS based on very limited information.

This approach may be used by operators to enhance support for non-operator-controlled services. However it cannot guarantee that such services will receive the correct QoS.
2.3 UE Initiated QoS Control

Services will require a client installed as part of the user equipment. If appropriate APIs are provided inside the user equipment, these clients will be able to signal their QoS requirements to the parts of the user equipment’s SAE/LTE module. If tools are provided in SAE/LTE to support UE initiated QoS control signals from the application client in the user equipment, it can be used to configure SAE/LTE to meet the service’s QoS requirements.
The advantage of this solution compared to the previous approaches is that it is capable of providing full control of QoS even for services that are non-operator-controlled. The disadvantages of this solution are:

· The SAE/LTE system must support both UE initiated and network initiated QoS control. While this may be seen as complicating the system design this is also a future-proof solution.

· Deployment of suitable APIs inside the User Equipment is required. So far for GPRS and UMTS these APIs are not widely available. It is likely though that as the cellular data market matures there will be increased interest in improving the performance of different applications over UMTS and this will increase interest in developing and using such APIs.

UE initiated QoS control is an effective solution to support QoS for non-operator-controlled services because it can guarantee application requirements are met. For example, a gaming application can be quite strict in terms of QoS, with QoS requirements close to wireline requirements. Assuming that operators will not cover all games in the future, the UE initiated QoS control looks like a necessity in order to allow the UE to request the appropriate QoS level.
An additional aspect is QoS support for home based services in roaming scenarios. It is difficult to imagine that operators will have detailed mapping of QoS levels for each service, especially so with the ever increasing number of operators and services in the future. We believe that in roaming scenarios the UE may have to request an adjustment of the default QoS level that was fixed by QoS mapping arrangements between operators.
2.4 Interworking of IP QoS signalling

Services that need good QoS control could be expected to use IP QoS signalling such as RSVP or DSCP marking to help the network provide correct handling for their data packets. This IP QoS signalling (or IP QoS indications) may be used in the SAE/LTE system for triggering UE or Network initiated bearers, as explained below.
In the uplink direction the interworking of IP QoS signalling can be seen as a special case of the UE initiated QoS control described in section 2.3. External or internal interfaces within the user equipment will transport IP packets to the SAE/LTE module. The SAE/LTE module can then interwork QoS indications, by triggering new bearers or modifying existing ones.

In the downlink direction the most likely place for interworking to be initiated is at the UPE. This requires that any IP QoS indications included by the service’s server are preserved when they reach the UPE. Given that there may be several routers and gateways between the server and the UPE there is a risk that any IP QoS indications will be removed. In the case of secure VPN tunnelling it would also have to be assumed that QoS indications within the tunnel are somehow mapped on to corresponding QoS indications outside the tunnel. If IP QoS indications are available at the UPE it could perform a mapping to different SAE bearers based on the IP QoS indications (e.g. DSCP values) and other operator-specified factors like subscription information.
Interworking of IP QoS signalling may be an effective option for support of QoS for non-operator-controlled services. In the uplink direction it implies the need for UE initiated QoS control. In the downlink direction the practicality of delivering IP QoS indications from the services server to the UPE needs to be evaluated.
3. Conclusions

1) SA2 are asked to confirm that there is a requirement for the SAE/LTE standard to support QoS management for non-operator-controlled applications.

2) It is proposed to add a new subsection to 23.882 section 7.12.5 on “Support of non-operator-controlled services”

3) It is proposed to include text from section 2 and its subsections in 23.882.
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