3GPP TSG SA WG2 Architecture — S2#52
S2-061575
08 - 12 May 2006

Shanghai, China

Source:
Siemens

Title:
Allocation of CN Function PCEF 

Document for:
Approval

Agenda Item:
7.9.2
Work Item / Release:
SAE
Introduction

This contribution discusses the two alternatives for the allocation of the Policy and Charging Enforcement Function (PCEF). The two alternative options are:

A) a common PCEF in the Inter AS Anchor,
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B) an individual PCEF per access system.
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Discussion

A common PCEF in the Inter AS Anchor can be used for the whole time a UE is attached to the evolved system regardless of the concrete access network that is currently selected for the UE. The PCRF-PCEF interaction can remain unchanged. Furthermore, there is also no need for a change of the packet filtering mechanism as the filtering takes place before/after the Home Agent adds/removes the tunneling IP header with the Care of Address. 
The single PCEF approach has the only drawback that all traffic that requires PCC treatment needs to go through the Inter AS Anchor. Nevertheless, this should be only relevant in case of roaming with the possibility of a local breakout. And for such a scenario, a PCRF in the visited network can offer some basic PCC treatment based on information coming from the PCRF in the home network. Furthermore, some access specific information needs to be transferred to the Inter AS Anchor for PCC purposes but such information transfer is likely to be required anyway to enable a sophisticated network controlled handover mechanism.
The alternative option with an individual PCEF per access system is equivalent to the common PCEF solution as long as the UE does not change the access system. However, if the UE changes the access system, the PCEF of the new access systems needs to have the same policy information to treat the active services of the UE identically. In addition, the former PCEF needs to be informed about the end of the UE traffic to finish the charging and release the resources. 

A PCEF per access system (i.e. per access gateway) allows a more efficient traffic handling, i.e. route optimization and local breakout, in a straightforward way. However, the multiple PCEF approach has also a number of drawbacks:

1) Additional efforts for the provision of policy information to the new PCEF in case of an inter-system handover: 
Either a transfer of such information from the old to the new PCEF or a new installation enforced by the PCRF is necessary. The transfer would require a new interface or at least enhancements to existing interfaces. A new installation would require that every PCRF is able to control any PCEF which multiplies the number of PCRF-PCEF connections as well as interactions.
2) Additional efforts for synchronization to minimize service interruption: 
The new PCEF needs to be provided with the policy information before the first packets arrive while the old PEF needs to maintain the policy information until the last packet was processed.
3) Additional efforts for synchronization to prevent double charging due to accounting at two PCEFs:
This is especially critical in case of time-based charging. 
4) Additional load due to CDR/credit closure at the old PCEF and CDR/credit opening at the new PCEF
5) The packet filtering mechanism may need to be changed (depending of the location of the FA): 
The IP packets contain an additional tunneling IP header with the Care of Address (but the filtering has to take place on the UE home address basis)

Conclusion

Based on the above comparison we conclude that by adding the PCEF to the Inter AS Anchor a number of substantial efforts can be avoided. We therefore like to propose the addition of the discussion above to the key issue policy control and charging in chapter 7.1 and to update the chapter 7.11.2.1 accordingly.
Proposed Changes

Start of modified section

7.1
Key Issue Policy control and Charging

7.1.1
Description of Key Issue Policy control and Charging

The PCC functionality comprises important functionality related to the configuration of certain filters and packet processing rules. Typical use of such rules and filters include flow based charging, gating,QoS control, etc. Such rules may implement multiple services of various types, including ones from 3rd party suppliers and hence are an important part since it is related to a subscription and how services are authorized and charged for e.g. zero rating, price bundling, premium price etc depending on the particular configuration of an operator. In a Rel-7 context PCC considers a number of input parameters such as QoS parameters and for GPRS case TFTs and if a PDP context was activated by a secondary PDP context activation procedure, etc. before finally implementing a rule. It is key for an operator to be able to use a configuration of rules (policy and charging), which apply to Rel-7 architecture and terminals also in long term, i.e., smooth migration is important. The PCRFs interaction with future CN should be based on the existing PCC Rel-7 interfaces. It should be noted that some Rel-7 models (e.g. the QoS model) may be further evolved in the SAE work.

With the introduction of new 3GPP radio access technologies operators need to be in control of the use of each 3GPP radio access technology. The policy should take subscriber identity and other circumstances into account. The use of a different radio access technology may also lead to changes in other policies, e.g., different rating, etc.
The following requirements exist:

· It shall be possible to inform the PCRF what radio access technology a subscriber is utilizing since depending on operator configuration it may influence what policy control and charging rule is being activated by a PCRF

· The PCC interfaces already defined in Rel-7 shall be used as a basis in an SAE context and may be evolved to meet SAE requirements

Editors Note: In a B1 context, cf. Annex B, the enforcement point of the mobility anchor that resides in the core network shall be controlled by a PCRF. In a B2 context, the Inter AS-MM shall contain an enforcement point that is controlled by a PCRF. 
· The PCC functionality shall in an effective way be able to handle different QoS models cf. e.g. I-WLAN vis-à-vis WCDMA

7.1.2
Solution for key issue Policy control and Charging

7.1.2.1
Alternative solution A
A common PCEF in the Inter AS Anchor can be used for the whole time a UE is attached to the evolved system regardless of the concrete access network that is currently selected for the UE. The PCRF-PCEF interaction can remain unchanged. Furthermore, there is also no need for a change of the packet filtering mechanism as the filtering takes place before/after the Home Agent adds/removes the tunneling IP header with the Care of Address.

The single PCEF approach has the only drawback that all traffic that requires PCC treatment needs to go through the Inter AS Anchor. Nevertheless, this should be only relevant in case of roaming with the possibility of a local breakout. And for such a scenario, a PCRF in the visited network can offer some basic PCC treatment based on information coming from the PCRF in the home network. Furthermore, some access specific information needs to be transferred to the Inter AS Anchor for PCC purposes but such information transfer is likely to be required anyway to enable a sophisticated network controlled handover mechanism.
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Figure 7.1-1: Allocation of the PCEF alternative solution A
7.1.2.2
Alternative solution B
The alternative option with an individual PCEF per access system is equivalent to the common PCEF solution as long as the UE does not change the access system. However, if the UE changes the access system, the PCEF of the new access systems needs to have the same policy information to treat the active services of the UE identically. In addition, the former PCEF needs to be informed about the end of the UE traffic to finish the charging and release the resources. 

A PCEF per access system (i.e. per access gateway) allows a more efficient traffic handling, i.e. route optimization and local breakout, in a straightforward way. However, the multiple PCEF approach has also a number of drawbacks:

-
Additional efforts for the provision of policy information to the new PCEF in case of an inter-system handover: 
Either a transfer of such information from the old to the new PCEF or a new installation enforced by the PCRF is necessary. The transfer would require a new interface or at least enhancements to existing interfaces. A new installation would require that every PCRF is able to control any PCEF which multiplies the number of PCRF-PCEF connections as well as interactions.
-
Additional efforts for synchronization to minimize service interruption: 
The new PCEF needs to be provided with the policy information before the first packets arrive while the old PEF needs to maintain the policy information until the last packet was processed.
-
Additional efforts for synchronization to prevent double charging due to accounting at two PCEFs:
This is especially critical in case of time-based charging. 
-
Additional load due to CDR/credit closure at the old PCEF and CDR/credit opening at the new PCEF
-
The packet filtering mechanism may need to be changed (depending of the location of the FA): 
The IP packets contain an additional tunneling IP header with the Care of Address (but the filtering has to take place on the UE home address basis)
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Figure 7.1-2: Allocation of the PCEF alternative solution B
7.1.3
Impact on the baseline CN Architecture

The PCC functionality shall be evolved from the existing Rel-7 PCC interfaces.

It shall be possible to inform the baseline CN architecture what radio access technology (including an evolved RAN) is being used by a subscriber.

7.1.4
Impact on the baseline RAN Architecture

In case the baseline RAN architecture support multiple RAN access technologies it may be needed to inform the PCRF what radio access technology a subscriber is utilizing including an evolved RAN access technology.

7.1.5
Impact on terminals used in the existing architecture
[Editors Note: It is FFS whether there is any particular terminal impact from the evolution of Policy control and Charging architecture. However at the moment no particular terminal impact has been identified.]

End of modified section

Start of modified section

7.11.2.1
Allocation of evolved packet core functions to UPE, MME and Inter-AS Anchor 

The below non-exhaustive lists present the allocation of evolved packet core functions to logical entities, for the purposes of comparing the grouping alternatives. This does not preclude solution alternatives that co-locate one or more of the logical entities. Depending on the deployment and roaming scenarios, some of these functions might be optional.

The UPE consists of the following functions:

· Packet routing and forwarding
· FFS: IP access service enabling functions
· 
· Collection of Charging Information for online or offline charging systems
· FFS: Ciphering termination for user plane traffic, if there are no other RAN entities than eNodeB

· FFS: IP Header compression, if there are no other RAN entities than eNodeB.

· Lawful interception of user plane traffic
· FFS: Gateway functionality to external networks

· Depending on the outcome of key issue 7.8.3 (FFS): Mobility Anchor for mobility between different 3GPP based accesses
The MME consists of the following functions. In some architecture solution alternatives, these functions may be co-located with the UPE:

· Management and storage of UE control plane context
· Mobility management
· FFS: Authentication, authorization and key management
· Lawful interception of signaling traffic

· FFS: Ciphering/integrity termination for NAS signaling.

The Inter-AS Anchor consists of the following functions. In some architecture solution alternatives, these functions may be co-located with the UPE:

· Packet routing and forwarding
· FFS: IP access service enabling functions
· FFS: Authentication, authorization and key management
· Policy and Charging Enforcement Function (PCEF) based on TS 23.203
· FFS: Collection of Charging Information for online or offline charging systems
· Mobility Anchor for mobility between 3GPP accesses and non 3GPP accesses
· Gateway functionality to external networks

· Depending on the outcome of key issue 7.8.3 (FFS): Mobility Anchor for mobility between different 3GPP based accesses
End of modified section
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