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1. Introduction

It is felt that the current subsections 7.8.3.1 (description of the key issue) and 7.8.3.3 of [1] (MIPv6 as a potential solution) on mobility between LTE/SAE and non-3GPP access systems should be detailed and structured more systematically. To solicit this, we discuss here the dependencies on IP versions and trust relationships in more detail.
2. Discussion 

Hitherto the WLAN has been the prototype of a non-3GPP access network. 3GPP has integrated WLAN in the form of I-WLAN into its network technology. This required a PDG in the 3GPP domain, because WLAN as such is not considered as trusted by 3GPP. In the future other non-3GPP access networks may be considered trusted by 3GPP. I-WLAN may support IPv4 and/or IPv6 regarding UEs and PDGs.
In order to discuss scenarios and potential solutions for mobility between 3GPP and non-3GPP access networks within LTE/SAE in a more systematic manner, we look at the above mentioned two key criteria:

a) trust relationship with a 3GPP network

b) IP version (for UE, access network and destination domain)
The possible configurations are seen in fig. 1. (Note that Access Gateway [AGW] represents here MME, UPE and IASA together, but the relevant functional entity is actually IASA with HA). The following assumptions have been made: 
· LTE/SAE infrastructure is principally IPv6, but IASA is dual stack

· In view of the time frame for LTE/SAE, UEs are mostly IPv6 type, but some may also be dual stack (these are able to roam across IPv4 based non-3GPP access networks). 
· Only one instance of a non-3GPP access network is shown per different domain; if several exist they are assumed to be connected to the same PDG (if this is not fulfilled the consequences are FFS).

· Parallel radio capabilities may exist for the UE (for active transmission) between LTE/SAE and any non-3GPP access network, or between non-3GPP access networks of different technology (for same technology this is FFS).

[image: image1] Figure 1: Types of non-3GPP Access Networks and their Integration with the LTE/SAE System

The overall mobility mechanism is proposed to be MIPv6. Depending on the trust relationship of a non-3GPP access network with the 3GPP LTE/SAE system, a PDG is needed or not. MIPv6 might be used in client MIP or a proxy MIP variant. In the latter case a Mobility Proxy Agent is required in the non-3GPP access network (e.g. in access routers, or in local mobility anchor points, see [3]) or in the PDG (not shown), and the advantages of network based mobility are leveraged (details remain FFS). For the proxy MIP case the successful IPSec tunnel setup could trigger the mobility signalling at PDG towards the HA.

Depending on the IP version of the access network, MIPv6 can be employed directly, or extensions must be applied according to the proposal how to traverse IPv4 domains with MIPv6 [2]. 
The following mobility events within different types of non-3GPP access networks have to be taken into consideration:

1. UE moves from LTE/SAE into or within trusted IPv6 domain. MIPv6 can be used. 
2. The UE moves from IPv6 domain into an untrusted IPv6 domain. An IPSec tunnel has to be set up between the UE and the PDG, additionally MIPv6 is used (client or proxy). Due to assumed parallel radio the tunnel setup should normally be possible timely enough not to interrupt the service and even provide seamlessness.
3. The UE moves on into a IPv4 domain and it will be assigned an IPv4 address. A different PDG connects it to the LTE/SAE; it is dual stack because an IPv4 tunnel is used between the (dual stack) UE and the PDG. Like in event 2, an IPSec tunnel has to be set up, the old one may be torn down (or at a later stage, if a come back is to be expected). MIPv6 is used, either between UE (client MIP) or PDG (proxy MIP) and HA. 
4. The UE moves further on into a trusted IPv4 domain. The IPSec tunnel is no longer necessary and may be torn down immediately (or at later stage). 

Mobility events 5 to 10 can be extrapolated from those described above and are not discussed further.

Note that mobility within all non-3GPP domains has to be considered (if they contain more than one access router). In case of untrusted domains it should be possible to reconfigure the IPSec tunnels fast by virtue of the MOBIKE concept [4]

 REF _Ref131299928 \r \h 
[5]. In case of trusted networks the mobility internal to the non-3GPP access network can be handled either by client MIPv6 or by proxy MIP [3]. 
IPv6 destination domains (PDNs, operator services) may be reached directly, whereas IPv4 domains could be connected after address and protocol translation on IASA (broken, red thick lines in fig. 1). But this is left for further analysis.   
3. Conclusion 

We have discussed the possible combinations of trust relationships and IP versions for non-3GPP access networks and related mobility events. Based on some assumptions we think that a combination of dual stack functionality in clients and LTE/SAE network, MIPv6 mobility protocol with particular extensions for traversal of IPv4 domains and MOBIKE for fast IPSec tunnel reconfiguration can be used to build a good mobility solution.
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