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a) It is more likely than before to have the owner of the access network and of the visited core network different than the owner of the home core network, meaning that the user activity may be terminated from the visited network; and 
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5.3.2.2.2
Network Initiated De-registration by Service Platform (S-CSCF)
A service platform may determine a need to clear a user's SIP registration. This function initiates the de-registration procedure and resides in a service platform.

The following flow shows a service control initiated IMS terminal application (SIP) de-registration.
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Figure 5.5a: Network initiated application de-registration, service platform

1.
The S‑CSCF receives de-registration information from the service platform and invokes whatever service logic procedures are appropriate. This information may include the reason for the de-registration.

2.
The S‑CSCF issues a de-registration towards the P‑CSCF for this user and updates its internal database to remove the user from being registered. The reason for the de-registration shall be included, if available.

3.
The P‑CSCF informs the UE of the de-registration, and without modification forwards the reason for the de-registration, if available. Due to loss of contact with the mobile, it might be possible that the UE does not receive the information of the de registration.

4.
The P‑CSCF sends a response to the S‑CSCF and updates its internal database to remove the user from being registered.

5.
When possible, the UE sends a response to the P‑CSCF to acknowledge the de-registration. A misbehaving UE or a UE that is out of P‑CSCF coverage could not answer properly to the de-registration request. The P‑CSCF should perform the de-registration in any case, e.g., after the timer for this request expires.


If the UE does not perform automatic re-registration due to the de-registration the user shall be informed about the de-registration and of the reason, if available.

NOTE 1:
Steps 4 and 5 may be done in parallel: the P‑CSCF does not wait for an answer from the UE before answering to the S‑CSCF

6.
Based on operator choice the S‑CSCF can send either Cx-Put (Public User Identity, Private User Identity, clear S‑CSCF name) or Cx-Put (Public User Identity, Private User Identity, keep S‑CSCF name). In both cases the Public User Identity is no longer considered registered in the S‑CSCF. In case the user has (originating - see 5.6.5, or terminating - see 5.12) services related to unregistered state, the S‑CSCF may send Cx-Put (Public User Identity, Private User Identity, keep S‑CSCF name) in order to keep the S‑CSCF name in the HSS for these services.


The HSS then either clears or keeps S‑CSCF name for that Public User Identity according to Cx-Put the request.

7.
The HSS shall send Cx-Put Resp to the S‑CSCF to acknowledge the sending of Cx-Put.

NOTE 2:
Another trusted/secured party may also initiate the de-registration, for example, by issuing a third party SIP registration with timer set to 0 via S‑CSCF.

5.3.2.2.3
Network Initiated De-registration by Service Platform (P-CSCF)
P-CSCF initiates deregistration upon execution of service control (e.g. maintenance shut down) or when it can determine that a UE has become unreachable. Such determination may be access technology and local policy dependent.
The following flow shows a P-CSCF initiated IMS terminal application (SIP) de-registration.
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Figure 5.5c: Network initiated application de-registration, service platform

1.
The P-CSCF receives de-registration information from the service platform or determines that a UE has become permananetly unreachable. The P-CSCF then invokes whatever service logic procedures are appropriate. The information may contain the reason for the de-registration.

2.
The P‑CSCF issues a de-registration towards the S‑CSCF for this user. The reason for the de-registration shall be included, if available.

3.
Upon receiving the de-registration request, the S‑CSCF determines that it originated from within the trust domain and acknowledges the request without challenging it.
4.
The S‑CSCF updates its internal database to remove the user from being registered and issues a notification towards the P‑CSCF for this user. The reason for the de-registration is included, if available.

5.
The P‑CSCF informs the UE of the de-registration, and, without modification, forwards the reason for the de-registration, if available. Due to loss of contact with the mobile, it might be possible that the UE does not receive the information of the de registration.

6.
When possible, the UE sends a response to the P‑CSCF to acknowledge the de-registration, but there is no guarantee that the P-CSCF will actually receive the acknowledgement. A misbehaving UE or a UE that is out of P‑CSCF coverage could not answer properly to the de-registration request.

7.
The P‑CSCF sends a response to the S‑CSCF and updates its internal database to remove the user from being registered.

NOTE:
Steps 5 and 7 may be done in parallel: the P‑CSCF does not wait for an answer from the UE before answering to the S‑CSCF

8.
Based on operator choice the S‑CSCF can send either Cx-Put (Public User Identity, Private User Identity, clear S‑CSCF name) or Cx-Put (Public User Identity, Private User Identity, keep S‑CSCF name). In both cases the Public User Identity is no longer considered registered in the S‑CSCF. In case the user has (originating - see 5.6.5, or terminating - see 5.12) services related to unregistered state, the S‑CSCF may send Cx-Put (Public User Identity, Private User Identity, keep S‑CSCF name) in order to keep the S‑CSCF name in the HSS for these services.


The HSS then either clears or keeps S‑CSCF name for that Public User Identity according to Cx-Put the request.

9.
The HSS shall send Cx-Put Resp to the S‑CSCF to acknowledge the sending of Cx-Put.
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