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Discussion

GRUU requires that UEs identify themselves with an Instance Identifier. The IETF specification for GRUU defines (indirectly via reference to another specification) the formats that are acceptable for an instance identifier. A number of different formats are acceptable – many URN formats may be used. The following general guidance for the generation of instance identifier is provided in draft-ietf-sip-gruu-07.txt:
The instance ID plays a key role in this specification.  It is an identifier, represented with a URN, that uniquely identifies a SIP user agent amongst all other user agents associated with an AOR.  For hardware-based user agents, the instance ID would typically be burned into the device at the factory, similar to the way a unique serial number is encoded into each device.  For software-based user agents, each installation represents a unique instance.  As such, the identifier could be generated on installation and then stored on disk for persistence.

There have been proposals that IMS further constrain the type of instance identifier that may be used by UEs participating in an IMS system. However, as the scope of IMS is broadened and adopted for use in environments other that mobile wireless, it becomes harder to make sweeping judgements about the characteristics and capabilities of devices that use IMS, eg UEs or VoIP Clients. In the future, it is likely that there will be devices that do not have an ISIM or USIM. There may also be cases (e.g softphones and other soft clients running on a PC) where there are multiple independent user agents running on a single physical piece of equipment.

One possible mechanism for creating the instance identifier that has come up during discussions is the use of private user identity. Since IMS does not currently allow the same public user identifier to be registered from two different UEs using the same private user identity, it can be argued that for the case of 3GPP devices (UEs), the use of private user identity as a unique instance identifier across other registrations of public user identifiers is possible. However, there are discussions within other standards organizations that use IMS regarding the need to enable devices with the same combination of public and private user identities to be concurrently registered. For example, if authentication via the sip Digest technique is used, such as for a softphone where a password is entered by a user, then it becomes important to allow multiple concurrent registrations with the same credentials. This will require changes to IMS, and assuming IMS agrees to support multiple concurrent registrations involving the same private user identity, the resulting changes will likely not be part of Release 7. Therefore, in order to avoid potential interoperability issues with later releases of IMS, it is recommended that UEs not use private user identity as an instance identifier.
Conclusion
Any limitations on the types of instance identifiers to be used with GRUU should be specified for specific types of UE rather than as a general constraint on the support for GRUU. 
The following change to TR 23.808 should be made to reflect this:
*** START CHANGE ***

3.1
Definitions

For the purposes of the present document, the following terms and definitions apply.

Instance identifier: It is an identifier, represented with a URN that uniquely identifies a SIP user agent amongst all other user agents associated with an AOR e.g. public user id.

*** END OF CHANGE ***

*** START CHANGE ***

6.1
UE

6.1.1 Obtaining a GRUU during registration

A UE supporting GRUU mechanism and wishing to request a GRUU during registration shall indicate the support for the GRUU mechanism in the registration request and retain the GRUU in the registration response. The UE should generate an instance identifier that is unique across other UEs that have registered with the same IMPU, as specified in the architecture requirements. Guidance for generation of instance identifiers is found in draft-ietf-sip-gruu-07.txt and draft-ietf-sip-outbound-02.txt. It is recommended that a UE not use IMS private user identity as instance identifier.
When UE wishes to request a GRUU during registration it shall add an instance identifier in the registration request such that the instance id  is unique across other registrations of the same public user identity.

If the registered Public User Identity is part of an implicit registration set, the UE must also obtain and retain the GRUU for each implicitly registered Public User Identity which would be sent by the S-CSCF in accordance to [4].

*** END OF CHANGE ***
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