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Introduction

In this contribution, there are two cases showing that it is possible for a session to have different PCEFs for different policy control and charging rules. So the requirement for a PCRF to support multiple PCEFs is proposed.
Discussion
In current PCC specification, the position of PCEF is located at the Gateway. It should be noted that in the following cases, the position of gateway may be different. 
case 1:
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Both PCEF1 and PCEF2 are in the domain of the PCRF. There is a session between UE1 and UE2. For the data from UE1 to UE2, the PCEF1 is the policy control and charging point. For the data from UE2 to UE1, the PCEF2 is the policy control and charging point. So the PCRF should send different policy and charging rules to PCEF1 and PCEF2. 
case 2:
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Both the PCEF1 and PCEF2 are in the domain of PCRF. For the uplink date sent from UE1, PCEF1 is responsible for QoS handing and PCEF2 for NAT. So in this case the PCRF is needed to send different PCC rules to PCEF1 and PCEF2.
In above two cases, it is obvious that for each session, the PCRF shall be able to send the PCC rules to different PCEFs. So the following some words are added to TS23.203 to reflect it. 
**** Start of the first change ****

6.2.1
Policy Control and Charging Rules Function (PCRF)

The PCRF encompasses policy control decision and flow based charging control functionalities.

Editor’s note: This functional entity encompass the harmonization of the PDF and CRF release 6 logical entities.

The PCRF provides network control regarding the service data flow detection, gating, QoS and flow based charging (except credit management) towards the PCEF. 
The PCRF shall be able to send different PCC rules to different PCEFs for a session. The messages in the PCC rules are different. For example, the PCRF send QoS handling policy to a PCEF and charging rules to another PCEF.
The PCRF shall apply the security procedures, as required by the operator, before accepting service information from the AF.
The PCRF shall decide how a certain service data flow shall be treated in the PCEF, and ensure that the PCEF user plane traffic mapping and treatment is in accordance with the user's subscription profile. 

Editor’s note: For GPRS, it shall be possible to support policy control on a per PDP context basis.

The PCRF may check that the service information provided by the AF is consistent with the operator defined policy rules before storing the service information. The service information shall be used to derive the QoS for the service. The PCRF may reject the request received from the AF and as a result the PCRF may indicate, in the response to the AF, the service information that can be accepted by the PCRF. In the absence of other policy control mechanisms outside the scope of PCC, it is recommended that the PCRF include this information in the response.

Editors Note:
For Go it was defined that the controller provides the authorized QoS to the PEP. In PCC it is FFS what the gain and benefits would be to change this concept such that the PCRF receives the requested QoS. Then the PCRF checks it against the authorized QoS and hence may downgrade the requested QoS from the PCEF when it exceeds the authorized QoS.

The PCRF authorizes QoS resources. The PCRF uses the service information received from the AF and/or the subscription information received from the SPR to calculate the proper QoS authorization. The PCRF may also take account the requested QoS received from the PCEF via Gx interface.

The PCRF may use the subscription information as basis for the policy and charging control decisions. The subscription information may apply for both session based and non-session based services. 

Editors’ note: The subscription specific information for each service may contain e.g. max QoS class and max bit rate for each APN the subscriber has access permission to and a corresponding charging key.

**** End of the first change ****
**** Start of the second change ****

6.2.2.1
General

The PCEF encompasses service data flow detection, policy enforcement and flow based charging functionalities. 

Editor’s note: This functional entity encompass the harmonization of the PEP and TPF release 6 logical entities. 

This functional entity is located at the Gateway (e.g. GGSN in the GPRS case, and PDG in the WLAN case). It provides service data flow detection, user plane traffic handling, QoS handling, and service data flow measurement as well as online and offline charging interactions.

For the same session, it is possible that the PCEFs are in different Gateways. For example, QoS handing is provided in a PCEF and charging policy in another PCEF.
**** End of the second change ****
3GPP

SA WG2 TD


_1207985599.vsd
�

PCRF


PCEF1


PCEF2


UE1


UE2



_1207985917.vsd
�

PCRF


PCEF1
(QoS handling)


PCEF2
(NAT)


UE1



