SA WG2 Temporary Document

Page 1
-


3GPP TSG SA WG2 Architecture — S2#52
S2-061486
08 - 12 May 2006

Shanghai, China

Source:
China Mobile
Title:
Adding the information of NAT/NAPT function  
Document for:
Approval 
Agenda Item:
8.1
Work Item / Release:
PCC/Rel7
Introduction

The function of NAT/NAPT has been included in PCC. However, in TS23.203, there is no detail description of NAT/NAPT. In this contribution, the detailed description of NAT/NAPT function is provided for PCC.
Discussion
For the reason of network security or scarceness of IP address, NAT/NAPT is needed in some carriers’ networks. In TS23.203, the NAT function has been included in PCC architecture. 

When the NAT/NAPT is used in PCC, there are mainly two steps:

· during the SIP negotiation, the PCRF should send the NAT/NAPT information to the AF;
· after the completion of SIP negotiation, the PCRF should send the NAT/NAPT information to the PCEF.

In this contribution, some detail descriptions of the NAT/NAPT function, including the above two steps, are added to the PCC.
**** Start of the first change ****

3.3
Abbreviations

For the purposes of the present document, the following abbreviations apply:

AF
Application Function

CRF
Charging Rules Function

FBC
Flow Based Charging

IP-CAN
IP Connectivity Access Network
NAPT
Network Address Port Translation

NAT
Network Address Translation
OFCS
Offline Charging System

OCS
Online Charging System

**** End of the first change ****
**** Start of the second change ****

4.3 Policy control requirements

The policy control features comprise gating control ,QoS control and NAT/NAPT control. 

Gating control shall be applied on a per service data flow basis.

**** End of the second change ****
**** Start of the third change ****

6.1.5
Policy Control

Policy control comprises functionalities for:

- 
Gating control, i.e. the blocking or allowing of packets, belonging to a service data flow, to pass through to the desired endpoint;
- 
Event reporting, i.e. the notification of and reaction to application events to trigger new behaviour in the user plane as well as the reporting of events related to the resources in the GW;
- 
QoS control, i.e. the authorisation and enforcement of the maximum QoS that is authorised for a service data flow or an IP-CAN bearer.
- 
NAT/NAPT, i.e. NAT/NAPT in SIP message during the SIP negotiation and in user data when the data goes through the PCEF.
……
For policy control, the AF interacts with the PCRF and the PCRF interacts with the GW as instructed by the AF. For certain events related to policy control, the AF shall be able to give instructions to the PCRF to act on its own, i.e. based on the service information currently available. The following events are subject to instructions from the AF:

- 
The authorization of the IP-CAN session modification; 
- 
The revoke of authorization;
- 
The gate control;
- 
The forwarding of IP-CAN bearer events.
Editor's note: It is FFS how to control whether a service may start on any bearer that could transfer the traffic or whether a bearer dedicated for this traffic is required.
If NAT/NAPT is needed, during the SIP negotiation, when the AF interacts with the PCRF, the NAT/NAPT information should be returned by the PCRF. After the completion of the SIP negotiation, the PCRF should send the NAP/NAPT information to the PCEF.
**** End of the third change ****
**** Start of the fourth change ****

6.2.1
Policy Control and Charging Rules Function (PCRF)

The PCRF encompasses policy control decision and flow based charging control functionalities.

Editor’s note: This functional entity encompass the harmonization of the PDF and CRF release 6 logical entities.

The PCRF provides network control regarding the service data flow detection, gating, QoS and flow based charging (except credit management) towards the PCEF. 
If needed, the PCRF should provide NAT/NAPT information towards the AF and PCEF.
The PCRF shall apply the security procedures, as required by the operator, before accepting service information from the AF.
**** End of the fourth change ****

**** Start of the fifth change ****

6.2.2.1
General

The PCEF encompasses service data flow detection, policy enforcement, NAT/NAPT and flow based charging functionalities. 

Editor’s note: This functional entity encompass the harmonization of the PEP and TPF release 6 logical entities. 

This functional entity is located at the Gateway (e.g. GGSN in the GPRS case, and PDG in the WLAN case). It provides service data flow detection, user plane traffic handling, QoS handling, and service data flow measurement, NAT/NAPT as well as online and offline charging interactions.

A PCEF shall ensure that an IP packet, which is discarded at the PCEF as a result from policy enforcement or flow based charging, is neither reported for offline charging nor cause credit consumption for online charging.

**** End of the fifth change ****
**** Start of the sixth change ****

6.3.1
General
……
Table 6.1 lists the information contained in a PCC rule, including the information name, the description and whether the PCRF may modify this information in a dynamic PCC rule in the PCEF. The Category field indicates if a certain piece of information is mandatory or not for the contruction of a PCC rule, i.e. if it is possible to construct a PCC rule without it.

	Information name
	Description
	Category
	PCRF permitted to modify for a dynamic PCC rule in the PCEF 

	Rule identifier
	Uniquely identifies the PCC rule, within an IP-CAN session. 

It is used between PCRF and PCEF for referencing PCC rules.
	Mandatory
	no

	……

	Service identifier level reporting
	Indicates that separate usage reports shall be generated for the Service identifier.

Values: mandated or not required
	
	Yes

	Policy control
	This section defines how the PCEF shall apply policy control for the service data flow. 
	
	

	Gate status
	The gate status indicates whether the service data flow, detected by the service data flow template, may pass (Gate is open) or shall be discarded (Gate is closed) at the PCEF.
	
	Yes

	QoS class identifier 
	The authorized QoS class for the service data flow
	
	Yes

	UL-bitrate
	The uplink bit-rate authorized for the service data flow
	
	Yes

	DL-bitrate
	The downlink bit-rate authorized for the service data flow
	
	Yes

	NAT/NAPT information
	The network address and port translation information for the service data flow
	
	Yes


The PCC Rule identifier shall be unique for a PCC rule within an IP-CAN session. A dynamically provided PCC rule that has the same Rule identifier value as a predefined PCC rule shall replace the predefined rule within the same IP-CAN session. 

……
The DL-bitrate indicates the authorized bitrate for the downlink component of the service data flow. The interpretation of the bitrate depends on the QoS class and the IP-CAN.
The NAT/NAPT information indicates the network address and port translation information for the service data flow. This information is provided to the AF and PCEF. 
**** End of the sixth change ****
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