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Abstract of the contribution:
This contribution proposes the alternative solution on inter access system handover between 3GPP and non-3GPP access systems using Mobile IPv4 and Mobile IPv6.

Discussion
This solution assumes that the UE can support Mobile IPv4 and/or Mobile IPv6. It is likely that there will be UEs using IPv4 addresses for a long time, and in terms of UEs using IPv4 addresses, the Mobile IPv4 protocol is the best solution. Therefore, we consider Mobile IPv4 as well as Mobile IPv6. Several translation mechanisms between IPv4 and IPv6 have been researched in IETF. Therefore, it is expected that the mobility between IPv4 and IPv6 can be studied based on these IETF works. As the first step, this paper tries to make a high level architecture and procedures for handovers using Mobile IPv4 and Mobile IPv6.
In addition, various Mobile IP solutions such as Fast Mobile IP, Hierarchical Mobile IP and so on, have been studied in IETF. However, these technologies have not been perfectly verified yet and we need to consider the progress of IETF on using more efficient Mobile IP solutions. The basic Mobile IP solution can be extended based on these IETF’s works for 3GPP to non-3GPP access system handovers.   
Figure 7.8-x shows the high level architecture for 3GPP to non-3GPP access system handovers. In this section, we are interested in multi-access handover, and so the non-3GPP anchor of evolved packet core is at the center of this work. It is currently FFS whether the Inter AS anchor is separated into an anchor for mobility between 3GPP access systems and an anchor for mobility between 3GPP and non-3GPP access systems. However, it should be obvious that we are considering here the mobility anchor for mobility between 3GPP and non-3GPP accesses, and that it performs or supports the handover between different access systems, as indicated in TR 23.882. Especially, the non-3GPP anchor corresponds to the Home Agent of Mobile IP. The authentication function for Mobile IP may be co-located in HSS. In addition, we assume that there are two types of AAA server; AAA server, and Proxy AAA server for the roaming cases. 

The interfaces of Figure 7.8-x, S2, S6 and S7, are based on the high level architecture of Section 4 and additionally interfaces related to AAA are proposed for the authentication and the authorization of the user access. 
· I-AAA: It indicates the interface between the AAA server and the gateway/anchor point in case of using the Mobile IP application.
· I-AAA’: It indicates the roaming variant of the I-AAA reference point.
Note: The interfaces, I-AAA and I-AAA’, may need to be defined in Section 4 with formal names.
For example, in the case of the handover between evolved RAN and WLAN 3GPP IP access, the interfaces, S2, I-AAA, and I-AAA’ are respectively corresponding to Wi+, Wm+, and Wd+. These interfaces are already defined in detail in Annex E.
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       Figure 7.8-x. Architecture for 3GPP to non-3GPP access system handovers
The following flows show the high level procedures for handovers between 3GPP and non-3GPP access systems, in terms of several cases of using Mobile IPv4 and Mobile IPv6, which performs the registration of Mobile IP, the authentication/authentication of user access, and the setup/release procedures of the radio resource, and finally builds the Mobile IP tunnel.
Figure 7.8-y1 is the procedure describing how the Diameter application for Mobile IPv4 can work using Proxy AAA and AAA/HSS when a UE handovers from/to 3GPP to/from non-3GPP access systems. It is noted that Proxy AAA server is used to contact the user’s Home AAA for the authentication and the authorization of the user in the roaming case. In this case, the target gateway is in charge of the function of Mobile IPv4 FA.
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Figure 7.8-y1. Use of MIPv4 FA care-of-address mode with Diameter application
1. A UE establishes a connection with a target gateway (MIPv4 FA).

2. The target gateway broadcasts the FA advertisement messages and the UE receives this message. 
3. The UE sends a MIPv4 Registration Request to the target gateway. 

4-7. The target gateway communicates with AAA/HSS in order to authenticate and authorize the user. In the roaming case, the target gateway interrogates the Proxy AAA server to contact the user’s Home AAA server. The AAA/HSS informs the address of Home Agent to the target gateway.
8. The target gateway requests a necessary radio resource to target RAN. 

9. The radio resources between the target RAN and the UE are set up by the request of the target gateway.
10. The target RAN sends an acknowledgement to the target gateway with the completion of the assignment on radio resource.

11. The target gateway forwards a MIPv4 Registration Request to the Inter AS anchor, especially the non-3GPP anchor in the Inter AS anchor (MIP HA).
12-13. For the first initial Registration Request (RRQ), the keys for the authentication between the UE and the Home agent are exchanged.

14. The Inter AS anchor, especially the non-3GPP anchor, replies a response of MIPv4 Registration Request with acceptance of the registration to the target gateway.

15. The target gateway requests a MIP registration release to the source gateway. 
16-19. The radio resources between the source gateway and the UE are released and the completion of release on the radio resource is informed of the target gateway.
20. The MIPv4 registration is completed by sending a response on the MIPv4 registration request from the target gateway to the UE. Finally, a MIPv4 tunnel is built between the target gateway and the Inter AS anchor.
Figure 7.8-y2 is the procedure describing how the Diameter application for Mobile IPv4 can work without FA using AAA/HSS when a UE handovers from/to 3GPP to/from non-3GPP access systems. In this case, Mobile IPv4 FA is not presented and a collocated care-of-address mode is operated.
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Figure 7.8-y2. Use of MIPv4 Collocated care-of-address mode with Diameter application
1. A UE establishes a connection with a target gateway or is assigned an IP address from the target access network.

2. The UE asks the target gateway to transparently forward a MIPv4 Registration Request to the Inter AS anchor (Home Agent).  
3-5. The radio resources between the target RAN and the UE are set up by the request of the target gateway. 
6. The MIPv4 Registration request is sent from the target gateway to the Home Agent.

7-8. For the first initial Registration Request (RRQ), the keys for the authentication between the UE and the Home Agent are exchanged.
9. The Inter AS anchor, especially the non-3GPP anchor, asks the target gateway to forward a response of MIPv4 Registration Request with acceptance of the registration to the UE.
10. The target gateway requests a MIP registration release to the source gateway. 
11-14. The radio resources between the source gateway and the UE are released and the completion of release on the radio resource is informed of the target gateway.

15. The MIPv4 registration is completed by sending the response on the MIPv4 registration request from the target gateway to the UE. Finally, a MIPv4 tunnel is built between the UE and the Inter AS anchor.

Figure 7.8-y3 is the procedure describing how the Diameter application for Mobile IPv6 can work using Proxy AAA and AAA/HSS when a UE handovers from/to 3GPP to/from non-3GPP access systems. It is noted that Proxy AAA server is used to contact the user’s Home AAA for the authentication and the authorization of the user in the roaming case. In this case, Mobile FA is also not presented.
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Figure 7.8-y3. Use of MIPv6 with Diameter application
1. A UE establishes a connection with a target gateway.
2. The UE initiates the user authentication to the target gateway.
3-6. The target gateway communicates with the AAA/HSS in order to authenticate and authorize the user. In the roaming case, the target gateway interrogates the Proxy AAA server to contact the user’s Home AAA server. The AAA/HSS informs the address of the Home Agent to the target gateway.
7. The user authentication is completed by the user authentication ACK from the target gateway to the UE.

8. The DHCPv6 procedure is carried out for MIPv6 bootstrap.

9. The UE sends a MIPv6 Binding Update request to the target gateway.  

11-12. The radio resources between the target RAN and the UE are set up by the request of the target gateway.

13. The target gateway sends a MIPv6 Binding Update request to the Inter AS anchor, especially, the non-3GPP anchor (Home Agent).
14-15. For the first initial Registration Request (RRQ), the keys for the authentication between the UE and the Home Agent are exchanged.
16. The acknowledgement on binding update is sent to the target gateway.

17-21. The radio resources between the source gateway and the UE are released and the completion of release on the radio resource is informed of the target gateway.

22. The MIPv6 registration is completed by sending the response on the MIP Binding request from the target gateway to the UE. Finally, a MIPv6 tunnel is built between the UE and the Inter AS anchor.

Proposal

The following changes are proposed to TR 23.882.
**** Start of changes ****

7.8.3
Inter access system handover between 3GPP and non 3GPP access systems

7.8.3.1
Description of key issues

The handover will be based on IP layer mechanism (e.g. Mobile IP)
7.8.3.2
Alternative solution A 

One example of IP layer solution is based on mobile IP. 
The discussion section described above is inserted here.
For reference, application of Mobile IP for handover between interworking WLAN and GPRS is described in Annex E.
**** End of changes ****
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