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1.
Introduction

This contribution discusses the impacts of the NA requirements for emergency on the existing stage 2, 23.167 v 7.0.0, and proposes possible amendments to comply with those requirements while maintaining a generic architecture. S2-060600 describes methodologies for obtaining PSAP routing information to support North America emergency services. The methodologies are based on the nena i2 recommendations. 
The objective is to demonstrate that the 3GPP architecture for IMS emergency is able to support NA requirements (based on nena i2 capabilities) within a generic common architecture that responds also to non NA requirements. Note that In addition to inter-working with legacy PSAP, the architecture is required to inter-work with NG-PSAP, which is not supported by nena i2 capabilities.
Note that this document only addresses the E-CSCF-LRF interface.  
2.
Discussion

The following are requirements explicit to NA markets (S2-060403):

· The network shall be able to retrieve the caller’s location;

· As a regional option, the network shall be capable of assigning a routable location key (i.e. Emergency Services Query Key, a.k.a. ESQK, which has the same properties as the existing ESRK in wireless 911 services) to an IMS emergency session, and release the ESQK when the emergency session is terminated.

·  The network shall provide the caller’s location information to the PSAP upon query from the PSAP.

· The network shall provide the possibility to route to a default answering point given the scenario where the local PSAP can not be determined.

The following is the current 23.167 emergency architecture: 
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The Location Retrieval Function (LRF) may consist of a Routing Determination Function (RDF) and a Location Server (e.g. GMLC or VPC). 

2.1 Nena i2 architecture

Nena i2 describes an architecture for inter-working with legacy PSAP in the CS domain. The following diagram illustrates the nena i2 architecture as described in http://www.nena.org/9-1-1TechStandards/Standards_PDF/NENA_08-001_V1_12-06-05.pdf
[image: image2.emf]
The following are some basic principles of the capabilities provided by the architecture: 

The VPC receives a request for routing information from the call server/proxy/redirect server. The query must include a location object (that includes the geodetic and/or the civic location) or a location key (location by reference). When the VPC receives a location key, it uses it to query the positioning system in IP CAN identified by the key where the UE’s location information (location object) can be retrieved. 

The VPC uses the location information from the location object to query the RDF (ERDB in the nena architecture) for the routing information (ESRN). The VPC also receives contingency routing information from the RDF (LRO). 

The VPC uses the routing information from the RDF to temporarily allocate an ESQK for the call and stores call information associated with the call with the ESQK. The VPC de-allocates the ESQK when the emergency call has ended as signalled by the call server/proxy/redirect server. 

The VPC returns the ESQK, ESRN and/or LRO to the requesting entity (call server/proxy/redirect). 

The call server/proxy translates the ESRN to the URI of the ESGW and sends the emergency request to the ESGW ESGW. The request includes the ESRN in the Request-URI, the ESQK as the P-Asserted Identity and may include the LRO.

The PSAP uses the ESQK to query the VPC with the location information. 

2.2 Routing information query interfaces

The nena architecture supports the following interface options for routing information determination:

1. The call server to query the VPC directly for routing information using XML (v2 interface) over HTTPS using web services.  The call server would maintain a routing table which maps an ESRN to the URI of the appropriate ESGW. 

2. The call server forwards the SIP INVITE to a proxy server (v6 interface) and the proxy determines the routing information using the v2 interface and route the call to the correct ESGW. The Proxy would maintain a routing table which maps an ESRN to the URI of the appropriate ESGW. The record-Route is used to maintain the proxy in the signalling path. 
3. The call server requests routing information through a redirect server (v5 interface) using a SIP interface. The redirect server uses the v2 interface to query for the routing information and returns that information to the call server in a 3XX message. The call server routes the call to the appropriate ESGW based on the ESRN. The redirect server should subscribe to the call server for call termination event notification using SUBSCRIBE/NOTIFY methods. 

2.3 Proposed Mapping between Nena i2 and 3GPP Emergency Architecture

Following is a proposal for a mapping between 23.167 and nena i2 based on the functional role of the architectural components. 

The VPC function is included in the LRF. A similar function to VPC in 3GPP is the GMLC. 

The ERDB is referred to as RDF in the 3GPP IMS emergency architecture and is part of the LRF. Note that the RDF may query an external routing database (ERDB). 

The call server maps to the E-CSCF. 

The proxy server could be part of the LRF (as proposed in S2-060600) or could be part of the E-CSCF. The latter allows the E-CSCF to remain in the signalling path.  The former as described later is not a viable option. 

ESGW is mapped into the MGCF. 

2.4 Call scenarios

The following illustrates the call scenarios when routing information are queried by the call server, the proxy or redirect and determine the impacts of each scenario on the current 3GPP functional requirements and architecture. 

2.4.1 Call server query 

Upon receiving a SIP INVITE from the P-CSCF that contains a LO, a callback number, the E-CSCF sends a routing information query using the v2 interface (XML based) which uses HTTPS protocol with web services as the transport protocol. The interface describes four messages: Routing request/response, Call termination/Ack messages all defined in http://www.nena.org/9-1-1TechStandards/Standards_PDF/NENA_08-001_V1_12-06-05.pdf . The following illustrates the call flow: 
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The call server query option was not proposed in S2-060600, although it could be a viable solution that maps well with the 3GPP emergency architecture.

2.4.2 Redirect server query 

As per S2-060600 LRF acts as redirection server, hereby reproduced for convenience. 
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The redirection method can be used with the current 3GPP emergency architecture. 

2.4.3 Proxy server Query (with record route): 

S2-060600 proposed a configuration where the proxy is located in the LRF; however the proposal does not comply to the nena i2 v6 interface (which seems to be the basis of the proposal). If nena principles and interface are to be re-used in order to secure inter-working with that architecture and if the proxy is to be located in the LRF, then the proxy will be the entity that routes the call to the appropriate MGCF and the proxy will remain in all the signalling path. This does not map to the current 3GPP emergency architecture which defines the E-CSCF as the entity that routes the call to the MGCF/PSAP. If v6 interface is to be re-used for routing determination and the proxy is in the LRF, the actual call flow would be as the following: 


[image: image5.emf]UE P-CSCF E-CSCF

PSAP 

/EC

2. INVITE (911/

112, LO, SDP1)

MGCF/

MGW

3. INVITE (911/

112, LO, SDP1)

4. INVITE (911/

112, LO, SDP1)

7. ISUP IAM (911, 

ESQK)

5. INVITE (ESRN/LRO, ESQK, SDP1)

10. RTP channels established connection

16. release connection

6. create connection

14. BYE

13. BYE

1. UE initiates the 

emergency session 

and retrieves 

location info

8. Intermediate Signalling to Establish Connection

11. PSAP retrieves 

location from Location 

Server as necessary

12. Call Termination is initiated 

15. Rest of Call Termination signalling 

LRF

9. 200 OK


The call flow above is hence not recommended as it does not map to the 3GPP architecture, therefore the v6 interface as defined in nena if the proxy is to be located in the LRF is not a viable option. The proxy may be co-located with the E-CSCF. 

Note that S2-060600 proposes a different scenario for the proxy server, but that interface is not compliant to the v6 interface as defined in nena i2. 
2.5 Location Retrieval impacts

According to nena i2 standard and the call flows in S2-060600, the call server must receive the location object or a location key before querying for routing information. 

In 23.167, the UE is not required to include the location object or a location key in the SIP INVITE. However, if geodetic or civic location is required by the IMS core to route the emergency call,  the E-CSCF retrieves the location information (location object) from the LRF. 

Upon receiving the location object from the LRF, the E-CSCF may then send a query for routing information using any of the already specified v2 or v5 interfaces described earlier.  Alternatively, an optimization is proposed whereby the E-CSCF would use a single query for both location and routing information., This optimization is possible and could be done with some minor protocol impacts on the v2 and v5 interfaces. 
3.
Proposal

Based on the discussion above, we can conclude that the current 23.167 architecture satisfies all the NA regional requirements that are based on nena i2.
Following is a list of proposed minor changes to 23.167 that will additionally satisfy the NA regional requirements, 
The proposal attempts to minimize the number of interfaces and consolidate protocols for call setup optimization purposes without compromising the integrity of the architecture. 

The proposal also addresses all the currently identified the emergency requirements and NA regional requirements are a subset of those requirements. 

E-CSCF: 

· If E-CSCF needs to query for location information and or routing information, it sends a query to LRF that includes request for location retrieval and routing information. 

· If the E-CSCF received a LO from the P-CSCF, the E-CSCF may send a query to the LRF that includes the LO and may include a request for routing information. A common query for location retrieval/validation and/or routing information is used. 
· If the E-CSCF receives ESRN from LRF, it determines the URI of the gateway where the request is to be sent (as described in nena i2). The URI is then included by the E-CSCF in the Request-URI towards the BGCF/MGCF. 

· If the E-CSCF receives a TEL URI, it may send the request to the BGCF which will route the request based on the Request URI. 

LRF/RDF

· Upon receiving, retrieving and or validating the UE’s location, the LRF queries the RDF for routing information.

· The RDF determines the routing information (SIP URI(s), and/or TEL URI(s) and/or ESRN/LRO) (whether the RDF queries one database or separate database for URI and ESRN is outside the scope) and sends that information to LRF. The LRF assigns the ESQK or a reference ID for the emergency call and provide that information back to the E-CSCF and include the LO.  

It is possible to augment the v2 or v5 interfaces (as shown in call server/redirect server query call flows above) with additional capabilities that suit the overall 3GPP emergency requirements such as:

1. support for location retreival

2. NG-PSAP URI destination address as routing information if v2 interface is used as a base protocol between E-CSCF and LRF.  

See the proposed CRs for detailed text changes. 
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