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1. Introduction
GRUU convey some information about the user identity. P-CSCF can use that to help identify the user when UE do not contain any user identity information. Also if user has some privacy requirement such as ID, it should not populate the GRUU on the contact header.

Based on the IETF draft the GRUU persists for relatively periods of time, ideally being valid for the duration of existence of the pubic user identity itself. If the GRUU has not been registered, it should be rejected when the proxy received a terminated call. Some suggestion was given to introduce the GRUU unregistered service during the last meeting. But we can not assure whether that GRUU is one used before or one not exist forever. Then the network may execute not necessary unregistered services. So we think the introduction of unregistered service to GRUU is not necessary.

2. Proposal
*** 1ST CHANGE ***

5
Overall Architecture Requirements for support of GRUU

5.1 
General Requirements

5.2 
Architecture Requirements

The solution for support of GRUU in the IMS should fulfil the following architectural requirements:

1. A GRUU shall be registered in the IMS network with a unique combination of specific Public User Identity and UE.
1a. Only after the GRUU has been registered, that GRUU will be known by the IMS network. If the GRUU has been deregistered or expired, it will not be known by the IMS network. 
2. A UE shall be able to request a GRUU that is tied to a specific Public User Identity at a specific UE at the time of registration of the Public User Identity.

3. The IMS network shall be able to receive a request for generation of a GRUU for a specific Public User Identity at a specific UE and be able to generate such a GRUU and send it back to the UE that requested it.
4. The IMS network shall be able to reject a request to generate a GRUU either because 

a. the IMS network has no support for the ability to generate a GRUU.

b. the IMS network has support to generate a GRUU but rejects the request to generate a GRUU.

Editors note:  Item b needs to be expanded upon to state reasons why a request has been rejected.  

5. When the IMS network receives a request to generate a GRUU for a specific Public User Identity, the IMS network shall also generate GRUUs for all implicitly registered Public User Identities belonging to the same implicit registration set.  The IMS network shall communicate all these other GRUUs to the UE.

6. The IMS network always generates the same GRUU for a given Public User Identity and Instance Identifier combination.
7. The IMS network shall be able to derive the Public User Identity directly from the GRUU.  The public user identity derived from the GRUU used to identify the contact address of the sender is expected to be same as the public user identity used to identify the initiator, i.e. the public user identity derived from GRUU conveyed in the SIP Contact header is expected to be same as the public user identity conveyed in the SIP P-Asserted-Identity header.
Editors note: The procedure of how to handle the case when these two identities are not same is for FFS.
8. The IMS network shall be able to route requests destined to a GRUU to the UE registered with that GRUU.The IMS network does not fork SIP requests destined to a GRUU.

9. The IMS network will be able to generate a GRUU for any UE registered with a valid SIP or TEL URI.

10. A UE that is capable of supporting GRUUs shall be able to differentiate between a GRUU and a Public User ID.

11. A UE shall be able to establish a session or non-session related communication with another UE using a GRUU.

12. A UE supporting GRUUs shall be able to inter-work with an IMS network not supporting GRUUs.

13. A UE supporting GRUUs shall be able to inter-work with an  UE not supporting GRUUs. 

14. A UE or network that do not support GRUUs shall not be negatively affected when communicating with a network or UE supporting GRUUs.
15. It shall be possible to define iFCs that match the Public User Identity part of a GRUU.
16.  As all registrations pertaining to a particular Public User Identity are directed to the same S-CSCF, registrations of all GRUUs associated with a specific Public User Identity shall also be directed to the same S-CSCF.
17. The GRUU format shall comply with the specifications of GRUU draft [1]. 
*** END OF 1ST CHANGE ***

*** 2nd CHANGE ***

6.1 UE

6.1.1 Obtaining a GRUU during registration

A UE supporting GRUU mechanism and wishing to request a GRUU during registration shall indicate the support for the GRUU mechanism in the registration request and retain the GRUU in the registration response. 

When UE wishes to request a GRUU during registration it shall add an instance identifier in the registration request such that the instance id is unique across other registrations of the same public user identity.

If the registered Public User Identity is part of an implicit registration set, the UE must also obtain and retain the GRUU for each implicitly registered Public User Identity which would be sent by the S-CSCF in accordance to [4].

6.1.2 Using a GRUU

When sending SIP requests from an explicitly or implicitly registered Public User Identity for which a UE obtained GRUU, the UE should  use the corresponding retained GRUU as a Contact address, rather than the contact address that UE sent in the registration request if user has no privacy requirement.
When responding to SIP requests where the P-Called-Party is a registered Public User Identity Identity for which a UE obtained GRUU, the UE must use the corresponding retained GRUU as a Contact address, rather than the contact address that was registered..
Any UE may learn a GRUU of another UE using mechanisms that are outside the scope of this specification. A UE may learn a GRUU from the contact header of a request, from presence information, or by other mechanisms. 

Since a GRUU can be used as a request URI wherever a request URI would normally be inserted, a UE that issues a request towards a GRUU does not necessarily need to support the GRUU mechanism itself.

If a UE has subscribed to the reg event package, and subsequently receives a notification indicating that an implicit registration has occurred for a contact the UE has registered, then the UE must retain GRUUs from the notification for future use.
*** END OF 2nd CHANGE ***

*** 3rd CHANGE ***

6.3 IP Multimedia (IM) Core Network (CN) Subsystem entities

Editors notes Probably will contain mechanism for IMS Core Network to generate and store GRUUs during IMS registration.  Mechanism for IMS Core Network to update GRUUs during re-registrations. 
6.3.1 P-CSCF


When P-CSCF received a request not explicitly contain user identity, it should regard the public user identity derived from GRUU as an implicitly user identity and may use that information to help identify the request initiator. 
6.3.2 S-CSCF

6.3.2.1 Allocating a GRUU during registration

The S-CSCF, when receiving a registration request from a UE that includes an instance id, shall allocate a GRUU. If the UE indicates support of GRUU in the REGISTER request, then the S-CSCF shall return the GRUU in the registration response. The GRUU shall be formed by combining the public user identify and the instance id such that the public user identity can be readily extracted from the GRUU.

Note that as long as the instance id provided in the register request is the same, the resulting GRUU will always be the same for a given public user identity.
If there are implicitly registered public user identities, the S-CSCF shall generate a GRUU for each implicitly registered public user identity.

When sending notification for the registration event package, the S-CSCF shall use the extension defined in [3] to include the GRUU for each registered Contact that has been assigned a GRUU.
6.3.2.2 Using a GRUU 

Impacts on S-CSCF for execution of services for GRUUs are FFS.

Editor’s Note: Whether the S-CSCF need check the GRUU conveyed in the SIP contact header is FFS.
If the SIP message is destined to a GRUU, then the S-CSCF shall associate the request with the corresponding public user identity. The S-CSCF will not fork this request, but will direct the call to the identified instance.
If the S-CSCF received a GRUU terminated request and found that GRUU was not known by the network, it shall reject the request.

6.3.3 I-CSCF

Editor’s Note: When routing requests addressed to a GRUU to the terminating S-CSCF, whether the I-CSCF derives the Public Identity from the GRUU and hence does not impact the HSS, or the I-CSCF simply passes the GRUU to the HSS which then derives the Public Identity from the GRUU, is FFS.

When I-CSCF receive a GRUU terminated request and get service capability information from HSS, it shall reject the request.
*** END OF 3rd CHANGE ***
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