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The PacketCable 2.0 project is developing an architecture and associated set of specifications for the Cable Industry which is highly aligned with the 3GPP IMS effort. 
PacketCable relies on DOCSIS for providing the IP-CAN, but is not intended to be exclusive to DOCSIS. As such, PacketCable is planning to leverage the evolved Rx interface to provide for consistent QoS operation across various IP-CANs. However, given that PacketCable Multimedia has defined interfaces which are deployed and in operation, PacketCable will continue to use these existing interfaces to communicate with the PCEF (DOCSIS CMTS) rather then adopt the Gx interface.

The content contained in this CR documents how the DOCSIS IP-CAN realizes the PCC functionality defined in TS 23.203 in addition to identifying limitations of the DOCSIS IP-CAN that exist which prohibit certain PCC functionality. A subsequent CR describes the mapping of PCC terminology to the DOCSIS IP-CAN.

This is based on the analogous content contained in the GPRS section of this Annex. Further information will be contributed in the future as deemed necessary.
It is proposed to make the following additions to Annex A of TS 23.203 v0.4.0.
************
1st change
************
A.x
DOCSIS

A.x.1
High level requirements

A.x.1.1
General 

A.x.1.2
Charging related requirements

A.x.1.3
Policy control requirements 

A.x.2
Architecture model and reference points 

A.x.2.1
Reference points
A.x.2.1.1
Rx reference point
A.x.2.1.2
Gx reference point

A.x.2.1.3
Sp reference point
A.x.3
Functional description
A.x.3.1
Overall description 

The DOSCIS IP-CAN employs for an IP-CAN bearer, the concept of a DOCSIS service flow in order to provide an information path between the UE and the CMTS. When a Cable Modem is registered in the DOCSIS IP-CAN, primary upstream and downstream service flows are created. When a UE is registered in the DOCSIS IP-CAN it is associated with the primary service flows of the cable modem through which it is attached to the network. Based on session information provided by the AF using the Rx reference point, the Application Manager will determine QoS requirements for each IP flow. IP flows which do not require special quality of service treatment may be carried over the primary service flows. For other IP flows which require specific QoS treatment, the Policy Server requests the CMTS to admit the flows using the pkt-mm-2 interface providing detailed information of the QoS requirements. Provided that resources are available, the CMTS will create additional bearers dynamically and push the appropriate traffic filters to the cable modem.
A.x.3.1.1
Binding mechanism 

In the DOCSIS IP-CAN, the binding mechanism is achieved through the use of traffic Classifiers. These Classifiers filter traffic destined to a UE behind a Cable Modem or sourced from a UE behind a Cable Modem, to a particular DOCSIS service flow. DOCSIS Classifiers contain the following attributes which can be used to filter IP traffic:

· IP Type of Service – Range and Mask

· IP Protocol

· IP Source Address

· IP Source Mask

· IP Destination Address

· IP Destination Mask

· TCP/UDP Source Port Start

· TCP/UDP Source Port End

· TCP/UDP Destination Port Start

· TCP/UDP Destination Port End

Classifiers are used to filter traffic to a DOCSIS service flow. Traffic destined to a particular UE will be classified in the downstream direction. In this case the classification is done at the CMTS; the CMTS will inspect all traffic destined for the UE, and traffic which matches a particular Classifier is placed on the downstream DOCSIS service flow with which the classifier is associated. Traffic being sourced by the UE (i.e. the upstream direction) is classified at the Cable Modem. Like the CMTS, the CM inspects all the traffic sourced from the UE, and any traffic which matches the Classifier is placed on the upstream DOCSIS service flow with which the Classifier is associated. In both directions, any traffic not matching a Classifier is placed on the either the upstream or downstream primary DOCSIS service flow, depending on the direction of the traffic.

The Classifier(s) which are used for a particular DOCSIS service flow are communicated to the CMTS by the Policy Server (on behalf of the Application Manager) via the pkt-mm-2 interface.  The Application Manager will specify the QoS requirements for the IP flow, the direction of the IP flow, and the Classifier(s) which are to be used for the DOCSIS service flow serving the IP flow. The CMTS uses the QoS requirements from the Application Manager and creates the DOCSIS service flow with the corresponding QoS parameters, and assigns the Classifier(s) supplied by the Application Manager to the newly created DOCSIS service flow. The CMTS must then inform the Cable Modem, to which this DOCSIS service flow applies, of the new DOCSIS service flow and corresponding Classifier(s). Based on this information, the Cable Modem is responsible for classifying UE sourced traffic onto the upstream DOCSIS service flow.

When a session is no longer in use, the Application Manager communicates to the CMTS to tear down the resources associated with the session. Based on this communication, the CMTS will remove the DOCSIS service flow(s) and any Classifier(s) associated with the service flow(s), and inform the Cable Modem of the removal. Traffic which previously matched the removed Classifier(s) will now be placed on either the upstream or downstream primary DOCSIS service flow, depending on the direction of the traffic.
A.x.3.2
Functional entities

A.x.3.2.1

Policy Control and Charging Rules Function (PCRF) 

In the DOCSIS IP-CAN, the Application Manager (AM ) and the Policy Server (PS) fulfil the role of the PCRF.

The AM and PS provide network resource control in the DOCSIS IP-CAN by managing the CMTS using the PacketCable Multimedia interface pkt-mm-2.

The AM and PS map IP flows to DOCSIS service flows in accordance with the operator’s policies and based on the media format information provided by the AF.
A.x.3.2.1.1
Input for PCC decisions

The AM accepts any of the following input as a basis for decisions on PCC rule operations:

· Per IP-CAN session (e.g.: UE IP address)

· Requested QoS, media format, priority indicator

The SPR may provide the following information:

· Subscribers maximum allowed QoS resources 

· Subscriber’s maximum allowed bit rate for upstream and downstream 
A.x.3.2.2

Policy and Charging Enforcement Function (PCEF) 

A.x.3.2.2.1
General

This functional entity is located in the CMTS. The CMTS provides the PacketCable specific bearer QoS handling.

The CMTS creates, modifies, and deletes DOCSIS service flows upon request of the Policy Server. The CMTS receives requests from the Policy Server over the pkt-mm-2 interface. 

Each DOCSIS service flow is defined by a control structure known as a PacketCable Gate. For each DOCSIS service flow (PacketCable Gate), the CMTS receives information from the Policy Server for DOCSIS service flow establishment and modification:

· GateID is the handle for the Gate. The GateID is assigned by the CMTS and is used by the Application Manager and Policy server to reference the Gate. 

· AMID is the handle that identifies the Application Manager and Application Type.
· SubscriberID is the client’s IP address.
· GateSpec describes specific parameters defining a Gate (i.e., upstream or downstream link, timers, etc.)

· Classifier describes the IP flow(s) that will be mapped to the service data flow.

· Traffic Profile describes the QoS attributes of the service data flow used to support the IP flow(s).

· Event Generation Information (optional) contains information used by the CMTS for the purpose of accounting and usage reporting.

The CMTS if instructed via Event Generation Information generates event messages for DOCSIS service flow creation, modification, and deletion for the purpose of accounting and usage reporting.
The CMTS deletes DOCSIS service flows upon request of the Policy Server. The CMTS receives requests from the Policy Server over the pkt-mm-2 interface. The CMTS may independently delete DOCSIS service flows under the following conditions:

· Timer expiration. Timers are specified within the PacketCable Gate.

· Access link down. The CMTS is unable to communicate with the cable modem

When the CMTS independently deletes bearers it reports the occurrence to the Policy Server.
A.x.3.2.3

Application Function (AF)

A.x.3.3
Policy and charging control rule 

A.x.3.3.1
General

A.x.3.3.2

Policy and charging control rule operations

A.X.4
PCC Procedures and flows
A.X.4.1 
Introduction
For the DOCSIS IP-CAN, the GW is the CMTS. The IP-CAN Session is established by the UE Initiated DHCP procedure and is identified by the UE MAC address and its assigned IP address. The IP-CAN Session is terminated when the DHCP assigned IP Addresses is released. 

A.X.4.2 
IP-CAN Session Establishment
IP-CAN session establishment in a DOCSIS IP-CAN is initiated by the UE though the DHCP process. Once the UE is assigned an IP address through DHCP, a virtual IP-CAN session has been created. While the created IP-CAN session does not have its own default IP-CAN bearer, it does share the default IP-CAN bearer established as part of the IP-CAN session for the CM. Session specific IP-CAN bearers are created within this IP-CAN session on a dynamic basis as needed by the application.

A.X.4.3 
IP-CAN Session Termination

A.X.4.3.1 
UE initiated IP-CAN Session termination
The UE can terminate an IP-CAN session by releasing its assigned IP address through the DHCP process.

A.X.4.3.2 
CMTS initiated IP-CAN Session termination
The DOCSIS IP-CAN does not support a CMTS initiated IP-CAN session termination in a graceful fashion. Methods can be employed by the network operator resulting in the blocking of traffic to/from a given UE effectively terminating their IP-CAN Session.

A.X.4.4 
IP-CAN Session Modification
A.X.4.4.1 
IP-CAN Session Modification; CMTS initiated

CMTS initiated IP-CAN Session Modification is not applicable in a DOCSIS IP-CAN.
A.X.4.4.2 
IP-CAN Session Modification; AM initiated

For a DOCSIS IP-CAN, IP-CAN Session Modification can result in three ways:

· Creation of a new service flow within an IP-CAN Session

· Modification on an existing service flow within an IP-CAN Session

· Deletion of an existing service flow within an IP-CAN Session

The AM create a new DOCSIS service flow by issuing a Gate-Set command to the CMTS. The CMTS then executes its admission control mechanism. Upon successful admission, the CMTS initiates signalling to the CM via a Dynamic Service Addition Request Message (DSA-REQ). The new DOCSIS service flow is created with specific QoS requirements and traffic classifier definitions. DOCSIS service flows may be admitted (reserved only) or active (committed).
The AM  modifies an existing service flow by issuing a Gate-Set which references an previously established Gate. The CMTS again executes its admission control mechanism. Upon successful admission, the CMTS initiates signalling to the CM via a Dynamic Service Change Request Message (DSC-REQ). Modifications to existing service flows may include changes in the service flow state (reserved or committed), traffic classifier definitions and QoS parameters.

The AM  deletes an existing service flow by issuing a Gate-Delete which references a previously established Gate. Upon receipt of the Gate-Delete, the CMTS initiates signalling to the CM via a Dynamic Service Delete Request Message (DSD-REQ). Once the CM successfully processes and acknowledges the request the service flow is no longer available for use and the resources allocated to the service flow are now available for other services.

The figure below provides a generic representation of the signalling flow.
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