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Introduction
This contribution discusses benefits regarding a common anchor for SAE for 3GPP and non-3GPP accesses (currently known as IASA in the TR 23.882) and proposes to adopt one anchor for SAE architecture for all access scenarios.

Discussion

In the current TR 23.882 v1.1.0, there are different functional allocations to UPE and IASA entities depending on where the functions such as IP address allocation, Policy control and charging, anchor within 3GPP and between 3GPP radio accesses and between 3GPP and non-3GPP accesses are located. Following diagrams illustrate different possible ways of anchoring 3GPP and non-3GPP accesses, these two options seem to be the focus of the discussion about the role of UPE and IASA and the open issues on functional allocation among these entities.
Note that for simplicity reasons, it is currently assumed that IASA represent the functional role of an anchor regardless of the access. The main focus of this contribution is whether there are two different anchors, one where UPE and IASA are located together and handle 3GPP radio accesses only ((named here for discussion purposes only as 3GPP anchor, see Figures 1 & 2), and another one where both 3GPP and non-3GPP accesses are handled together (named here for discussion purposes only as SAE anchor, see Figures 1& 2).  
The Gi reference point is used to indicate where the anchor point is, covering aspects as the IP Point of Presence (IP address allocation), PCC functions, Legal Intercept; IMS handling etc. are all handled at that reference point.  The main focus of this contribution is whether these functions are to be duplicated into two network entities or whether they should be handled from one common network entity.
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Figure 1: Option 1: Common SAE anchor for 3GPP and other accesses

[image: image2]
Figure 2: Option 2: Separate anchors for 3GPP and other accesses
In figure 2 (Option 2), the two Gi reference points serve the purpose of serving 3GPP only users (from 3GPP anchor) and 3GPP and non-3GPP users (SAE anchor).

SAE goal is to be able to reuse the common functions and develop one common core in the applicable areas of the architecture without sacrificing the important performance and latency issues that must be provided for the system supporting 3GPP radio accesses. Such goals are easily achieved when anchor role is kept in one entity thus allowing the following benefits:
-When moving between 3GPP and non-3GPP accesses, same anchor IP address can be maintained without any additional standardised interface 

-Operators do not need to set up two separate network entities for 3GPP only and for 3GPP and non-3GPP users, thus reducing operational and maintenance costs of the network

-common solution thus enabling common  protocol and reference point design for key functions like PCC, Legal Intercept etc.
-session and service continuity will be more easily managed when moving between accesses

-One node less in the user plane traffic for terminals that are capable of supporting 3GPP and non-3GPP accesses, when connected to 3GPP accesses
- charging, legal intercept and other network functions coupled to the mobility anchor point can be designed and deployed commonly for all supported accesses. Reusability of these functions would reduce standards cost and time, thus should also help in developmental and operational/maintainability costs.
-A common Core developed without losing specialities (low latency, performance) that need to be catered for 3GPP radio accesses
-The system needs to decide about the anchor points when the user attaches, so if the IASA is a separate entity supporting only the multi-access anchor function, we would need to use it even if the user is multi-access capable but does not actually use multi-access, and in this case we would be wasting IASA UP capacity (and this can potentially be a relatively frequent case 
- Currently there is only one function in the list that is required for non-3GPP access only: the anchor point, e.g. a MIP HA, which does not necessitate different anchor points for 3GPP and non-3GPP accesses.
-Regarding the terminals, three types are foreseen:

Type A: 3GPP-only terminals - will use the UPE/3GPP Anchor as anchor point

Type B: non-3GPP terminals - not affected by the 3GPP anchor. A solution for those terminals can be implemented regardless of IASA and UPE decision

Type C: 3GPP + non-3GPP-capable terminals

When studying type C, it can be noted that there must be a choice on which anchor to use (since relocation of context when moving in and out of coverage is not seen as a realistic option). The "anchor choice" must therefore be done at power-on, since always-on is assumed. A subscription based choice may be the most realistic option. 

-If UPE and IASA are split, this anchor must then be the "IASA". The following implications are seen:

a) in order to avoid using tunneling overhead on the air interface, protocols such as Proxy MIP or NETLMM must be used on the UPE-IASA interface. This further requires PCRF interfaces to both IASA and UPE to coordinate QoS and policy related handling, or to evolve Proxy MIP/NETLMM with 3GPP related QoS information
b) All traffic for type C terminals, i.e. terminals capable of non-3GPP access, will always traverse three User Plane nodes instead of two. This will increase operational costs, require extra capacity dimensioning, and also add some latency.

Conclusion & Proposal

It is proposed that SA2 agrees to adopt the principle that for both 3GPP and non-3GPP accesses, the SAE shall develop one common anchor point, SAE anchor.

************************ Changes to the TR ***************************************


4.2
Architecture for the evolved system – non-roaming case

Figure 4.2‑1 depicts the base line high level architecture for the evolved system.

Editor's note:
It is not the finalized architecture model for the evolved system. i.e. it does not contain all functions/interfaces required, and some functions/interfaces may be added, deleted or modified in the course of the key issue discussions.
For 3GPP and non-3GPP accesses, the architecture defines one common anchor point, i.e. an SAE anchor. This means that for terminals using 3GPP only accesses, the IASA provides the functions that are common for all accesses.  In addition, if MME and UPE are separated, then the UPE and the IASA are located in the same entity, thus keeping User plane node elements to two entities (eNode B and SAE anchor).  For non-3GPP accesses, SAE anchor contains all the functions described for IASA.

Editor's note: The architectural diagrams are not updated yet since it is dependent on a few other key issues conclusion, upon completion of those issues, it would be more pragmatic to update the diagrams at that point in time.
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Figure 4.2-1: Logical high level architecture for the evolved system

The location of the functions belonging to MME/UPE is dependent on RAN CN function split table, i.e. it is FFS.

It is FFS whether there is an interface between UTRAN and evolved packet core.

The separation of MME/UPE into two separate entities is FFS.

Inter Access System Anchor (Inter AS Anchor)

Inter AS Anchor is the user plane anchor for mobility between different access systems.

It performs or supports handover between different access systems.

It is FFS whether an open interface separates the inter access system anchor into an anchor for mobility between 3GPP access systems and an anchor for mobility between 3GPP and non-3GPP access systems.

Reference points
S1:
It provides access to Evolved RAN radio resources for the transport of user plane and control plane traffic.

S2:
It provides the user plane with related control and mobility support between WLAN 3GPP IP access or non 3GPP IP access and Inter AS Anchor.

S3:
It enables user and bearer information exchange for inter 3GPP access system mobility in idle and/or active state.

User data forwarding for inter 3GPP access system mobility in active state (FFS).

It may provide the user plane with related control and mobility support between GPRS Core and MME/UPE in case the MME/UPE is combined with the Inter AS Anchor, which is FFS.

S4:
It provides the user plane with related control and mobility support between GPRS Core and Inter AS Anchor. S4 does not exist in case S3 provides this functionality (FFS).

S5:
It provides the user plane with related control and mobility support between MME/UPE and Inter AS Anchor.

It is FFS whether S5 exists or whether MME/UPE and Inter AS Anchor are combined into one entity.

S6:
It enables transfer of subscription and authentication data for authenticating/authorizing user access to the evolved system (AAA interface).

S7:
It provides transfer of (QoS) policy and charging rules from PCRF to Policy and Charging Enforcement Point (PCEP). 
The allocation of the PCEP is FFS. Allocation options for PCEP:
a)
common PCEP in Inter AS Anchor,
b)
individual PCEP per access system

4.3
Architecture for the evolved system –roaming cases

Editor's note: It is not the finalized architecture model for the evolved system. I.e. it does not contain all functions/interfaces required, and some functions/interfaces may be added, deleted or modified in the course of the key issue discussions.

For 3GPP and non-3GPP accesses, the architecture defines one common anchor point, i.e. an SAE anchor. This means that for terminals using 3GPP only accesses, the IASA provides the functions that are common for all accesses.  In addition, if MME and UPE are separated, then the UPE and the IASA are located in the same entity, thus keeping user plane node elements to two entities (eNode B and SAE anchor) in most scenarios. In case of roaming scenario 1, there will need to be an anchor in VPLMN for handling VPLMN requirements like legal intercept and may also need to support policy and charging aspects.  For non-3GPP accesses, SAE anchor contains all the functions described for IASA. 
Editor's note: The architectural diagrams are not updated yet since it is dependent on a few other key issues conclusion, upon completion of those issues, it would be more pragmatic to update the diagrams at that point in time.
************************************************ END Changes to the TR ***************************************
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