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Introduction
TR 23.882 depicts the S2 interface between the IASA in the Evolved Packet Core and non-3GPP accesses, including WLAN access networks. It also depicts the S6 interface between the IASA and the HSS. An interpretation of this architecture from an AAA-perspective is that AAA functions required by the non-3GPP accesses and 3GPP WLAN accesses take place over the S6 interface between the IASA and the HSS that resides in the HPLMN, with results being sent back to the non-3GPP access and 3GPP WLAN accesses over the S2 interface. The IASA in this case takes on the role of Proxy AAA (it may additionally also take on the role of AAA client).
This discussion paper looks into the implications of this architectural approach, considering how it affects the non-3GPP access and 3GPP WLAN accesses, the IASA, the HSS and existing AAA architectures used in access networks.
AAA functions performed over the S6 interface and S2 interfaces
In order to simplify the overall SAE architecture for the purpose of mobility between 3GPP and non-3GPP access networks, roaming, subscription handling, authentication and authorisation, a user’s home AAA server must reside in the user’s HPLMN and said home AAA server be common to all access networks. This is the current architecture in TR 23.882 in which the HSS is fulfilling the role of the Home AAA server. The HSS appears as an AAA server common to all access networks. This concept is also in line with the 3GPP I-WLAN architecture in which the 3GPP AAA server resides in the user’s HPLMN and is common to all 3GPP I-WLAN access networks. 
This approach ensures that the architecture is kept simple since the S6 interface only terminates in the HSS. The following figure (Figure 1) is included only to give an idea of what an implementation view might look like. From a network perspective or deployment view, the S6 interface from the IASA will only terminate at the HSS box in the architecture. Whether it internally terminates at the HSS function or at the AAA function would be a configuration option. 
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Figure 1. Proposed mapping of AAA functionality in SAE. 
Home AAA

Home AAA functionality would be offered over the S6 interface. The S6 interface in the previous figure is used for the following AAA functions regarding non-3GPP access and 3GPP I-WLAN access networks and Evolved Packet Core networks:

· Retrieval of authentication and subscription data (including subscriber's authorization information) required for the subscriber to access the non-3GPP and 3GPP I-WLAN inter-working services with SAE. The HSS provides this information to the IASA.
· Receive UE attach status and provide this status to other entities. This includes the address of the assigned IASA.
· Updates the non-3GPP and 3GPP I-WLAN access authorisation information when user's service subscription is modified.

In addition to the previous functions, the S6 may also be used for the following AAA functions:

· Authenticate user Registration requests received from the IASA originated in non-3GPP or 3GPP I-WLAN access networks.

· Provide the IASA with access restriction information.

· Generate and report per-user charging/accounting information.

· Provide suitable routing enforcement information to non-3GPP or 3GPP I-WLAN access network.
Proxy AAA Server

This functionality would be offered over the S2 interface together with IASA functionality. The S2 is used for the following proxy AAA functions:
· Relay the AAA information between the user’s AAA home server and the access network

· Provide access scope limitation information to the access network based on authorization data received from the Home AAA

· Generate and report per-user charging/accounting information.

· Receive authorization information related to subscriber requests in the Home network.

In addition to the previous functions, the S2 interface may also be used for following proxy AAA functions:

· Provide non-3GPP or 3GPP I-WLAN access networks with access restriction information received from the Home AAA.
· Provide suitable routing enforcement information to non-3GPP or 3GPP I-WLAN access network.
AAA Roaming Architecture (or Visited Proxy AAA)
This architecture is similar to the one depicted in Figure 1 except that Proxy AAA functionality is needed in the VPLMN. The following architecture depicts AAA functionality in a roaming scenario.
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Figure 2. AAA roaming architecture
The Visited Proxy AAA can either interface the Proxy AAA in the PLMN over the S8 interface or directly interface the Home AAA over the S6. Different criteria can be used to decide on whether the Visited Proxy AAA directly interfaces the Home AAA or a Proxy AAA in the HPLMN: degree of trust between networks, conceal Home AAA routing issues based on user identity from a VPLMN, optimise performance by reducing AAA proxies in the path, etc. 
Direct S2 Interface between the non-3GPP access or3GPP I-WLAN access would also be possible, however this seems less likely since the roaming agreement would not be between the access network and the HPLMN but between the VPLMN and the HPLMN. Due to this a Proxy AAA is also be needed in the VPLMN (visited proxy AAA).

The visited proxy AAA functionality is offered over the S2 interface together with IASA functionality and would be similar to the proxy AAA function in the HPLMN. The added functionality to the visited proxy AAA are:

· Enforce policies derived from roaming agreements between HPLMN and VPLMN considering the access network being used.
· Receive authorization information related to subscriber requests in the Home or Visited network

Relationship between HSS and Home AAA functionality

As pointed out earlier in this contribution, the Home AAA functions are provided over the S6 interface. In essence, this implies that the HSS entity in the architecture is providing the Home AAA functions previously described. The advantage of this approach is that this results in only one subscription server for a given user that is common to all accesses: 3GPP accesses (Evolved Packet Core and GPRS), 3GPP I-WLAN access and non-3GPP access.

In the current 3GPP I-WLAN specifications, the 3GPP AAA Server interfaces the HSS and HLR, i.e. the Wx and D’/Gr’ interfaces. In SAE architecture these interfaces can be considered an implementation issue and thus internal to the HSS. The Wx and D’/Gr’ interfaces may be kept for integration purposes with existing 3GPP AAA servers if needed although there is no need to make these interfaces visible in the SAE architecture. In general, communication between a Home AAA server and a HSS/HLR/AUC should be considered an implementation issue; existing reference points can be used if desired. The architecture is kept simple and clean if only the HSS terminates the S6 interface while ensuring Home AAA functionality.
Summary

Simplicity in SAE architecture is maintained if the S6 interface handles AAA operations for non-3GPP accesses and3GPP I-WLAN accesses. In order to relay AAA messages between the non-3GPP and 3GPP I-WLAN access networks and the Home AAA server, the S2 interface must carry out Proxy AAA functionality in addition to IASA server functionality. Roaming scenarios require Visited Proxy AAA functionality to be carried out also over the S2 interface that considers the particularities of a roaming scenario.

 This architectural view does not however impose any limitations on implementation options thus allowing current AAA server architectures such as that defined in 3GPP I-WLAN to be integrated into the SAE architecture without defining additional entities in SAE. 
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