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1. Introduction

This contribution describes methodologies for obtaining PSAP routing information to support North America emergency services based on the NENA I2 recommendations.

Figure 1‑1, Figure 1‑2 and Figure 1‑3 illustrate three recommended VoIP emergency call routing methods in NENA I2 Architecture. In terms of how the call routing decision is made and how the routing key (ESQK) is retrieved and included in SIP signalling, Table 1‑1 highlights the differences of these routing methods.
	VoIP Emergency Routing Methods 
	The protocol interface retrieving the emergency routing key (ESQK)
	The main functions of the key network elements

	Method1 Figure 1‑1
	V2 Interface between the Call Server and VPC: non-SIP, XML over HTTPS based protocol.
	Call Server acts as a SIP Routing Proxy, initiates ESQK retrieval procedure to the VPC and routes the emergency call to the appropriate ESGW.
VPC determines destination PSAP based on the location of the emergency caller, assigns ESQK to the call, caches the caller’s location and responds to PSAP’s queries. The call routing instructions are delivered via non-SIP signalling.

	Method2 Figure 1‑2
	V5 Interface between the Call Server and Redirect Server: SIP based redirecting signalling.
V2 Interface between the Redirect Server and VPC: non-SIP, XML based protocol.

In practice, normally the Redirect Server and VPC are integrated in one platform.
	Call Server acting as a SIP Routing Proxy, it uses a Redirect Server to obtain routing information, and then routes the call to the ESGW.

Redirect Server: converts the incoming call signalling to V2 to retrieve ESQK and return the routing instructions in SIP message to the Call Server.
VPC: same as Method 1, except that the call routing instructions are delivered via SIP redirecting signalling.
This option allows vendor to integrate Redirect Server and VPC in one platform.

	Method3 Figure 1‑3
	V2 Interface between the Call Server and VPC: non-SIP, XML based protocol.
In practice, normally the Routing Proxy and VPC are integrated in one platform.
	Proxy Server acts as a standard SIP Proxy and routes emergency calls to the Routing Proxy.
Routing Proxy acts as a SIP Routing Proxy, initiates ESQK retrieval procedure to the VPC and routes the emergency call to the appropriate ESGW.

VPC: same as Method 1, except that the call routing instructions are delivered via SIP Invite message.

This option allows vendor to integrate Routing Proxy and VPC in one platform.


Table 1‑1: The Differences of VoIP Emergency Routing Methods in NENA I2 Architecture
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Figure 1‑1: Basic Call Routing of VoIP Emergency Calls in NENA I2 architecture using V2
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Figure 1‑2: Basic Call Routing of VoIP Emergency Calls in NENA I2 architecture using SIP Proxy Redirect
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Figure 1‑3: Basic Call Routing of VoIP Emergency Calls in NENA I2 architecture using SIP Proxy Redirect
As illustrated above, the VPC primarily provides the following functions for VoIP based emergency calls in NENA I2 architecture:

· Call routing determination function: it uses the location information of the caller to determine the appropriate PSAP to which the call should be routed, and manages the ESQK associated with the PSAP.
· Location retrieval function: if it is required (e.g. a location key is received) it retrieves the location information.

· Location cache: it caches the location information of the emergency caller to be ready to respond to PSAP/ALI queries.

· Responding to the PSAP queries by providing the location information of the emergency caller

The different implementation options recommended in NENA I2 architecture actually identify the possible methods to deliver the routing instructions provided by the call routing determination function of the VPC. For the purpose of mapping between NENA I2 architecture and IMS Emergency architecture, the VPC functions are divided to two categories in this document, i.e. “call routing function” (1st bullet listed above) and “rest of VPC functions” (2nd to 4th bullets). Furthermore, the different methods of delivering routing instructions are also categorized as part of Routing Determination Function (RDF) in IMS Emergency architecture.

Table 1‑2 highlights the functional mapping between NENA I2 architecture and IMS architecture. 
	
	NENA I2 Scenario
	Network Element Mapping
	Functions of IMS Network Element

	
	
	NENA I2
	IMS
	

	Returning routing instructions in SIP redirect signalling 
	Method illustrated in Figure 1‑2
	Call Server
	E-CSCF
	Call Server retrieves routing instructions from LRF via SIP redirect signalling, redirects the emergency call based on the redirect SIP signalling from LRF and provide call termination notification via SIP signalling.

	
	
	Redirect Server and routing function of VPC
	RDF of LRF
	RDF: based on the information in the received call determines the destination PSAP, assigns ESQK, and return the routing instructions in a SIP 3xx response. RDF does not stay in call signalling.

	
	
	Rest of VPC functions
	Location Server of LRF
	Location Server: Retrieves the location of the emergency caller as needed, caches the caller’s location, and responds to PSAP’s queries.

	Returning routing instructions in SIP Invite  signalling (without record route)
	Method illustrated in Figure 1‑3
	Proxy Server
	E-CSCF
	Standard SIP proxy routes emergency call to LRF, and depending the network configuration may further route the call to appropriate ESGW or other S-CSCF. E-CSCF stays in the call signalling and provides call termination notification to LRF via SIP signalling when the call is terminated.

	
	
	Routing Proxy and routing function of VPC
	RDF of LRF
	RDF: based on the information in the received call signalling determines the destination PSAP, assigns ESQK, and returns the call routing instructions in a SIP INVITE back to E-CSCF. RDF does not stay in the call signalling.

	
	
	Rest of VPC functions
	Location Server of LRF
	Location Server: Retrieves the location of the emergency caller as needed, caches the caller’s location, and responds to PSAP’s queries.

	Returning routing instructions in SIP Invite  signalling (with record route)
	Method illustrated in Figure 1‑3
	Proxy Server
	E-CSCF
	Standard SIP proxy routes emergency call to LRF, and depending the network configuration may further route the call to appropriate ESGW or other S-CSCF. E-CSCF stays in the call signalling, and does not need to send call termination notification in addition to SIP session signalling.

	
	
	Routing Proxy and the routing function of VPC
	RDF of LRF
	RDF: based on the information in the received call determines the destination PSAP, assigns ESQK, and returns the call routing instructions in a SIP INVITE back to E-CSCF. The RDF stays in the call signalling.

	
	
	Rest of VPC functions
	Location Server of LRF
	Location Server: Retrieves the location of the emergency caller as needed, caches the caller’s location, and responds to PSAP’s queries.

	Returning routing instructions in non-SIP Signaling
	Method illustrated in Figure 1‑1
	Call Server
	E-CSCF
	It retrieves routing key (ESQK) from LRF by providing the location info of the emergency call via V2 interface, and acts as routing proxy to route the emergency call to appropriate ESGW based on the routing instructions received from LRF. It also sends call termination notification to LRF via V2.

	
	
	Routing function of VPC
	RDF
	RDF: based on the information in the received call determines the destination PSAP, assigns ESQK, and returns the call routing instructions in a non-SIP message to E-CSCF. The RDF doesn’t stay in the call signalling.

	
	
	Rest of VPC functions
	Location Server of LRF
	Location Server: Retrieves the location of the emergency caller as needed, caches the caller’s location, and responds to PSAP’s queries.


Table 1‑2: Functional elements mapping between NENA I2 architecture and IMS Emergency architecture
2. Proposal

Based on the discussion above, it is clear that the RDF of LRF should support different protocol options to deliver the routing instructions back to the E-CSCF.

To ensure the recommended solutions are captured in the IMS Emergency architecture for the North American regions, it is proposed to make the following changes in the existing 232.167. 

1) Clarify that there are the emergency call routing instructions and the notification of the emergency call can be achieved via either SIP based signalling or non-SIP based signalling:
E-CSCF: It shall be possible, for example in the North American regions, that the E-CSCF may request the routing instructions from LRF and notify call termination to LDR via either SIP based signalling or non-SIP based signalling.
LRF/RDF: It shall be possible, for example in the North American regions, that the RDF provides emergency call routing instructions and receives the notification of call termination via either SIP based signalling or non-SIP based signalling. 
2) Add four basic information flows that match NENA I2 recommendations in a normative annex.
See the proposed CR for detailed text changes.
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