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1st Change Begin
4
High level Principles

4.1
Architectural Principles

The solution for emergency sessions in the IMS fulfils the following architectural requirements:

1.
A CS capable UE shall use the CS domain for emergency services, if it is not explicitly guided by the network operator to use the PS domain.

2.
Emergency services are independent from the IP-CAN with respect to the detection and routing of emergency sessions. The emergency services shall be possible over at least a cellular access network, a fixed broadband access, I-WLAN access and a nomadic access.

3.
Any kind of emergency numbers, and emergency SIP and TEL URIs as specified in TS 22.101 [8], and special indications for emergency sessions within the SIP signalling shall be supported.

4.
Emergency sessions should be prioritized over non-emergency sessions by the system.

5.
The establishment of IMS emergency sessions shall be possible for users with a barred public user identity.

6.
The primary solution shall be that the UE can detect an emergency session (e.g. by evaluating the SIP-URI or the dialled number) by itself and indicates the emergency session to the network. The cases where the UE can't detect an emergency session shall also be supported.

7.
The solution shall work in case the UE has sufficient credentials to authenticate with the IMS and is registered to the IMS or is not registered with the IMS. The case where the UE does not have sufficient credentials to authenticate with the IMS shall also be supported where regulations allow. In the case that a UE is already IMS registered, it shall, in addition, perform a registration for the support of emergency services (emergency registration). The UE shall use a special emergency Public User Identifier in the emergency registration request. The implicit registration set of the emergency Public User Identifier shall contain an associated Tel URI that is used to call back the user from the PSTN.
Editor's Note:
The usage of a special emergency Public User Identifier is FFS.

Editor's Note:
The usage of local routing numbers in North America to call back the roaming user without involving the home network is FFS.


If the UE does not have sufficient credentials to authenticate with the IMS it shall be possible to perform session establishment without an existing security association between UE and P-CSCF, and the UE shall include an equipment identifier (the specific details of the equipment identifier to use may depend upon the IPCAN) in the request to establish an emergency session.

8.
It shall be possible to reject emergency service requests from an UE, without sufficient credentials to authenticate with the IMS in networks where emergency services from UEs with sufficient credentials to authenticate with the IMS are required.

9.
Emergency Service is not a subscription service and therefore will mainly be supported in the roamed-to network. In the case that a UE has sufficient credentials, it shall initiate a registration with the network (requiring the involvement of the home network), unless the UE is attached to the home network and already IMS registered. The CSCFs providing service for emergency sessions may be different from the CSCFs involved in the other IMS services. In the case that the registration fails, the UE may attempt an anonymous emergency call.

1st Change End

2nd Change Begin
7.1.1
UE Detectable Emergency Session

The following flow contains a high level description of the emergency service procedures performed when the UE can detect the emergency session is being requested.


[image: image1.wmf] 

UE

 

IP

 

-

 

CAN

 

IMS

 

3. Bearer Registration

 

4. Bearer Resource Request

 

5. P

 

-

 

CSCF Discovery

 

6. IMS Registration

 

7. Establish Emergency Session (and Bearer Resour

ces)

 

1. Detect Emegency       

 

sesssion request

 

2. Terminate any ongoing communication

 

IP

 

-

 

CAN

 

3. Bearer Registration

 

4. Bearer Resource Request

 

5. P

 

-

 

CSCF Discovery

 

6. IMS Registration

 

7.

 Establish Emergency Session (and Bearer Resources)

 

1. Detect Emergency       

 

sesssion request

 

2. UE capability and resource validation

 

Emergency 

Center or PSAP

 


Figure 7.1: Terminal Detected Emergency Calls

The following steps are performed:

1.
The UE detects the request for the establishment of an emergency session.

2.
In the case that the UE has insufficient resources or capabilities to establish an emergency call due to other ongoing sessions then the UE should terminate the ongoing communication and release reserved bearer resources

3.
In the case that bearer registration is required and has not been performed, the UE shall perform bearer registration to the IP-CAN. If the UE is already bearer registered, then the bearer registration procedures are not required to be performed.

NOTE 1:
Depending on the IP-CAN, the UE may be assigned an IP address at this stage.

4.
In the case that bearer resources for the transport of the IMS related signalling are required to be reserved in the IP-CAN, the UE shall reserve the resources in the IP-CAN. The UE shall provide an indication that this is for an emergency service.
If the IP-CAN does not provide an IP address to the UE in step 3, then the IP-CAN shall allocate an IP address to the UE during the bearer resource request procedures.

5.
UE performs a P-CSCF discovery procedure, where the UE discovers a P-CSCF in the local network suitable for use in emergency sessions.

NOTE 2:
The exact means for the P-CSCF discovery is dependant upon the IP-CAN.

6.
If the UE has sufficient credentials to authenticate with the IMS network, it shall initiate an IMS registration by providing the IP address obtained at step 3 or step 4 to the P-CSCF selected at step 5, unless the UE is attached to the home network and already IMS registered. The IP address used for signalling purposes is allocated in association with step 3 or step 4. The IMS registration request shall include an Emergency Public User Identity.


If the UE does not have sufficient credentials to authenticate with the IMS network, it shall not initiate an IMS registration request, but instead immediately establish an emergency session towards the P-CSCF as described in step 7.
7.
The UE shall initiate the IMS emergency session establishment using the IMS session establishment procedures containing an emergency session indication and emergency Public User Identifiers.

2nd Change End

3rd Change Begin

7.2
IMS Registration for Emergency Session
The IMS emergency registration procedure shall follow the procedures as described in subclause 5.2.2.3 of TS 23.228 [1] with the following modifications:

-
If the UE has sufficient credentials to authenticate with the IMS network, it shall initiate an IMS emergency registration, unless the UE is attached to the home network and already IMS registered. If the UE is able to detect that it is attached to the home network and IMS registered, it should not perform the IMS emergency registration procedure but directly establish the IMS emergency session.

NOTE:
In case of UMTS/GPRS access the UE can detect that it is attached to the home network by comparing the network identifier sent out by the radio access network with the home network identifier stored on the UICC. In case of 3GPP I-WLAN access, the UE can detect that the home network is connected to the I-WLAN by the PLMN network selection procedure as described in TS 23.234 [7].
-
The UE shall use an emergency Public User Identifier in the registration request. This indication may be used to route calls coming from the PSAP to the contact address registered during the emergency registration procedure and to inform the home network that roaming restrictions may not be applied.
-
The user's home network should ignore roaming restrictions for emergency session requests.

-
No originating and terminating services should be applied to emergency Public User Identifiers.

-
The UE shall use a special emergency Public User Identifier in the emergency registration request if emergency registration is performed. The format of this public user identity has to be defined by stage 3.
NOTE:
The special emergency public user identifier is different from the emergency indication used in the IMS emergency registration request and IMS emergency session establishment request.

P-CSCF handles the registration requests with an emergency indication like any other registration requests and forward the request to the IBCF or I-CSCF in the user's home network.
3rd Change End
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