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Abstract of the contribution:
This contribution updates alternative solution C in 7.8.3 to illustrate how a network-based mobility solution can serve to handle inter-access system handover between 3GPP and non3GPP access systems. 
Discussion
This paper updates and clarifies Solution C in section 7.8.3. It serves to clarify and update the technical details on how NETLMM could be used to handle UE mobility across multiple access systems. An Annex section is added to describe how the UE can be implemented to switch interfaces at handover. 
This paper also adds further description to illustrate how a network entity (eg. PDG) updates the route between itself and the Inter-AS Anchor on behalf of the UE. 

Proposal

The following changes are proposed for alternative solution C in section 7.8.3.

A new Annex is also proposed to illustrate the terminal aspects for the provision of NETLMM.
**** Start of changes ****

7.8.3
Inter access system handover between 3GPP and non 3GPP access systems

7.8.3.1
Description of key issues

The handover will be based on IP layer mechanism. Alternatives A and B are based on the use of Mobile IP (MIP) as a global mobility protocol providing host based IP mobility, in scenarios where network-based mobility support is not provided. Alternative C is based on the use of mobility protocols proposed, such as Edge Mobility Protocol (EMP) [15] or Proxy MIP [17] as a global mobility solution for network-based mobility. Solution to the key issue shall be selected based on operator requirements and/or deployment scenarios. 
7.8.3.2
Alternative solution A – Host-based Mobility Management Solution
One example of IP layer solution is based on mobile IP. For example, application of Mobile IP for handover between interworking WLAN and GPRS is described in Annex E.

7.8.3.3
Alternative solution B – Host-based Mobility Management Solution
One example of IP layer solution is based on Mobile IPv6.

As defined today, MIPv6 is not backwards compatible with IPv4 and cannot maintain an IPv6 connection when the terminal moves to an IPv4-only access network. MIPv6 can today also not be used to maintain IPv4 connections or transport IPv4 traffic. Using both MIPv4 (for IPv4 connections) and MIPv6 (for IPv6 connections) is possible but does not solve the problem of providing mobility in a mixed environment of IPv4-only and IPv6-only access networks. Using both MIPv4 and MIPv6 also introduces several inefficiencies for dual stack terminals. Currently IETF is working on specifying a solution for Mobile IPv6 to run across IPv4-only transport, and to carry IPv4 traffic (see draft-ietf-mip6-nemo-v4traversal-00.txt). Given the timescale of SAE, a solution for MIPv6 to run over IPv4 and carry IPv4 traffic should be available and mature.

The main assumption is that the UE is IPv4/IPv6 dual stack. It is believed that in the SAE time perspective, at least those UE:s with inter-system mobility support should also have IPv6 capabilities. Support for IPv4-only terminals could be added to the solution if needed. Details regarding MIPv6 support for IPv4-only UE are FFS..

The enhanced MIPv6 solution supports mobility across IPv4-only, IPv6-only and dual stack access networks. It is thus possible to maintain IPv6 connections when moving to an IPv4-only network and vice versa.

The UE can update its IPv4 and IPv6 bindings with the Home Agent using the same MIPv6 signaling messages. A dual stack UE does therefore not have to send double MIP messages.

Different types of mobility anchor points exists in the evolved packet core, including:

-
3GPP home anchor (corresponding to GGSN in pre-SAE/LTE GPRS): The anchor point for handovers between 3GPP access systems supports the mobility mechanisms for inter-3GPP-access handovers. This mobility mechanism is addressed in a separate clause.

-
Non 3GPP anchor: The anchor point for handovers between 3GPP and non-3GPP access technologies supports Mobile IPv6 Home Agent functionality.

The inter Access-system mobility solution should be designed in such a way that it introduces minimal overhead (signaling and user plane transport overhead) and performance penalties (delays etc) as compared to when the mobility solution is not activated, especially for 3GPP accesses. By providing a certain level of interaction between the Non 3GPP anchor (MIPv6 HA) and the 3GPP anchor within the Evolved Packet Core, the Mobile IP based mobility signalling and tunnelling only needs to be active when the terminal is using a non-3GPP access technology. Details regarding the interaction between 3GPP anchor and Non 3GPP anchor are FFS.

Inter Access System Mobility requires close consideration of policy and charging control from the home operator, as it may cross operator as well as access system boundaries in a more explicit manner when such access includes non-3GPP access. But as the evolved packet core should support such functions in a similar mechanism for different access types; extending the current PCRF entity can most efficiently provide this. This justifies viewing the inter-system mobility solution as one component of the full architecture, interrelated with other functions such as charging, policy control and security.
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Figure 7.8-8. Architecture for 3GPP to non‑3GPP access system handovers

NOTE:
A serving access node for non-3GPP access (such as an evolved PDG) may be located in the evolved packet core but is not shown in the figure.
7.8.3.4
Alternative solution C – Network-based Mobility Management Solution
The solution presents a network-based mobility solution, such as Edge Mobility Protocol (EMP) [15] and Proxy MIP [17] based on a hierarchical mobility concept, including a global mobility protocol and a local mobility protocol. 
The global mobility protocol handles mobility events across access systems by associating the global IP address with the new local IP address at a fixed global mobility anchor (Inter-AS Anchor), and forward UE traffic to the local IP address within an access system. UE movements within the access system are handled using a local mobility management protocol.
To describe the network-based mobility concept, a comparison is made between a network-based mobility solution and a host-based mobility solution for clarification purpose. The figure below illustrates two examples of the hierarchical mobility concept using EMP and Mobile IP. 
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Figure 7.8-8: Global Mobility options using a Hierarchical Mobility Concept
The diagram on the left represents host-based mobility (e.g. Mobile IP) where the UE obtains a care-of-address (CoA) and performs a Mobile IP registration with the HA to bind its current CoA to the HoA. Details are described in alternatives A and B.

The diagram on the right represents network-based mobility (e.g. EMP) solution where the local mobility anchor (with PDG-like functionality) sends a Route Update towards a global mobility anchor (Inter-AS Anchor) triggered, for example by the IP Bearer Establishment signalling between UE and local mobility anchor. The UE is not involved in the IP layer mobility management, meaning the global IP address of the UE does not change. As such, the network-based mobility solution demonstrates several potential benefits, such as reduced overhead and signalling over the air, support for user privacy etc.  Annex Z describes possible terminal implementation to maintain same IP address at change of network interface on the UE.

Note that when a network-based mobility solution is used as global mobility, there is no need to setup any security credentials for mobility authorization between the UE and global mobility anchor, since the UE is not participating in the mobility signalling. Network-based signalling can be exchanged over an untrusted network (e.g. between HPLMN and VPLMN) with the help of some security mechanism e.g. network domain security described in 3GPP TS 33.200. 
The following illustrates the SAE architecture showing where network-based mobility protocol are applied:
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Figure 7.8-7. 3GPP and multi-access handover anchor functions
In the figure, the evolved PDG (ePDG) has the capability of providing functions of a PDG and supporting network-based mobility management functionalities to realize inter-access system handover. 
If the non-3GPP IP Access network does not encompass local mobility solution within an access system, a host-based mobility protocol (e.g. Mobile IP) provides global mobility, provided that the access systems provide high level of security to that of 3GPP systems.
If the non-3GPP IP Access network supports local mobility solution within an access system and furthermore, has the functionalites to interact with the Inter-AS Anchor to provide network-based mobility management, network-based mobility protocol (e.g. EMP) supports global mobility. Such a fully network based solution demonstrates in all likelihood the capability to provide high performance mobility management, including operator controlled QoS provisioning, high level of security and support for user privacy (e.g. location privacy, identity privacy) equivalent to that of 3GPP systems.















**** End of 1st change ****

**** 2nd change ****

ANNEX Z　Implications on the UE in Inter Access System Handover
There are at least two main mobility concepts presented in this TR: one is a host-based mobility solution, the other is a network-based mobility solution. This clause studies the terminal considerations associated with inter access system handover, focusing on Mobile IP and EMP as a representation of host-based and network-based mobility solutions, respectively. 

Background
NETwork Localized Mobility Management (NETLMM) WG was establised in IETF on January 2006 (http://www.ietf.org/html.charters/netlmm-charter.html). Its main concept is that the UE is not involved in the IP layer mobility management, meaning the IP address of UE does not change regardless of UE’s mobility. The protocol is agnostic of the transportation mechanism used by these entities (i.e. different tunneling trasnportation mechanisms can be defined). Thus, the UE will keep using the same IP address, which is assigned by the network and routable to the IP point of attachment from the external network, as long as it moves within an area/domain (e.g. in an operator’s network), which is under control of a particular mobility anchor.

This differs in design concept from Mobile IP in the context of mobility control and IP address management. In Mobile IP, the mobility management is achieved by the UE’s IP address changing due to UE control: conceptually, UE has an assigned Home address while it configures a local Care-of Address every time it moves to a different IP subnet, and registers its binding to the Home Agent located in its home network. Thus, in order to achieve handover, the UE needs to obtain a new IP address and signal it to the home agent.

Implementation Dependent Aspects on the UE

The UE requires different IP addresses (as in Mobile IP) or keeps the same IP address (as in EMP) for separate network interfaces at inter-access system handover. The following further analyse these two implementation methods:

Method 1. Different IP addresses are used per physical network interface (i.e., 3G, LTE, WLAN, etc.), while a static user IP address is maintained for the applications. The selection of the physical network interface is based on IP addresses as done in Mobile IP.

In this method, a different IP address is assigned to every physical network interface. In the event of an inter-access system handover, a network interface is selected based on, say, user policies or radio conditions, and perform binding between the IP address known at the application level and the IP address used to send/receive packets on the physical interface.

Method 2. No change of network interface IP addresses during network handovers. In this case, the physical network interface is selected based on some other means than IP addresses.

In this method, the UE IP address does not change while the UE remains in an area that is under the control of the same mobility anchor (ie. Inter-AS Anchor). At handover, the network based mobility management updates the route on behalf of the terminal.

In the event of an inter-access system handover, a network interface is selected based on, say, user policies or radio conditions, and not through the determination of IP addresses. The IP address known at the application level and the IP address used to send/receive packets are the same, so there is no need to bind these addresses for a specific interface. 
The following figures illustrate implementation examples of an UE using method 1 and method 2.
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Figure 1. Logical UE structure for method 1        Figure 2. Logical UE structure for method 2
In Figure 1, the static IP address (i.e., the home address - HoA) is bound to a virtual IF for application use (e.g., a TCP socket), while physical IFs have IP addresses allocated for sending/receiving packets. The virtual IF selects the source IP address for sending packet so that the IF can be chosen. This method illustrates an implementation example that is applicable for off-the-shelf operating systems (like Windows and Linux) where at least one IP address must be allocated to every network interface.

Figure 2, on the other hand, illustrates the case where the UE does not use IP addresses to switch network interfaces. In this implementation example, a virtual IF is also employed to achieve service continuity for a transport socket in the event of an inter-access system handover. When the application tries to send a packet, the virtual IF selects a different forwarding IF based on the user policy or radio conditions, for example. Inter-access system handover appears as interface switching below IP layer to the UE and is not seen as change in IP address. Inter 3GPP access system handover in section 7.8.2 employs this approach, where the IP address of UE does not change in switching interfaces at handover from pre-SAE/LTE to SAE/LTE and vice-versa. The same UE implementation idea for inter 3GPP handover can be applied to achieve method 2.

Observation 1: 

From the figures above, there are only subtle differences from the UE implementation perspective and both methods are equally feasible from a technical perspective. 
Observation 2: 

Inter 3GPP access system handover has been decided to take the approach in method 2, so method 2 is aligned with the agreed UE implementation in SAE.

Observation 3: 

Since (re-)configuration of IP addresses is not required at handover time, method 2 based on the conecpt of NETLMM has the advantage of minimising the signalling load over the radio link and also to reduce the signalling latency over the slow medium.
**** End of changes ****
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