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1 Introduction

At the last SA2#50, tdoc S2-060486 was approved. In that document different use cases where listed, so that different solutions to key issue on “IP connectivity with multiple PDNs” can illustrate how to support these different scenarios.
This contribution aims to detail how solution proposed the S2-060262 (briefly presented at last SA2#50) can be used to implement such use cases.

2 Discussion

The following text (in italics) was approved in document S2-060486:
It should be studied whether and how the SAE architecture can support the following non-exhaustive list of use cases, or combination of use cases:

· A UE could access both IPv4 and IPv6 PDNs/Service Domains, e.g. if IPv4 and IPv6 traffic is routed from the UE to IPv4 and IPv6 server clusters in different physical locations.

· Corporate employees may wish to use the LTE/SAE access system available in corporate premises for access to corporate services, while using the UE for IMS based telecommunications such as phone calls. The IMS traffic should comply with the requirements of the operator trust domain in order to secure charging and LI while the corporate traffic should be securely and efficiently routed.

· When working remotely away from the corporate site, a corporate employee may access corporate services. This corporate traffic should remain securely separated from other PDNs/Service Domains such as public Internet, or Device Management to the UE performed by the home operator.

· UE mobility between access systems such as LTE, 2G/3G or I-WLAN, or between operators.

· In some roaming cases, the UE could use the VPLMN for access to visited network services such as public Internet or IMS emergency sessions (for pre-SAE/LTE access systems TR 23.867 requires a globally dedicated APN), while operator services can also be provided in the HPLMN.

Based on the above use cases, concurrent access to several PDNs/Service Domains appears to be required in SAE.

Consistent behaviour for applications across different access technologies should also be considered.
Even though this use cases list is not complete (an LS in tdoc S2-060549 was approved to be sent to SA1), we believe that the above bullet points could be considered as a first starting point in order to evaluate different alternatives proposed to solve the IP connectivity with multiple PDNs. Re-using the same concepts illustrated in Telecom Italia document S2-060262, it is proposed to add in the TR the following text.
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7.10
Key issue – IP connectivity with multiple PDNs

7.10.1
Description of Key Issue – IP connectivity with multiple PDNs

According to 3GPP UMTS standards, the scenario where the UE has access (either concurrently or successively) to several Packet Data Networks or Service Domains is possible, using one or more GGSNs as requested by the MS. Each PDN/Service Domain is identified by an Access Point Name (APN) as defined in TS23.003. The SGSN resolves the APN to an address that identifies a GGSN, and the GGSN can resolve the PDN/Service Domain. If that GGSN is unavailable, the APN name resolution normally provides a second choice GGSN address.. In the following, the term IP Gateway is used to describe the function with the capability of connecting with PDNs/Service Domains.

This key issue clarifies whether the UE will have a relation to a single or multiple IP Gateways in order to obtain concurrent connectivity to several PDNs/Service Domains, and whether one or multiple IP addresses are provided by an IP Gateway.
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Figure 7.10-1: Multi-APN support in pre-SAE/LTE access systems

It should be studied whether and how the SAE architecture can support the following non-exhaustive list of use cases, or combination of use cases:

· A UE could access both IPv4 and IPv6 PDNs/Service Domains, e.g. if IPv4 and IPv6 traffic is routed from the UE to IPv4 and IPv6 server clusters in different physical locations.

· Corporate employees may wish to use the LTE/SAE access system available in corporate premises for access to corporate services, while using the UE for IMS based telecommunications such as phone calls. The IMS traffic should comply with the requirements of the operator trust domain in order to secure charging and LI while the corporate traffic should be securely and efficiently routed.

· When working remotely away from the corporate site, a corporate employee may access corporate services. This corporate traffic should remain securely separated from other PDNs/Service Domains such as public Internet, or Device Management to the UE performed by the home operator.

· UE mobility between access systems such as LTE, 2G/3G or I-WLAN, or between operators.

· In some roaming cases, the UE could use the VPLMN for access to visited network services such as public Internet or IMS emergency sessions (for pre-SAE/LTE access systems TR 23.867 requires a globally dedicated APN), while operator services can also be provided in the HPLMN.

Based on the above use cases, concurrent access to several PDNs/Service Domains appears to be required in SAE.

Consistent behaviour for applications across different access technologies should also be considered.

The configuration describing the connectivity of a UE to a set of PDNs/Service Domains may be received from the HSS/HLR, pre-configurations in the IP Gateway, by mediation of PCC mechanisms, or a combination of these mechanisms.

The UE need not be aware of the default configuration that provides default PDN/Service Domain connectivity to the UE, but the UE may request a configuration to be used instead of that default configuration for other connectivity than the default PDN/Service Domain. The use of configuration other than the default configuration depends upon operator configuration and the user's subscription.

7.10.2
Solution for Key Issue IP connectivity with multiple PDNs

7.10.2.1
Alternative solution A
7.10.2.1.1
General solution description
According to this solution, in addition to the default IP access service, a SAE-capable UE can get access to additional services using different IP addresses assigned by functional entities named Service Anchors. A Service Anchor can be implemented as a Mobile IPv6 Home Agent (HA) and the address assignment can be performed using Mobile IPv6 signalling. It also provides IP gateway functionality towards PDNs/Service Domains.
In this solution, the SAE UPE acts as the first hop IP router to the UE, i.e. it has IP access service enabling functions such as e.g. (local) IP address allocation/relaying etc.
Depending on service scenario, the Service Anchor may be colocated with the UPE, which thus has the role of IP gateway.
Each Service Anchor may provide one or more services, such as e.g. MMS or access to private networks (e.g. corporate networks), depending on the user’s request.

The Service Anchor provides the following functionality:

· it assigns to the UE an IP address suitable for accessing the requested service. This IP address can be an IPv6 address or a public (or private) IPv4 address. As an example, in case of corporate access, the IP address allocated by the Service Anchor belongs to the corporate network;

· it is in charge of keeping alive the IP connectivity for ongoing PS sessions in case an handover occurs, for example between 2G/3G and SAE or between SAE and I-WLAN. For that purpose, the Service Anchor acts as Mobile IPv6 Home Agent, with the IP address allocated to the UE being the Home Address.
To some extent, the Service Anchor for the default IP access service can be regarded as the Inter-3GPP Mobility Anchor defined in section 4.2 of the TR.
The Figure 7.10-5 illustrates the solution.
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Figure 7.10-5: Support of multiple APNs in SAE
7.10.2.1.2
Use cases support
The use cases where the user wants to access to IPv4 and IPv6 PDNs/Service Domains or want to remotely access to its corporate network, allowing mobility across different access networks, can be easily accommodated using the Service Anchor approach. In these cases, the UE needs to acquire both IPv4 and IPv6 connectivity to access to different PDNs/Service Domains (or Corporate). Following this approach, different Service Anchors are needed by the UE, which provide the suitable IP Addresses. These service anchors will be also in charge of let the active session survive to movements. This is shown in Figure 7.10-6.
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Figure 7.10-6: Access to IPv4 and IPv6 PDNs/Service Domains

Considering the case where the user wants to have local Access to Corporate services using LTE/SAE access system resources (e.g.: eNB of LTE deployed in the Corporate network), the UE needs to acquire a suitable IP address from the Corporate (e.g.: a private IPv4 address) and needs to be able to access also to home operator services from the Corporate. In this framework, the movement across different access system should be also guaranteed. In this case, while UE is in the Corporate Network, it will acquire a local address in that network from the local Service anchor located in the Corporate. This local IP address will be used normally to access to services in the Corporate Network (e.g.: LAN networking). When the UE moves out of the Corporate network, it will acquire an IP address in the access system where it is moving (e.g.: SAE/LTE or 2G/3G network). This newly acquired IP address will be used as a Care of Address to be registered toward the Corporate Service Anchor. This approach is still compatible to the possibility for the UE to have access to the services in the Home Operator Network using an opportune Service Anchor, both from the access systems deployed in the Corporate premises and from operator public coverage (e.g.: Evolved RAN, 2G/3G network). This is shown in Figure 7.10-7.
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Figure 7.10-7: Local Access to Corporate services using LTE/SAE access system resources
Finally, in case of roaming, in order to access to particular services in the VPLMN (e.g.: emergency services), the UE will acquire a local IP address in the VPLMN from a VPLMN Service Anchor. This is useful also to fulfill local breakout requirements. Whenever the UE moves across different access systems, it will acquire a new IP address in the new access system which will be registered as a Care of address to the VPLMN Service Anchor. This is shown in Figure 7.10-8.
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Figure 7.10-8: Access to VPLMN/HPLMN services in roaming
7.10.2.1.3
Interworking with 2G/3G legacy networks
When the UE moves from LTE to 2G/3G coverage, it continues to get access to the services previously established using the same Service Anchors. In order to do that, it establishes a default PDP Context in the 2G/3G network, acquiring an IP address. This newly acquired IP address is subsequently registered as a Care-of-Address, using Mobile IPv6, to each Service Anchor with which the UE was registered when connected with LTE network. In case the 2G/3G network provides only IPv4 connectivity, Mobile IPv6 is still used exploiting the extensions specified in [17].
The resulting architecture is shown in Figure 7.10-9.
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Figure 7.10-9: Alternative solution A for supporting multiple APN

Further enhancements to this solution to reduce the amount of signaling over the air interface are FFS. A possible approach may be the usage of Proxy MIP.

An example of the message flow in case of handover from 2G/3G to SAE is illustrated in Figure 7.10-10:
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Figure 7.10-10: Message Flow for alternative solution A. Handover from 2G/3G to SAE

In the following it is described an example of the related message flow:

1. The UE establishes an IP Bearer (PDP Context) towards a SGSN/GGSN using a default APN. During this phase, the UE acquires an IP address.

2. The UE may discover the IP address of the Inter 3GPP Mobility Anchor that is supposed to be a dual stack Home Agent.

3. The UE starts Mobile IPv6 signalling in order to acquire a suitable Home Address from the Inter 3GPP Mobility Anchor [18] and to register the IP address acquired during PDP Context Activation as the UE Care-of-address.
4. In order to access additional service(s) that cannot be provided by the default APN, the UE may discover a suitable Service Anchor. Possible mechanisms include static configuration on the UE or dynamic discovery via DNS Service Resource Record [18].
5. The UE obtains a new Home Address from the selected Service Anchor and registers the IP address acquired during PDP Context Activation as Care-of Address.

Step 4 and 5 could be not necessary if the UE does not need to access services other than Default IP connectivity.

6. When an Handover occurs, the UE executes the necessary steps to move from a SGSN/GGSN to a SAE UPE in order to re-establish the layer 2 path.

7. The UE obtains a new IP address in the SAE network.

8. The UE registers this IP address as the new Care-of Address with the Inter-3GPP mobility Anchor.

9.
In case the UE has any active service through one or more Service Anchors, the UE repeats step (8) registering the new Care-of-address acquired in the SAE with the Service Anchors.
However, possible enhancements of the proposed message flow (e.g.: usage of Fast MIP) are FFS.
7.10.3
Impact on the baseline CN Architecture

Editors Note: It is FFS whether there is any particular impact 

7.10.4
Impact on the baseline RAN Architecture

Editors Note: It is FFS whether there is any particular impact 

7.10.5
Impact on terminals used in the existing architecture
Editors Note: It is FFS whether there is any particular terminal impact.
<< End of second change >>
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