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1.
Discussion

1.1
Introduction

In SA2#50 in Budapest, it has been confirmed that only voice calls to/from VCC subscribers using VCC UEs shall be anchored in IMS. This means that the network needs to have the following functionality:

· The CS network shall determine the following before re-routing an incoming CS call to IMS:

· the incoming call is a TS11 voice-only call,

· the terminating subscriber has an active VCC subscription,

· the terminating subscriber is registered to the network with a VCC UE.


· The IMS network shall determine the following before anchoring an incoming session in the CCCF (from IMS or from the CS domain via an MGCF):

· the incoming session is a voice-only session,

· the terminating subscriber has an active VCC subscription,

· the terminating subscriber is registered to the network with a VCC UE.


· The network shall determine the following before anchoring an originating CS call to IMS (e.g. via the gsmSCF associated with the CCCF):

· the outgoing call is a TS11 voice-only call,

· the originating subscriber has an active VCC subscription,

· the originating subscriber is registered to the network with a VCC UE.


· The IMS network shall determine the following before anchoring an outgoing session in the CCCF:

· the outgoing session is a voice-only session,

· the originating subscriber has an active VCC subscription,

· the originating subscriber is registered to the network with a VCC UE.

In order to verify that the CS call or the IMS session are voice only, the involved network entities can look at the content of the setup signalling (Initial Address Message or Invite).

In order to verify that the subscriber has an active VCC subscription, the involved network can use the result from a query to the HSS regarding the subscription. Noted that it is useful for the UE to know this information as well, in order to avoid trying performing VCC Domain Transfer.

In order to verify that the subscriber is using a VCC UE, the involved network entities need to check that the UE has registered itself as UE capable.

The purpose of this contribution is to describe how the network can know about the UE's VCC capability, and how the UE can know about the network's enabling of VCC.

NOTE:
The term "VCC UE" in this contribution means a User Equipment that has indicated to the network a capability to support VCC, with an active VCC subscription. If either condition is not met, the UE is referred to as a "non-VCC UE". This contribution describes the steps necessary before considering a UE to be a VCC UE.

NOTE:
In this contribution, as the terminology has been found to be still unstable at this stage, "CCCF" means whatever relevant network entity that takes care of the VCC procedure (anchoring, registration, etc.) that is discussed.

1.2
VCC Registration

In order for the network to know whether a UE is capable of handling VCC, it needs an explicit information  from the UE, as the normal registration to IMS is not sufficient. Until this registration is performed, no call is anchored, as the UE may not be capable of handling VCC.

This "VCC registration" may be done in several ways:

· The initial message to register to IMS contains an extra field that indicates the UE's VCC capability. However, this only works if the UE registers to IMS "early enough", as the network would not anchor CS incoming or outgoing calls until this happens, so this is not sufficient.

· The UE uses a communication channel with the CCCF (over CS or IMS) to indicate its capability to support VCC.

· The UE shall be capable to re-activate its VCC registration at any time (cf 1.4 VCC de-registration), including after a request from the network.


Note that it may be useful for the UE to register explicitly its VCC capability, for forward compatibility, in case the entity is reused for future 3GPP features, such as CSI Interworking or SAE/LTE.

Note that the communication channel can be used as well for other purposes, this is discribed in S2-060878.

VCC registration is a UE-initiated procedure.

1.3
VCC Enabling

It is useful for the UE to know whether the network will accept Domain Transfers from the UE. There are several conditions under which these could be rejected:

· The subscriber does not have an active VCC subscription,

· The network has determined that the visited network does not support the necessary mechanisms for Domain Transfer (e.g. it does not support CAMEL), etc.

· The operator has determined that it does not want to enable VCC Domain Transfer where the UE is currently registered, or at the moment (due to e.g. network load...).


When the UE has performed the VCC registration and the network has enabled the VCC functionality, the UE is considered to be a VCC UE, and all subsequent voice calls can be anchored in IMS (both incoming and outgoing).

If the UE knows that Domain Transfers will be rejected, it can optimise its behaviour and reduce battery consumption by e.g. avoiding scanning and measuring conditions for possible domain transfers, and it can avoid starting VCC Domain transfer procedures that cannot succeed.

The network shall thus inform the UE that VCC can or cannot be enabled. This may be done as a response to the VCC registration, or at any later time (e.g. if conditions change).

These procedures, called in this contribution VCC enabling and VCC disabling, are network-initiated procedures.

1.4
VCC De-registration

It is necessary for the network to know whether the UE is VCC UE in order to anchor calls in IMS. This is the purpose of the VCC registration. However, once the VCC registration, how long should the network consider that it interacts with a VCC UE ?

There are several reasons why a UE may not be "VCC capable" any longer, e.g. the user has removed the SIM card from the VCC UE, and put it in another UE which is not VCC-capable (and thus will not register nor invalidate the previous registration) ; the WLAN radio of the terminal may be turned off (e.g. to save battery life) ; the user may have decided that it does not want the VCC capability of his/her terminal to be enabled (e.g. due to local conditions, or predicted behaviour, etc. that may be unknown to the network).

For these reasons, it seems necessary to develop a series of procedures for de-registering the VCC capability of the terminal, both from the UE and from the network.

· The UE shall be capable to advertise explicitly its deregistration from VCC capability, by indicating to the network that it no longer wants to be considered to be VCC capable. Such a deregistration may for example happen before de-registering from the CS and/or IMS (or its IPCAN), before turning off the terminal, or when the WLAN radio is de-activated, etc.

· The network shall be capable to query a terminal for its VCC capability, e.g. when the UE has had no activity for a certain time (i.e. a timer has expired), or the network has noticed that the UE has deregistered from both IMS and the CS domain, etc. If the network cannot contact the UE, or there is no positive reply to its confirmation request, the network de-registers the UE as being VCC capable.


VCC deregistration is a UE-initiated procedure. Request for confirmation of VCC registration is a network-initiated procedure.

2.
Proposed changes

First change

4.4 Domain Transfer Procedures

When a VCC subscriber is active in one or more voice sessions using VCC capable terminals, voice continuity between CS domain and IMS is enabled by execution of Domain Transfers between CS domain and IMS. 

VCC subscriber calls are anchored at the VCC application in the home IMS upon session establishment to enable a 3pcc function at the VCC application for control of Domain Transfer procedures executed during the call. All initial and subsequent Domain Transfers associated with a VCC subscriber session(s) are initiated by the UE and executed and controlled by the VCC application in home IMS.
Anchoring of voice calls in IMS is performed under the following conditions:

· The UE is registered as a VCC capable UE by the network at the time the call is set up,

· The network has enabled VCC towards the UE (after verifying that the user has an active VCC subscription and other conditions).

Simultaneous registration is required for the initiation of the Domain Transfer procedure. Upon detection of conditions requiring a Domain Transfer, a registration is performed by the UE in the transferring-in domain if the user is not already registered; and a new call context is established by the UE toward the VCC application in home IMS to allocate signalling and bearer resources in the transferring-in domain and request transfer of user’s active session(s) from the transferring-out domain. The VCC application in the home IMS executes Domain Transfer; resources in the transferring-out domain are subsequently released.
The VCC application in the home IMS generates charging information for all Domain Transfers for VCC subscriber voice session(s) for the purpose of billing and charging.

The following Domain Transfer requirements are applied in both CS to IMS and IMS to CS directions:

· Initiation of the CS to IMS Domain Transfer procedure for an ongoing voice call may be based on radio condition; initiation of the IMS to CS Domain Transfer procedure for an ongoing voice call may be based on radio condition and IP connectivity quality to IMS.

· The subsequent Domain Transfer procedure shall be supported.

· It shall provide Domain Transfer for a roaming user when the user is moving between GSM/UMTS CS Domain and IMS.

· From the end user's perspective, the perceived service disruption should be minimized. Domain Transfer procedure latency should be minimized.

· Voice call quality should be maintained. The number of transcoding stages introduced by the architecture should be minimized.

· Consistent charging information across domains shall be provided when the Domain Transfer is performed, 

· It shall provide UE initiated Domain Transfer procedures.
Next change

6.1
Registration
6.1.x
VCC Registration

When the UE (that is capable of VCC) is registering to the CS network and/or IMS, or at any time later, it may contact the CCCF to indicate its capability of supporting VCC functionality. The network shall then acknowledge the registration.
At any time, the network may ask the VCC UE to confirm its registration. In order to maintain its VCC registration, the UE shall then re-register to the CCCF its VCC capability. Otherwise, the network shall consider that the UE is not VCC-registered any more.

At any time, the UE may de-register its VCC capability to the CCCF.

When de-registered, the UE is not considered to be capable of performing VCC Domain Transfer, and is not considered to be a VCC UE according to this specification, even if the subscriber has a valid VCC subscription.
NOTE:
VCC registration is meant only to indicate the UE capability of supporting VCC. It does not indicate per se whether VCC is allowed for this subscriber. The enabling of VCC by the network (see chapter 6.1.x, VCC enabling) is also necessary for the UE to be considered a VCC according to this specification.
6.1.x
VCC Enabling
A UE that is registered as being VCC capable may allow the network to enable the VCC functionality for this subscriber.
The network verifies that the following conditions are met:

· The UE has registered as being VCC capable,

· The subscriber has an active VCC subscription,

· The CS network is capable of supporting call anchoring and/or domain transfer mechanisms (e.g. CAMEL)
· The IPCAN is capable of supporting VoIMS,

· The operator policy allows VCC for this subscriber (e.g. based on the visited IPCAN and/or CS network, based on local conditions such as network load, etc.).

· Any other operator-determined condition.

When the conditions are met, the network enables VCC for this UE. The UE is from that point considered to be a VCC UE according to this specification. The network shall notify the UE that VCC functionality has been enabled.
When a UE is VCC enabled, but one or several of the conditions above are not met anymore (e.g. the VCC subscription has been blocked), the network shall disable VCC and notify the UE. The UE is from that point not considered to be a VCC UE according to this specification.
For efficiency reasons, the network may combine VCC enabling with other procedures, such as VCC registration (e.g. in the answer), CS call setup, IMS session setup, etc. That means that e.g. the notification to the UE needs not be sent ahead of the anchoring of voice calls in IMS.
Next change

6.2
Origination
Editor's note: the text on IMS origination shall reflect that the CCCF shall only be inserted in the signalling path for sessions from a VCC UE.
6.2.x
CS Origination
Editor's note: the following text will be inserted in the description of the CS origination procedure when a text on CS origination is approved.
The network shall verify that the UE is a VCC UE before anchoring the voice call in IMS. If the UE has registered its VCC capability, but the CCCF has not yet enabled VCC for this subscriber, the CCCF shall verify that the conditions for VCC enabling are met. If so, it shall enable VCC for this UE (the UE is now considered to be a VCC UE), allow the anchoring of the voice call, and indicate the VCC enabling to the UE, as described in chapter 6.1.x, VCC Enabling.
Next change

6.3
Termination

Editor's note: the text on IMS incoming sessions shall reflect that the CCCF shall only be inserted in the signalling path for sessions to a VCC UE.

6.3.x
CS incoming call terminations
Editor's note: the following text will be inserted in the description of the CS incoming call termination procedure when a text for this section is approved.

When a voice call for the subscriber is coming in the CS domain, the network shall verify that the UE is a VCC UE before anchoring the voice call in IMS. If the UE has registered its VCC capability, but the VCC has not yet been enabled for this subscriber, the network shall verify that the conditions for VCC enabling are met. If so, it shall enable VCC for this UE (the UE is now considered to be a VCC UE), allow the anchoring of the voice call, and indicate the VCC enabling to the UE, as described in chapter 6.1.x, VCC Enabling.

Next change

Annex A (informative): Call diversion techniques from CS to IMS

An incoming call for a subscriber with a service provided by the IMS (e.g., a VCC subscriber) may be routed either through the CS domain or IMS network. For a VCC subscriber using a VCC UE, voice calls that are routed to the CS domain shall be anchored at the CCCF in the IMS network prior to the routing of the call to the subscriber.In all other conditions, calls are routed directly to the subscriber as per normal call terminating procedures.
Note: 
Requirements and preconditions for anchoring of CS voice calls for VCC subscriber in IMS are documented in Section 6.3.x, CS Incoming call terminations of this document.

A.1
Implementation options for call diversion from CS to the CCCF in IMS

Several techniques available in the current CS networks may be used to implement the call diversion from CS to IMS, as itemized below:

1
Use of CAMEL for call diversion to IMS

This option applies to configurations requiring handling of incoming calls at the GMSC function. Upon receipt of an incoming voice call, the GMSC queries the HSS for routing information via Send Routing Information (SRI) query. The user profile in the HSS is configured such that the HSS returns T-CSI including a gsmSCF address to the GMSC in response to the SRI query. When handling voice calls for a VCC subscriber using VCC UE, the subsequent processing at the gsmSCF and the GMSC results in routing of the call to IMS using the IMRN. The call is routed to the CCCF according to standard IMS procedures. The IMRN is used to resolve the user’s public identity.

2
HSS directed call diversion to IMS

This option also applies to configurations requiring handling of incoming calls at the GMSC function.  Upon receipt of an incoming voice call, the GMSC queries the HSS for routing information via Send Routing Information (SRI) query. Based on non-standardized mechanism, the user profile in the HSS is configured such that the HSS returns an IP Multimedia Routing Number (IMRN) to the GMSC in response to the SRI query, when the call is directed to a VCC subscriber using a VCC UE. The subsequent processing at the GMSC results in routing of the call to IMS using the IMRN. Two methods may be used to ensure correlation between the IMRN and the original called party.

a.
Cooperative allocation/deallocation:  In this method, the IMS is made aware of the assigned IMRN and when a call is received for that number, the original number is retrieved.  This method is similar to a VMSC managing roaming numbers.

b.
Algorithmic:  In this method, a known algorithm is used to derive the IMRN at the CS, and to deduce the original called number from the IMRN at the IMS. One method of performing such an algorithm could be e.g. use of a prefix.  In such a case, care is required in the network configuration to avoid looping for the case when the call is subsequently routed from the IMS to the CS domain for call termination.

3
Static diversion from GMSC with dedicated trunk groups

This option also applies to configurations requiring handling of incoming calls at the GMSC function.  Dedicated trunk groups may be used at the GMSC to divert CS terminations to the MGCF.

Note: The handling of calls other than voice calls needs to be taken in account if this solution is chosen.

4
Static diversion using LNP

This option may be used for routing of calls originating in PSTN networks to IMS. A local number portability database dip may be used to redirect VCC subscriber calls to the MGCF.

Note: The handling of calls other than voice calls and calls to a non-VCC UE needs to be taken in account if this solution is chosen.
5
Direct routing to IMS

Translations may be set up in the PSTN network to route the mobile subscriber calls to the MGCF when the call is received. This way the standard IMS routing technique in TS 23.228 [2] can be used.  

Note: The handling of calls other than voice calls and calls to a non-VCC UE needs to be taken in account if this solution is chosen.
Note: With some of the aforementioned options, care must be taken to avoid a circular loop which may result when used in conjunction with certain techniques applied to route the call from IMS to the terminating user via CS network.

End of changes
3.
Proposal

It is proposed that the changes in section 2 be incorporated in TS 23.206.
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