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1. Introduction
The following is a list of open issues associated with the emergency call over I-WLAN issue:
1.       How to select the VPLMN that can handle IMS emergency sessions (e.g., multiple VPLMNs can be visible during network discovery where it is not clear which of these networks is able to handle IMS emergency sessions)
2.        How to perform access authentication for IMS emergency sessions without UICC?
3.  How to get access authorization for WLAN 3GPP IP access towards the IMS without UICC?
 

It is the aim of this paper to discuss each of these issues in turn, in order that SA2 can agree future CRs based on this principles.
2. Discussion

(1) . How to select the VPLMN that can handle IMS emergency sessions (e.g., multiple VPLMNs can be visible during network discovery where it is not clear which of these networks is able to handle IMS emergency sessions)
Network selection mechanisms are already defined in 3GPP Release 6. However, these may be refined in order to better cope with support for emergency calls. Here we propose two enhancements:

(i) Defining a service specific realm within the individual PLMN to serve emergency calls in that PLMN (e.g. “@e911_PLMN”). For a given PLMN, if it supports the emergency call service, it can advertise this additional realm for routing of AAA messages associated with the emergency service (based on this service specific realm, the emergency service may additionally be prioritized or handled differently within the PLMN e.g. by optionally skipping authentication). For users with SIM/USIM cards, they can use the PLMN selection procedures as defined in 3GPP Rel 6 but use this “emergency call enhanced realm” when populating the realm part of the NAI. In the WLAN AN, support for this realm corresponds to configuring an additional realm based route in its AAA entity as well as advertising via network advertisement procedures defined in RFC 4284. These are triggered in the WLAN AN on receipt of an EAP response from the user which is cannot route.

(ii) Defining a unique default realm across all PLMNs that is specific to emergency call, for example, “@911.com”. The AAA entity on the WLAN is then configured with a default next hop (local PLMN which offers emergency call service) to which it routes the EAP Response message containing “@911.com” in the realm part of the NAI. 
In both the solutions discussed above, the selection of the PLMN is based on a pre-configuration in the AAA entity. This reduces to recognizing the realm “@e911.com” or “@e911_PLMN” and forwarding. Note that since this is just an additional entry into the WLAN AN AAA entity AAA routing table, it requires no additional functionality from the WLAN AN. 
Further, solution (ii) is our preferred solution for the UICC-less case. In this case, the user has no subscription to a PLMN and no PLMN list stored indicating a list of known PLMNs that can offer service. Use of a default, globally defined, emergency specific realm in the NAI is in our opinion more efficient that e.g. guessing that a given PLMN may support the emergency service.
2.How to perform access authentication for IMS emergency sessions without UICC?
Assuming that the UE has now selected a valid PLMN (i.e. one that supports emergency calls), what access authentication mechanisms is used to perform 3GPP Direct Access without UICC?
As shown in the figure below, USIM/SIM based access authentication occurs via EAP SIM/AKA procedures carried over EAPOL between the UE and WLAN AN and RADIUS/Diameter between WLAN AN and 3GPP AAA Server. 
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Figure 1: Schematic of the Direct IP Access authentication/authorization procedure

In the UICC-less case, authentication of the user is not possible. Our proposal is therefore to use a default or null EAP method, in which either authentication is skipped, or default (publically known) keys are generated. Hence the 3GPP AAA Server, on recognising that the user is attaching to perform an emergency call (via the special realm in the NAI of the EAP response message as described for issue (1) above), triggers the special EAP procedure. The advantage of this solution is that the additional logic required is limited to the 3GPP AAA Server recognising and handling the special emergency call NAI (as above) and implementing a new EAP method. Hence it does not break the existing operation of the 3GPP AAA Server. 

3.   How to get access authorization for WLAN 3GPP IP access towards the IMS without UICC?
i.e. This means that we need a mechanism to perform the tunnel establishement without UICC.
Before discussing potential solutions, one obvious question to be raised here first is: why do we need this tunnel at all? The answer to this is that the emergency call will be made via the IMS and currently (3GPP Release 6), access to IMS is defined for I-WLAN 3GPP IP access as IP-CAN, not Direct IP access. 
3GPP IP Access occurs via an IKE_v2 exchange between the UE and PDG, with which EAP SIM/AKA authentication messages are tunnelled. These are then backended from the PDG to the 3GPP AAA Server (see Figure 2).
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Figure 2: Schematic of the 3GPP IP Access authentication/Authorization Procedure

Again, in the UICC-less case, authentication of the user is not possible and nor is it possible to construct an W-APN meaningful for the operator, since this would be stored on the USIM/SIM card. The proposal in this case therefore, is to define a globally dedicated W-APN (e.g. defined within the “.3gpp.org” domain”) to uniquely label the service requested as being that for emergency call. On recognizing the default W-APN, the PDG would forward to the 3GPP AAA Server. The 3GPP AAA Server would then start the default or null EAP method described in issue (2), in which either authentication is skipped, or default (publically known) keys are generated. 
The advantage of this solution is that the additional logic required is limited to the PDG recognising and handling the special W-APN, as well as the 3GPP AAA Server implementing a new EAP method. 
3. Proposal

Agree on this proposal and place this proposal in Annex B of TS 23.167.
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User “attaches” to 802.1x WLAN-AN and performs EAP-SIM/AKA authentication (Direct IP access/Scenario 2) in order to get access to the internet
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EAP SIM/AKA authentication takes place as part of IKE_v2 exchange
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(ii) Access Dependent Use Case: 


User performs Direct access attach as described in last slide, then sets up IKE_v2 tunnel to PDG
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