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Introduction

In the SAE TR 23.882 0a0 there are three solutions for the inter 3GPP Mobility in Idle state
1) Alternative A: IP layer lower solution, 

a) Solution A1: UPE and Inter AS Anchor are separate

b) Solution A2: UPE and Inter AS Anchor are combined to one AGW

2) Alternative B: IP layer solution, use Mobile IP
In the TR there are only one impact section for these three solution. So this contribution propose to add impact sections for the Alternative A and also the impacts.
The second modification is for alternative A1. In the first paragraph of section 7.5.2.1.1 it is already written“ The UE is only in one 3GPP access systems registered at one time and not at multiple in parallel ”, so the Editor note in the beginning should be moved.
The third modification is step 9 and step 10 in Figure 7.5.2. According to the network attachment procedure if the new access system need to re-assign a new IP address for the UE the new IP address can be transferred to the UE in the confirm registration message. So the user plane route update should be before the registration confirmation. Also we use the office word picture tool redraw the figure 7.5.4 and figure 7.5.6.
Proposal
7.5
Key Issue Inter 3GPP Access System Mobility in Idle State

7.5.1
Description of Key Issue Inter 3GPP Access System Mobility in Idle State

Idle State Inter 3GPP Access System Mobility functionality maintains the registration of a user/UE in the serving 3GPP Access System so that mobile originated and mobile terminated packet transfer may be initiated. In Idle State the UE reselects between SAE/LTE and other 3GPP access systems. Furthermore, Idle State Inter 3GPP Access System Mobility updates within the network any user plane routing and any potential tunnelling information so that data path is established between intersystem mobility anchor and the UPE of the 3GPP Access System the UE is registered with.

Idle State Inter 3GPP Access System Mobility maintains subscriber identity confidentiality, i.e. temporary user identities are used where necessary.

7.5.2
Solution for key issue Inter 3GPP Access System Mobility in Idle State

7.5.2.1
Alternative Solution A

7.5.2.1.1
General


The SAE/LTE 3GPP Access System has an MME (FFS whether in RAN or CN). The corresponding 2G/3G MME is the SGSN. Furthermore, the SAE/LTE 3GPP Access System has a UPE. The corresponding 2G/3G UPE is the SGSN or SGSN/GGSN. The UE registers with the MME and UPE of the selected 3GPP Access System. The MME of the 3GPP Access System stores a UE contexts, e.g. permanent and temporary user identities, mobility state, tracking area. The UPE of the 3GPP Access System stores a UE context, e.g. parameters of the basic IP bearer service, keeps network internal routing information. The MME can store the UE context for long to allow for detach and reattach with temporary identity (user identity confidentiality). The UE is only in one 3GPP access systems registered at one time and not at multiple in parallel.

The SAE/LTE 3GPP Access System combines network attach and establishment of basic IP bearer capabilities (always on), i.e. all parameters required for a best effort IP bearer service are allocated for the UE. In idle state all data transfer resources between UE and network are released and only information for basic IP bearer is stored in the network. There is a simple, preferably unique, mapping between 2G/3G and SAE IP bearer parameters

According to 2G/3G and LTE idle state definitions the UE (re-)selects cells and also access systems. The change of the access system in idle state triggers a network registration by the UE. It is FFS whether this is triggered by different tracking areas for different access systems or by other information.

User identity confidentiality requires the UE to register the access system change with the network using a temporary identity. The temporary identity is resolved to a permanent identity by the old serving MME. This information transfer between old and new serving MME transfers also other UE context information like security parameters and IP bearer parameters to the new serving MME/UPE. The UE context transfer is preferred as it is typically faster than establishing security association and IP bearer again in another access system. 

7.5.2.1.2
Alternative Solution A1

In the information flow below MME and UPE are shown together for simplicity reasons. This does not preclude a separation. Two independent entities require an interface between both for example for paging, then registration between each other and double context transfer. This solution is also covering the case when the MME/UPE and the Intersystem Mobility Anchor is co-located (see step 10 of the signalling flow).

The routing between UPE and intersystem mobility anchor is updated, which is the precondition for being able to page the UE when downlink data arrive. For change from 2G/3G to SAE/LTE case, establishment of basic IP bearer capabilities (always on) (i.e. all parameters required for a best effort IP bearer service are allocated to the UE) is done during the change procedure if no basic IP bearer exists before change. And, the home register (e.g. HSS) is updated with registration of the UE at another MME/UPE. These functions are shown in the figure 7.5-1.
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Figure 7.5-1: 3GPP Inter Access System Change between SAE/LTE and 2G/3G



[image: image3.emf] 

10. Confirm Registration    

2 .  Network Registration  (old temporary identity)  

UE  

Inter system  Mobility  Anchor  

HSS  

3 .  Send Temporary Identity  

4 .  Transfer UE Context  

2G/3G  MME/UPE  

1.  Access System  Reselection      

5 . Authentication  

8 . Confirm Registration  

9 . User Plane Route Update  

7 . Delete UE registration information   

6 . Register MME  

SAE  MME/UPE  


Figure 7.5-2: Information flow for change in idle state from 2G/3G to SAE/LTE

1)
The UE in idle state re-selects a different 3GPP access system.

2)
The access system reselection triggers a network registration by the UE and sends its temporary identity and potentially its old tracking area or another parameter identifying the old MME/UPE to the new MME/UPE.

3)
The new MME/UPE derives an address of the UE’s old MME/UPE from the parameters sent by the UE. The new MME/UPE sends the UE parameters to the old MME/UPE.

4)
The old MME/UPE sends a UE context to the new MME/UPE. The UE context includes a permanent user identity and other information, e.g. security and IP bearer parameters.

5)
The user/UE may be authenticated in the new MME/UPE.

6)
The new MME/UPE derives from the permanent user identity an HSS address and registers itself as the MME/UPE serving the user at the HSS.

7)
The HSS deletes the UE context in the old MME/UPE.

8)
The HSS confirms the registration of the new MME/UPE.

9)

The new MME/UPE updates the route from the intersystem mobility anchor to itself. Mobile terminated packets arrive at the new MME/UPE. In case the MME/UPE and the Intersystem Mobility Anchor is collocated this step is not required).

10)
The new MME/UPE confirms the UE’s network registration and allocates a new temporary identity to the UE.
For change in Idle State from SAE/LTE to 2G/3G the same information flow is applicable with a changed order of MME/UPE entities.

Editor’s Note: The above solution does not cover inter-system mobility for UEs in URA-PCH. It is highly desirable to support signalling optimisations for UEs in URA-PCH state as well. Solutions are FFS.

7.5.2.1.3
Alternative Solution A2

In this solution, the SAE UPE and intersystem mobility anchor are combined in a single node, which is also referred to as Access Gateway (AGW).
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Figure 7.5-3: 3GPP Inter Access System Change between SAE/LTE and 2G/3G
When an SAE-capable UE in IDLE mode is attached in 2G/3G and then selects an LTE cell, the UE initiates a Tracking Area Update. The 2G/3G MME treats this as an inter-SGSN routing area update as shown in the following figure.

It is assumed that a SAE-capable UE always uses an SAE AGW instead of a 2G/3G GGSN in order to meet the goal of simplification. 
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Figure 7.5-4: Information flow for change in idle state from 2G/3G to SAE/LTE

1)
The UE in idle state re-selects a different 3GPP access system.

2)
The access system reselection triggers a network registration by the UE and sends its temporary identity and potentially its old tracking area or another parameter identifying the old MME/UPE to the new SAE MME.

3)
The new SAE MME derives an address of the UE’s old MME from the parameters sent by the UE. The new SAE MME sends the UE parameters to the old MME.

4)
The old MME sends a UE context to the new SAE MME. The UE context includes a permanent user identity and other information, e.g. security and IP bearer parameters.

5)
The user/UE may be authenticated in the new SAE MME.

6)
The new SAE MME derives from the permanent user identity an HSS address and registers itself as the MME serving the user at the HSS.

7)
The HSS deletes the UE context in the old MME/UPE.

8)
The HSS confirms the registration of the new SAE MME.

9)
The MME provides the AGW with information to configure the user plane. In case the UE has not already an IP Bearer established in 2G, the new SAE MME initiates an IP address allocation from the AGW. The UE is now known in the AGW.

10)
The new SAE MME confirms the UE’s network registration and sends a new temporary identity to the UE. Mobile terminated packets arrive at the AGW. If a new IP address has been allocated in step 9, it is provided to the UE.
Editor’s Note: The above solution does not cover inter-system mobility for UEs in URA-PCH. It is highly desirable to support signalling optimisations for UEs in URA-PCH state as well. Solutions are FFS.

7.5.2.1.3
Impact on the baseline CN Architecture

For mobility in idle state from 2G/3G to SAE/LTE the baseline CN architecture may support to transfer the IP bearer parameters already established in the 2G/3G MME/UPE to the SAE MME/UPE.
For mobility in Idle state from SAE/LTE to 2G/3G the baseline CN architecture may support to update the user plan route from the intersystem mobility anchor to itself. It is FFS whether this update use the existing mechanism.
7.5.2.1.4
Impact on the baseline RAN Architecture

The baseline RAN architecture may support the UE in Idle State re-selection of the SAE/LTE 3GPP Access System.

7.5.2.1.5
Impact on terminals used in the existing architecture
None
7.5.2.2
Alternative Solution B
7.5.2.2.1
Description

Editor's note: Whether a UE can be registered in more than one 3GPP access system at one time and the possible effects on SAE/LTE is FFS.

The proposed solution implements a loose interworking between SAE/LTE and 2G/3G, since the interconnection between the two access systems is realized at user-IP layer (over Gi interface, for the legacy system) via Mobile IP protocol. Terminating IP traffic is routed correctly to the UE that has moved from SAE/LTE to 2G/3G (and viceversa) via Mobile IP. 

It is FFS whether MIP v4,MIPv6 or Proxy MIP is used.

The SAE/LTE network is seen as an external IP network for 2G/3G, and viceversa: for this reason the inter 3GPP access system mobility mechanisms apply also to mobility between 3GPP and non 3GPP access systems.
Intra-system mobility is handled in each access system according to its own network-based mechanisms (e.g. GTP for 2G/3G). Each Access System is regarded as an edge domain, i.e. a PLMN domain within which the UE acquires and keeps the same IP address (IPedge) and where the UE's movements are handled using a local mobility management protocol (e.g. [12],[13],[14],[15]). It is FFS how different 3GPP access systems can be managed within a single edge domain. Since the UE keeps the same IPedge address, the network-based mobility procotol properly updates routing information towards a local user plane anchor point (Local Mobility End Point, L-MEP) so that all packets destined to IPedge address are correctly routed towards the moving UE.
Any mobility event across the edge domains (i.e. 2G/3G GPRS network and SAE/LTE network) is handled by anchoring the UE traffic to a fixed anchor (inter-domain anchor, or Global Mobility End Point, G-MEP). The G-MEP can be located in the home or in the visited network depending on IP bearer service requirements (i.e. whether the global IP address needs to be assigned by the visited or by the home network). In order to perform this, two different IP addresses will be associated to the UE: the IPEdge address, belonging to the L-MEP subnet, and an IP address belonging to the subnet of the G-MEP (IPGlobal). The IPGloba address is the address known at application level, used by the UE to communicate with corresponding nodes, valid for all the session duration: since it doesn’t change at access system change (only IPEdge does), it guarantees session continuity. A global mobility protocol takes care of updating the route from the G-MEP to the correct L-MEP, associating each new acquired IPEdge address to the IPGlobal address. When MIP is used as global mobility protocol, G-MEP is the Home Agent, IPEdge is the Care-of-Address (CoA) and IPGlobal is the Home Address.

For the SAE/LTE 3GPP Access System, L-MEP corresponds to the “user plane anchor” for Intra LTE mobility case, as depicted in fig. 7.7-1, sec. 7.7.2. The L-MEP is located in the SAE packet core of the PLMN the UE is currently attached to. Examples of suitable network-based mobility protocol can be found in [12],[13],[14],[15]. The L-MEP could be colocated with UPE, except when privacy requirements apply. 

For the 2G/3G Access system, the L-MEP corresponds to the GGSN and the network-based mobility protocol is GTP. The corresponding 2G/3G UPE is the GGSN.

The SAE/LTE 3GPP Access System has an MME (FFS whether in RAN or CN). The corresponding 2G/3G MME is the SGSN. 

The UE registers with the MME/UPE and the user plane anchor point of the selected 3GPP Access System, obtaining an IPEdge. The MME/UPE of the 3GPP Access System stores a UE contexts, e.g. permanent user identities, mobility state, tracking area. The UE (based on configuration options or on a specific request from the network) sends a MIP Registration Request to the inter-domain anchor (Home Agent) to bind its current IPEdge address (CoA) to the IPGlobal address (HA). The IPGlobal can be a static or a dynamic IP address.
The 2G/3G UPE of the 3GPP Access System stores a UE contexts, e.g. parameters of the basic IP bearer service, keeps network internal routing information. The UE is only in one 3GPP access systems registered at one time and not at multiple in parallel.

According to 2G/3G and LTE idle state definitions the UE (re-)selects cells and also access systems. The change of the Access System in idle state triggers a network attach by the UE. It is FFS whether this is triggered by different tracking areas for different access systems or by other information.

The SAE/LTE 3GPP Access System combines network attach and establishment of basic IP bearer capabilities (always on), i.e. all parameters required for a best effort IP bearer service are allocated for the UE. In idle state all data transfer resources between UE and network are released and only information for basic IP bearer is stored in the network. There is a simple, preferably unique, mapping between 2G/3G and SAE IP bearer parameters 

A global mobility protocol takes care of updating the inter-domain user plane anchor with the IP address acquired by the UE in the new Access System. The routing between the new local user plane anchor and intersystem mobility anchor is updated, which is the precondition for being able to page the UE when downlink data arrive. And, the home register (e.g. HSS) is updated with registration of the UE at another MME/UPE. These functions are shown in the figure 7.5-5.

Inter 3GPP Access Mobility mobility in LTE idle is performed with a re-attach based scheme (no context transfer).
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Figure 7.5-5: 3GPP Inter Access System Change between SAE/LTE and 2G/3G

The message sequence in figure 7.5-6 illustrates the high-level procedures for this solution alternative. In the information flows below, MME and UPE/user plane anchor are shown together for simplicity reasons. This does not preclude a separation.
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Figure 7.5-6: Information flow for change in idle state from 2G/3G to SAE/LTE

1) The UE in idle state re-selects a different 3GPP Access System. 

2) The Access System reselection triggers a network attach by the UE. 

3) The UE is authenticated in the new MME/UPE. As a result of a successful authentication, the UE gets an IP address belonging to the subnet of the user plane anchor (IPEdge). For routing optimization purposes the user plane anchor can be co-located with the UPE.

4) The new MME/UPE registers itself as serving the UE in the HSS.

5) The UE contexts in the old MME/UPE (SGSN and GGSN) may be deleted by an explicit network request, or after a timer expires.

6) The HSS confirms the registration of the new MME/UPE.

7) The new MME/UPE confirms the UE’s network registration.
8) The intersystem mobility anchor is updated with the IPEdge address. This step can be based on MIPv4 [10] or MIPv6 [11]. In case MIPv6 is used, the UE sends a MIP Registration request to the Intersystem mobility anchor (Home Agent), with IPEdge as a CoA. Terminating packets from the intersystem mobility anchor will be tunnelled towards the user plane anchor. The tunnel can terminate on the terminal (MIPv6 or MIPv4 with FA co-located mode) or on the user plane anchor (MIPv4 with FA located mode).

In order to avoid Mobile IP impacts on the 2G/3G part of dual mode UEs, other solutions can be adopted (e.g.: Proxy MIP); this is FFS.

A similar flow applies for the change in idle state from SAE/LTE to 2G/3G.







7.5.2.2.2
Impact on the baseline CN Architecture

The impacts on the baseline CN architecture are as follows:

-for mobility in idle state from SAE/LTE to 2G/3G the baseline CN architecture need to support Mobile IP functionality, which is also the requirement for mobility across 3GPP and non-3GPP systems. 
-for mobility in Idle state from 2G/3G to SAE/LTE there is no impacts on the baseline CN architecture.
7.5.2.2.3
Impact on the baseline RAN Architecture

The baseline RAN architecture may support the UE in idle state re-selection of the SAE/LTE 3GPP Access System.

7.5.2.2.4
Impact on terminals used in the existing architecture
The terminals used in the existing architecture may be impacted by the introduction of Mobile IP solution in 2G/3G system.
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