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1. Introduction
This paper proposes a network based mobility solution for mobility between access systems. The focus is on the mobility to systems based on access technologies not specified by 3GPP. In addition this paper explains some of the subtle differences between Mobile IP and NETLMM solutions (like EMP[15] and proxy MIP) and shows that they can co-exist and be compatible to each other under certain circumstances.
2. Discussion

Mobility between different access systems is an essential part of SAE. For an operator this means that network resources can be used in an optimal way and existing and future access technologies can be used where and when they are most cost efficient. This includes relying on existing technologies for coverage while rolling out new and enhanced accesses as well as using different technologies for different coverage areas or different services. 

To ensure that an operator can make use of several access technologies, the mobility between them must be efficient and controlled. This means that the solution should preferably be handled within the network, have the possibility to make use of the mobility functionality of the access systems themselves, and ensure that the signalling over the air interface is limited. In order to make sure that an operator in the future can use the most suitable access technology in each case, the mobility scheme must allow for efficient and controlled mobility also to accesses where the technology might not be specified by 3GPP as it cannot be sure that 3GPP will specify all access technologies used by an operator.
In the study of SAE several solutions, both network based and host/client based, have been proposed for inter access system mobility. This paper focuses on a network based solution for inter 3GPP/non-3GPP mobility.  
One possible solution for network based mobility is to use a network based mobility protocol, like NETLMM, where a proxy/serving access entity performs routing updates at handover on behalf of the UE. By using a network-based solution for mobility to/from accesses that are not specified by 3GPP, efficient use of wireless resources, reduced signalling volume over the air, improved handover performance can be achieved also for these accesses. Further details can be found in “Problem Statement for IP Local Mobility” draft-kempf-netlmm-nohost-ps-01 and “Requirements and Gap Analysis for IP Local Mobility”draft-kempf-netlmm-nohost-req-01.
In this solution a proxy/serving access entity, denoted as N3GW (Non-3GPP-GW) is used. Further discussion is needed as to when a N3GW is used, but it is essential for operators wishing to control traffic for secure and reliable access to the home network. By using the N3GW the mobile terminal is not required to be involved in updating the route information. The N3GW is used to manage the routing information for the UE and update the route between itself and the mobility anchor when handover is detected. Note the for WLAN 3GPP IP Access, the proxy/serving access entity may be an evolved PDG of some sort.
The architectural figure below is drawn with no separation between the 3GPP and non-3GPP, and does not include entities like MME/UPE for simplicity reasons.
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Architecture for 3GPP to non-3GPP access system handovers
Today there is already host based mobility deployed to ensure session mobility to/from networks outside the control of an operator, like private or corporate LAN. It is of course desired that such terminals can efficiently interwork with a network based mobility scheme. 
The figure on the left is an example of inter-access system handover to a network outside the control of the operator where no N3GW is used. In this case the IP address of the UE would change and using host-based mobility solution (eg. Mobile IP) would detect the change and do necessary updates. In this example the Home Agent is placed in the IASA, but could be placed in a third party’s network. The right figure shows where NETLMM is applied and the proxy/serving access entity, N3GW, located in the Evolved Packet Core.
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NETLMM does not require the UE to be involved in mobility management at handover. The proxy entity performs routing updates via NETLMM on behalf of the UE. From the signaling used to establish the IP bearer between the UE and N3GW, the N3GW obtains enough UE related information necessary for it to initiate route updates. The UE related information contains an identifier that uniquely identifies a UE, which is used to obtain the IP address of the UE. The exact mechanism to map the UE identifier to IP address is FFS.
NETLMM enables the UE to keep the same IP address while moving across different access systems to allow for service continuity. To do this, the N3GW updates binding between the IP address of itself and the IP address of the UE. The exact network entity that maintains this binding is FFS. 

Note that the NETLMM approach has no impact on terminals that already have host-based mobility solutions (eg. Mobile IP) deployed. A MIP client in an area with NETLMM solution would not be affected as the IP address would not change, hence the MIP client would assume it remains in the same network during handover.
It is proposed to introduce the NETLMM approach in the subclause 7.8.3.4 of the TR.
3. Proposal
BEGINNING OF CHANGE
7.8.3.4     Alternative solution C
This solution shows one example of an IP layer solution based on network-based mobility management. In figure 7.8-x an architecture for inter-access system handover using network-based mobility management (NETLMM) is shown. The figure shows the proxy/serving access entity, denoted as N3GW (Non-3GPP-GW) for the sake of argument, located in the Evolved Packet Core. For WLAN 3GPP IP access, the N3GW may be an evolved PDG.

The architectural figure below is drawn with no separation between the 3GPP and non-3GPP, and does not include entities like MME/UPE for simplicity reasons.
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Figure 7.8-x. Architecture for 3GPP to non-3GPP access system handovers
Potential NETLMM candidate protocols are EMP[15] and Proxy MIP. 
NETLMM does not require the UE to be involved in mobility management at handover. The proxy entity performs routing updates via NETLMM on behalf of the UE. From the signaling used to establish the IP bearer (between the UE and N3GW in the above figure), the proxy entity obtains enough UE related information necessary for it to initiate route updates. The UE related information contains an identifier that uniquely identifies a UE, which is used to obtain the IP address of the UE. The exact mechanism to map the identifier to IP address is FFS.
NETLMM enables the UE to keep the same IP address while moving across different access systems to allow for service continuity. To do this, the proxy entity updates binding between the IP address of itself and the IP address of the UE. The exact network entity that maintains this binding is FFS. 

As the proxy entity performs functions on behalf of the UE while maintaining the same IP address, the NETLMM approach can help to reduce over the air signalling volume, make efficient use of wireless resources, and improve handover performance. 
The following is a simplified information flow illustrating how the N3GW request route update at handover using the NETLMM approach. The MME and UPE are drawn together for simplicity reasons in the following information flows.
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Figure 7.8-y: Information flow for handover from Evolved RAN to WLAN (using N3GW)

1.  The UE sends a request to establish IP bearer connection to the N3GW. This request is used to inform a certain upcoming movement of the UE to the N3GW. As an example, this could be a request to establish a tunnel.
2.  The N3GW obtains enough UE related information (eg. unique UE identifier) necessary to request route update
3.  User/UE authentication and service authorization is performed
4.  An Inter AS anchor is selected. The selection mechanism is FFS. 
5.  The route information between the N3GW and Inter AS anchor is updated 
6.  The N3GW sends an IP bearer establishment response to the UE 
7.  The UE initiates RRC release command to release radio resource connection
END OF CHANGE
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