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I. Introduction
This document describes an alternate solution for Inter-System Mobility Management that could go into Annex E of TR 23.882. The solution is described in the proposed text below and aims at fulfilling the requirements for seamless mobility included in SA1 All IP Network requirements (TS 22.258):

"An AIPN shall be capable of providing seamless terminal mobility.
An AIPN shall be capable of maintaining a service during a change in access system, with no perceivable interruption from a user perspective.

An AIPN shall support adaptation of services to the capabilities provided by the access systems during terminal mobility. 
An AIPN shall support terminal mobility based on criteria including radio conditions, service requirements, user preferences and operator policies. 

In cases when there is a degradation in service quality due to terminal mobility it shall be possible to notify end users of the degradation."
II. Proposed Text

The proposal is to add the following in existing Annex E of TR 23.882.
****************************************** First new section ***********************************************************

E.3.2
Solution B

Solution B proposes to enhance the Mobile IP solution A to improve Mobility Management and answer the seamless mobility requirement. The solution B proposes network controlled mobility and enables session adaptation, based on the access network where the user is located, the type of subscription the user has, the QoS and the network resource. 

Seamless mobility requirement: " Mobility procedures within the Evolved 3GPP System and between the Evolved 3GPP System and existing 3GPP Access Systems shall provide seamless operations of both real-time and non real-time applications and services."

The Mobile IP architecture of solution A is used as a basis to describe the architectural solution for seamless mobility. However solution B could be applied to other IP Layer Mobility mechanisms.
Note: For the evolved architecture, some of the functional entities could be located closer to the access network for performance optimization. This is FFS.


 Figure 1: Mobility Management Functional Architecture
Functional components:

1. Inter-AS Mobility Policy Manager (IASMPM)

This entity enhances the Mobile IP solution by including network based handover policy rules. These policy rules can include the quality of the link, the user subscription profile, the load of the network… for various access networks. The functionalities handled by the Inter-AS Mobility Policy Manager are:

· It monitors the Access Networks status by collecting access network information from the Resource Managers. This allows the Mobility Policy Manager to have an overview of the load and QoS achievable on each access network. The pieces of information are collected through Access Network Monitoring messages or through already existing interfaces.
· It monitors the UE location and link quality. These pieces of information are collected through UE Monitoring messages sent by the Mobile Terminal to the Inter-AS Mobility Policy Manager. 
· It possibly receives some application level requirements.
· It selects the best Access Network available based on operator handover policy rules and on the information collected concerning the Access Networks, the Mobile Terminal and possibly the application layer. In order to indicate to the UE that it should handover, the Inter-AS Mobility Policy Manager is able to send Handover Indication Messages to the UE. 
· In case an Application Server is involved in the communication, the Inter-AS Mobility Policy Manager sends information to it about the UE and the Access Network selected so that the Application Server can adapt the ongoing session to the current capabilities. 
2. Mobility Manager (MM) Register 
The Mobility Manager Register is a database storing UE Context (e.g. user profile, radio environment), session context (session parameters) and Access Network Context. It can contain both static information (e.g. user subscription profile) and dynamic information (UE location, Access Network status, user on-going session information…). These pieces of information are updated through the Monitoring Information sent to the Inter-AS Mobility Policy Manager. It is FFS to determine if the Register needs an interface with or is collocated with existing databases such as the HSS.
3. Resource Manager 
This entity monitors access resources. It sends Access Network Monitoring messages to the Inter-AS Mobility Policy Manager regarding the load, resources usage and QoS achievable in the access network. Additionally it could be able to manage resources in the access network (e.g. allocate/guarantee resources for the user in the access network).
   Note: The interface between the Resource Manager and the GGSN and PDG could reuse existing ones or new interfaces could be created. This is FFS. The location of Resource Manager functionalities within the PCRF is also FFS.
4. User Equipment (UE)

This is the end-user terminal. It has several interfaces which allow it to connect to different types of access networks (e.g. GPRS, UMTS, WLAN). It is able to move between different types of access networks.  The UE sends information to the Inter-Access System Mobility Policy Manager on the available access networks (link quality measurements,…) through monitoring messages, and receives Handover Indication messages from the Inter-Access System Mobility Policy Manager.
5. The Application Server (AS)

In case an Application Server is involved in the session, the Application Server can adapt the service delivery to the access network being used by the Mobile Terminal. The following functionalities should be provided by the AS to support the Seamless Mobility operation:
· The AS will be able to retrieve information from the Inter-AS Mobility Policy Manager on the capabilities of the current access network of the UE in order to determine the parameters of the session. 

This information allows the AS to adapt the content and format of the service according to the terminal capabilities and the network access capabilities (available bandwidth). Service profile of the user may also be taken into account. This function will be triggered in particular at session initiation or following the notification by the Inter-AS Mobility Policy Manager of an access network change.
****************************************** End of First new section ****************************************************

****************************************** Second new section *********************************************************
E.4.2
Solution B

The information exchange between the UE and the IASMPM is done through the existing Gi and Wi interface, depending if the UE is currently connected through GPRS or WLAN.
****************************************** End of First new section ****************************************************

****************************************** Third new section ************************************************************
E.6.2
Solution B

In order to support seamless mobility, the terminal must have a specific seamless mobility client to interact with the Inter-AS Mobility Policy Manager. The terminal may also have a specific functionality to enable application adaptation by interacting with the Application Server.

****************************************** End of Third new section ****************************************************
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