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Introduction

This contribution aims to clarify the default IP address allocation for the roaming case. It brings implications to the key issues Network Attachment, Default IP Access Service and Roaming with Local Breakout.
Discussion

The Default IP Access Service provides the basic “always-on” IP packet bearer service. It is expected to be used for user data that do not require any service specific policies or charging rules, e.g. IMS registration. User data requiring service specific policies or charging are supported by additional IP access services. 
It is most likely to establish the additional IP access services by sharing the same IP address as default IP access service. Therefore, the allocation strategy of the IP address of default IP access service is very important for user plane traffic route optimisation. For roaming case, the user traffic data can be transported between the UE and the destination directly via the visited network if the default IP address allocated by visited network. Considering that the default IP address’ assignment should be based on the home operator’s preference, a negotiation between the home PLMN operator and visited PLMN operator should be included in the network attachment. And the negotiation should be able to ensure that the home PLMN operator can determine whether to permit the visited PLMN operator to assign the default IP address for a specific mobile subscriber or not, in accordance with the roaming agreement between the home PLMN and visited PLMN.
Proposal

The following changes are proposed to TR 23.882.
**** Start of 1st set of changes ****

7.2
Key Issue- Roaming with Local Breakout

7.2.1
Description of Key Issue - Roaming with Local Breakout

Roaming is when users receive service when they are in a VPLMN, i.e. in a network other than their HPLMN.

Local breakout might optimize access to visited network services and might allow for user plane traffic route optimization. In this section it is clarified which interfaces are the roaming interfaces, and how roaming and local breakout works in general for the evolved architecture. 

7.2.2
Solution for key issue – Roaming with Local Breakout

Roaming of subscribers (to different VPLMNs and to different types of VPLMN access) requires certain policies from the home operator to be available in the Visited network. This information may be downloaded or it may be pre-configured and used during the subscriber access to the visited network. These policies may be static, dynamic or a combination.

In order to provide high performance as well as real time services for roaming customers, efficient routing of user data or media traffic is required. Features shall be provided to the home operator to negotiate with the visited operator if the traffic of the user is always transported to the home network over a roaming interface or broken out locally for transport towards the destination, e.g. the home operator shall be able to negotiate with the visited operator whether the IP address can be allocated by the visited PLMN or not during the establishment of Default IP Access Bearer.
Such policies shall be based on the home operator’s preference and have a granularity such that the gain justifies the roaming infrastructure and complexity in operations for such a set up.

The IP Gateway (defined as GW in the context of current Policy and Charging Control work) in a VPLMN may connect to multiple HPLMNs. The IP Gateways in the VPLMN serves to enforce the policies and charging as negotiated between the visited and home operators. 

Using the policy enforcement function in the IP Gateway in the visited network, home operators can control routing of traffic for roaming users. The IP Gateway in the HPLMN serves as a global mobility anchor point and at the same time enforces the policies of, and the charging for the home operator. This IP Gateway can provide session continuity, even if the VPLMN changes.

Editor’s Note: Roaming with UTRA system needs additional evaluation.

Editor’s Note: Further refinement of the architecture will need to be performed to allow the concept to be further elaborated and evolved.

Editor’s Note: The User plane interface and the AAA interface in roaming case needs to be defined for 3GPP access System and non 3GPP access System.

7.2.3
Impact on the baseline CN Architecture

The role of current nodes/functions (e.g. PCRF in the baseline architecture) and IP Gateway as well as the relationship with 3GPP HSS/AAA are FFS. 
7.2.4
Impact on the baseline RAN Architecture

No impact currently foreseen. 

7.2.5
Impact on terminals used in the existing architecture
None.
**** End of 1st set of changes ****

**** Start of 2nd set of changes ****

7.9
Key Issue – Default IP Access Service

7.9.1
Description of Key Issue – Default IP Access Service

The Default IP Access Service provides the basic “always-on” IP packet bearer service. It is expected to be used for user data that do not require any service specific policies or charging rules. Such user data are, for example, satisfied by default QoS and flat rate/bundled charging, as described in a separate Key Issue. The Default IP Access Service is described by a default context in the network, and possibly in the UE. User data requiring service specific policies or charging are supported by additional IP access services.

The Default IP Access Service is established for a UE immediately after the subscriber has been authenticated and authorized by the network. The Default IP Access Service provides the UE with IPv6 and/or IPv4 connectivity to operator services, other UEs, private IP networks, or the Internet. The Default IP Access Service supports mobility of the terminal.
7.9.2
Solution for Key Issue – Default IP Access Service

· A Default IP Access Service in the serving (access) network is established within a single attach procedure that includes authentication and authorization of the user. It shall be possible that any user specific information about the Default IP Access Service, such as policies or configuration parameters, are received from the subscriber databases in home network, such as HSS or/and Subscription Profile Repository.

· It is FFS how the subscriber-specific policies or configuration parameters are transferred from the home network to the serving (access) network.

· The Default IP Access Service for roaming users in the serving (access) network can be modified by the home operator.

· The Default IP Access Service shall provide the UE with at least one IPv6 address or one IPv4 address allocated or assigned by the network, together with necessary IP configuration parameters.

· It is FFS how Default IP Access Service(s) provide IPv6 and/or IPv4 connectivity for a dual stack UE.

· It is FFS whether the IP address is allocated or assigned statically or dynamically.

· The Default IP Access Service(s) shall provide IP connectivity to the networks permitted under applicable policies and roaming restrictions without excluding local breakout.
· For roaming case, the IP address can be allocated by visited PLMN for route optimisation based on the result of the negotiation between the home operator and the visited operator.
· The Default IP Access Service shall allow for UE registration to the IMS, at least for services that do not require better than default QoS and differentiated charging.
· It is FFS how and when the IMS registration is performed and what kind of IMS services is provided to the UE within the Default IP Access Service.

**** End of 2nd set of changes ****
**** Start of 3rd set of changes ****

7.13
Key Issue Network Attachment

7.13.1
Description of Network Attachment

A UE/user needs to register with the network to receive services that require registration. This registration is described as Network Attachment. The always-on IP connectivity for UE/users of the SAE system is enabled by establishing a basic IP bearer during Network Attachment.
For roaming case, the HSS applies the appropriate policy to determine whether the default IP address can be allocated by visited PLMN or not and return the indication to the UE associated MME/UPE. The IP address can be allocated by the visited PLMN only if the indication from the HSS allows that.

The network keeps UE/user registration information. The UE/user registration information, e.g. the mapping between temporary and permanent user identities and the last registered tracking area, is kept by the network for an (implementation) specific time after the UE/user detached before being deleted to allow for Network Attachment with user identity confidentiality. 

7.13.2 
Solution for Key Issue Network Attachment

The following information flow shows the network attachment of a UE. (The dashed entity is involved optionally.)  MME and UPE are shown as combined; though they may be separate (in this case an additional interface must be realized).

The steps shown in the information flow describe individual functional steps. This does not preclude any combining of multiple functional steps into one message or separating one step into a message sequence. The sequence of the steps shown in the information flow may change depending on the solutions for related key issues.


[image: image1]Figure 7.13-1: Network Attachment information flow 

1) The UE discovers the SAE/LTE access system(s) and performs access system and network selection. If network sharing is present, a shared network may be selected. Further details of this process are FFS. 

2) The UE sends an attach request to the MME/UPE, including its old registration information, e.g. temporary identity. If the UE has no old registration information it includes its permanent identity. 

In case of network sharing is applied the attach request includes information for selecting network or MME/UPE.

In case of MME/UPE redundancy the Evolved RAN may select the MME/UPE.

The attach request may include information on Default IP Access Bearer (e.g. user preferred IP address and APN).

3) If old registration information was sent by the UE the MME/UPE tries to retrieve user information from the old MME/UPE by sending the old registration information.

4) The old MME/UPE sends user information, e.g. the permanent user identity, to the MME/UPE.

5) The user/UE is authenticated in the new MME/UPE. 

6) The MME/UPE registers itself as serving the UE in the HSS. The registration request includes the PLMN ID of the visited PLMN.
7) The user/UE information in the old MME/UPE is deleted or the user/UE is marked as not present.

8) According to the PLMN ID and mobile subscriber’s identity included in the registration request from the MME/UPE, the HSS applies the appropriate policy to determine whether the default IP address can be allocated by visited PLMN or not. For example, this policy may be based on the roaming agreement between the home PLMN operator and the visited PLMN operator. The HSS confirms the registration of the new MME/UPE and return the indication about whether the default IP address can be allocated by the visited PLMN or not. Subscription data authorising the Default IP Access Bearer are transferred. Information for policy and charging control of the Default IP Access Bearer is sent to the MME/UPE. 

9) An Inters AS Anchor is selected. The selection mechanism is FFS. The IP address configuration is determined by user preferences received from the UE, by subscription data, or by HPLMN or VPLMN policies. And the IP address can be allocated by the visited PLMN only if the indication from the HSS allows that.
10) The Inter AS Anchor configures the IP layer with the determined user IP address. The user plane is established and the default policy and charging rules are applied. The user plane establishment is initiated by the UE or by the MME/UPE, which is FFS.

11) The MME/UPE provides the Evolved RAN with QoS configurations for the Default IP Access Bearer, e.g. the upper limits for transmission data rates. It is FFS whether this provision of QoS configuration requires an additional trigger, e.g. the need to transfer uplink or downlink user data.

12) The MME/UPE accepts the UE’s network attachment and allocates a temporary identity to the UE. Also the determined user IP address is transferred. 

Roaming restrictions are checked and if violated the network attachment is rejected.

13) The UE acknowledges the success of the network attachment.

**** End of 3rd set of changes ****
Reference: 

[1] TR 23. 882
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