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1. Introduction
A possible scenario of MT-LR of LCS over I-WLAN was agreed in SA2#49. This case can be performed assuming WLAN UE can support OMA SUPL. However, generally, the GMLC cannot gerantee the target WLAN UE has a certain capability to support some positioning protocols such as OMA SUPL. From this perpective, this document proposes the WLAN UE capability querry procedure for MT-LR of LCS over I-WLAN.
2. Proposal

<<Begin Change>>

7. Procedures

Editor’s Note: This section will describe the procedures for the functional elements contained in the architecture.
7.1 MT-LR Procedure in I-WLAN

Figure 7.1 describes the MT-LR procedure for LCS for I-WLAN.
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Figure 7.1. MT-LR in I-WLAN 

1. The WLAN UE selects a WLAN AN and establishes the WLAN connection and is authenticated in I-WLAN.  The tunnel is established with between WLAN UE and one of PDGs in PLMN. 

2. The external LCS client sends the LCS request to the GMLC.

3. GMLC sends UE capability query request to the HSS.
4. HSS returns the UE capability information to the GMLC.
5. GMLC sends routing information query to HSS to obtain the address of AAA.

6. HSS returns the address of AAA to GMLC.

7. GMLC queries AAA to obtain the address of WLAN UE.

8. GMLC retrieves the address of WLAN UE from AAA.

9. GMLC initiates positioning procedure. This may use SUPL procedures based on OMA SUPL [c][d] and possibly other mechanisms that are FFS. 

10. The location information obtained will be transferred to external LCS client.

Note:
the GMLC may, as an implementation option, cache the results received in step 4 and/or step 6 in order to avoid further queries when a location request is received for the same target UE at a later time and the AAA server address and/or WLAN UE address, respectively, has not changed.
<<End Change>>
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